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Definitions

The following definitions apply to the Benchmarks and to the Guidance to the
Benchmarks:

activity . any activity, action or transaction

appointment . the selection of an individual for employment, and ‘appointed’
should be construed accordingly

asset :anything which has a monetary value, including tangible assets
(such as cash, equipment, facilities, land and real estate,
machinery, mineral resources, precious stones, vehicles and
works of art) and intangible assets (such as businesses,
organisations, trusts, and financial instruments such as bonds,
patents, shares and stocks)

assetrecovery/asset . the process involving the identification, tracing, freezing, seizure,

recovery process or confiscation and forfeiture of proceeds of crime or of property,

proceedings equipment or other instrumentalities used in or destined for use
in a criminal offence

associated person a person who performs services for or on behalf of an organisation
in any capacity including, for example, as a joint venture partner,
supplier, subsidiary or personnel of the organisation

authority . apublic sector organisation carrying out a public function(s) and
having some official authority. Where a Benchmark refers to a
single authority carrying out a function(s), this is for simplicity of
wording. Itis acknowledged that some States may have more
than one authority carrying out such function(s). For example,
Benchmark 2 refers to a single authority responsible for
preventing corruption whereas, in a federal State, each
constituent state may have its own such authority; and
Benchmark 11 refers to a single employment authority whereas
States may have separate regulatory authorities for different
types of public official

beneficial owner . anindividual who ultimately owns or controls, whether directly or
indirectly, wholly or in part, an asset, or who is entitled to receive a
share of the capital in, or profits or other benefit derived from, an
asset

beneficial ownership . allbeneficial owners of an asset

body . where a Benchmark refers to a single body carrying out a
function(s), this is for simplicity of wording. It is acknowledged
that some States may have more than one body carrying out
such function(s)

budget . includes national, subnational, provincial and State budgets

business associate . aperson with which an organisation had, has, or intends to have a
business relationship, including clients, consortium partners,
customers, joint venture partners, purchasers and suppliers (as
defined below), but excluding personnel of the organisation




Definitions

combat corruption

prevent, detect and deal with corruption

concession

. theright granted by a public sector organisation to an individual

or organisation to operate a facility, resource or other asset
(including those specified in Benchmark 16.2) and to receive
revenue therefrom

corruption/ corrupt activity :

any activity that constitutes a corruption offence under
Benchmark 1

corruption offence

. any corruption offence referred to in Benchmark 1

court administration/
court administrative
functions

includes all management and administrative functions which
support the court system, such as procurement, financial
management, human resource management, facilities
management, and judicial support functions such as operation of
court procedures and filing systems

court personnel

. allindividuals, other than judges, involved in operating the court

system

court system

. the system for delivering justice through the courts. Such system

includes: (i) the judiciary and judicial functions, (i) the courts and
court processes, (iii) court administration, (iv) processes for the
appointment, employment, promotion, demotion, transfer,
regulation, disciplining, suspension and dismissal of members of
the judiciary and court personnel, and (v) all persons involved in
carrying out such matters

decision

includes any approval, assessment, certification, confirmation,
decision, determination, judgment, recommendation, refusal or
rejection. This could include, for example, a decision to undertake
an activity, an approval of changes to contract terms, an approval
or rejection of quality of work, a recommendation for payment or
arefusal to approve payment

employment

includes the employment or engagement of an individual under
contract or statute, and 'employed’ should be construed
accordingly

establish

. setup, operate, maintain

facilitation payment

. anillegal or unofficial payment which is solicited, accepted or

demanded by a public official in return for services that the payer
is legally entitled to receive without having to make such
payment

implement

. design, develop, introduce, operate, maintain, monitor and

continually improve

includes/including

: where one or more items follow the word ‘includes’ or 'including’,

such items are by way of example and are not intended to be a
complete list

judges/the judiciary

. judges, magistrates, and any other persons exercising judicial

functions

law enforcement/law
enforcement processes
or activities

investigation, prosecution, asset recovery and policing

lobbying

. anattempt, through written or oral commmunication, to influence

the actions or decisions of any public official
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Definitions

lobbyist

:any individual or organisation whose function, in whole or part, is to

try to influence the actions or decisions of any public official

organisation

:any entity, association, or body of one or more individuals, which

has legal rights and obligations, whether incorporated or not, in
the public or private sector. It includes agency, authority, charity,
company, corporation, enterprise, firm, government department,
institution, organisation, partnership, sole trader or trust, or part
or combination thereof

parliamentary
administration/
parliamentary
administrative functions

includes all management and administrative functions which
support the parliamentary system, such as procurement,
financial management, human resource management, facilities
management, and the operation of parliamentary procedures
and filing systems

parliamentary personnel

. allindividuals, other than elected members of parliament,

involved in operating the parliamentary system

parliamentary system

. the system for operating parliamentary business. Such system

includes: (i) members of parliament and their functions, (ii)
parliament and parliamentary processes, (iii) parliamentary
administration, (iv) processes for the election, appointment,
employment, promotion, demotion, transfer, regulation,
disciplining, suspension and dismissal of members of parliament
and parliamentary personnel, and (v) all persons involved in
carrying out such matters

participating suppliers

. those suppliers who are participating in a particular procurement

process

permit

: any approval, consent, licence or permit issued by a public sector

organisation, which grants permission to a person to carry out a
specified activity, or which confirms that such activity is compliant
with relevant regulations

person

:any individual or organisation

personnel

. directors, officers, employees, workers and volunteers of an

organisation, whether full time or part time, permanent or
temporary

political candidate

. anindividual who is standing for election to public office

prescribed

prescribed in the regulations relevant to the particular Benchmark

private sector

. allindividuals not acting in the capacity of a public official and all

organisations which are not public sector organisations

proceeds of crime

property (including money) obtained by way of a criminal offence
(‘original property'); property the value of which corresponds to
the value of such original property; property into which the
original property has been transformed or converted; property
acquired from legitimate sources and with which the original
property has been intermingled; and income or other benefits
derived from any of the above. 'Proceeds of corruption offences'
should be construed accordingly

procurement/
procurement process

. the process by which a supplier is selected and contracted by a

procuring entity to provide works, products, services, loans,
assets, or the operation of a concession. 'Procure’ should be
construed accordingly
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Definitions

procurement personnel/
procurement officials

personnelin a procuring entity who carry out or have any
authority over a procurement process

procuring entity

:any public sector organisation which carries out procurement

public interest

: theinterests of the public at large as objectively and

independently determined

public international
organisation

: anorganisation established by a treaty or other instrument

governed by international law and possessing its own
international legal personality

public official

. any individual, whether appointed or elected, whetherin a

temporary or permanent position, whether paid or unpaid, and
irrespective of seniority, who: (i) holds a legislative, executive,
administrative or judicial office of a State or government; (ii)
performs a public function, including for a public sector
organisation, or provides a public service; (iii) is employed by, or
authorised to act on behalf of, a public sector organisation; (iv) is
defined as a 'public official’ in the domestic law of a State; or,
unless otherwise indicated, (v) is a public official of another State
or government, or of a public international organisation

public sector organisation

: an organisation, whether domestic or international, which is

owned or controlled in whole orin part by a State, or by any level
of government

recovered assets

(i) proceeds of crime, or (i) property, equipment or other
instrumentalities used in or destined for use in a criminal offence,
which have been recovered by way of asset recovery proceedings

regulation . arequirement regulating persons, activities or functions and
whichis enacted by law or issued pursuant to a law
remuneration . salary and benefits

senior manager

. adirector, officer or employee of an organisation who has a senior

role in the establishment of the policies of the organisation or
who manages at high level animportant aspect of the
organisation's activities. This would include, for example, anyone
in top management (as defined below), a chief financial officer or
functional head of procurement, sales or projects. 'Senior
management' should be construed accordingly

solicitation document

. adocumentissued by a procuring entity in a procurement

process which invites a submission from suppliers. Such
documents include invitations to pre-qualify, invitations to tender,
requests for proposals or quotations, and invitations to an
electronic reverse auction

submission . adocument submitted by a supplier in a procurement process in
response to a solicitation document. Such documents include a
tender, proposal, offer, quotation or bid

sub-supplier . asupplier whichis or may be contracted to another supplier
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Definitions

supplier

includes any agent, concession operator, consultant, contractor,
distributor, lender, lessor, representative, seller, supplier, or other
person offering or providing works, products, services or assets

top management

. the body or person(s) who control(s) the organisation at the

highest level (for example, the board of directors, supervisory
council, a chief executive officer or other top leadership
individual(s) or body)

XV
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Section 1

Introduction

The need for further action against corruption

Corruption undermines the proper functioning of society. It corrupts government,
parliament, the judiciary, law enforcement, public sector functions, private sector
commerce, and dealings between private individuals. It results in poor public
services and in over-priced and dangerous infrastructure. It damages organisations,
resulting in reduced project opportunities and financial loss. It harms individuals,
resulting in poor education and health, poverty, hunger, and loss of life. It prevents
the proper rule of law so that the innocent and vulnerable bear the consequences
while the guilty escape sanction.

Over the last 25 years, significant national and international action has been taken to
help prevent and address corruption. This has been driven by an increased recognition
internationally of the damage caused by corruption and a growing determination
to take effective action to minimise it. Under the United Nations Convention against
Corruption, each State Party commits to take steps to prevent corruption. Target
16.5 of the United Nations Sustainable Development Goals is to ‘Substantially reduce
corruption and bribery in all their forms. The Commonwealth Charter commits
member countries to good governance and transparency and to rooting out systemic
corruption. Many countries have strengthened their anti-corruption laws, taken
preventive action, and carried out education campaigns. There are now cases of
successful prosecutions against organisations and individuals who have participated
in corrupt conduct. Multilateral development banks, export credit agencies and
commercial lenders have materially strengthened their anti-corruption procedures
and enforcement. Many organisations have implemented anti-corruption procedures
designed to prevent and deal with corrupt conduct by and against these organisations.
The International Organization for Standardization (ISO) has published ISO 37001,
an international anti-bribery standard for organisations. Professional institutions
and business associations increasingly require members to commit to avoid corrupt
practices and sanction members for breach. The national and international media
frequently report stories of corrupt conduct, reflecting an increased public awareness
and intolerance of such practices. There is an increased recognition that good anti-
corruption practice leads to greater investment and more resilient democracy.

However, despite the above major advances, existing anti-corruption mechanisms
still do not consistently and effectively discourage, prevent, detect or prosecute
corruption. In all countries, to a greater or lesser degree, corruption continues to
erode all areas of society. Public officials embezzle public funds. Government
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Introduction

ministers award contracts to political donors. Lobbyists improperly influence
members of parliament. Law enforcement officers are bribed to tamper with
evidence or bring false charges. Judges accept bribes to issue improper judgments.
Officials misuse emergency procedures to bypass competitive tender requirements.
Organisations bribe to win work, defraud their clients through false claims, and
form cartels to win work at inflated prices. Organisations which are not prepared to
bribe lose work to those which are. Individuals face extortion at police checkpoints
or customs clearance, or to obtain utility services. Stolen money is laundered
through the international financial system and stolen assets are hidden through
concealed ownership mechanisms.

There is therefore a continuing and urgent need for determined and unified
action to be taken by governments, organisations and individuals to help prevent
corruption.

The Commonwealth Secretariat has worked with its members to strengthen anti-
corruption measures for many years. In 2000, a Commonwealth Expert Group
adopted the Framework for Commonwealth Principles on Promoting Good
Governance and Combating Corruption. Commonwealth Heads of Government
have called on member countries to sign, ratify and implement the United Nations
Convention against Corruption. In May 2016, the Commonwealth Secretariat
convened the Tackling Corruption Together conference, attracting a high level of
participation and interest from around the world.

The Commonwealth Anti-Corruption Benchmarks seek to build on and advance
the invaluable work that has been done to date to combat corruption.

The purpose and structure of the Commonwealth
Anti-Corruption Benchmarks

The Commonwealth Anti-Corruption Benchmarks are recommended as
good practice anti-corruption measures. They are intended primarily to help
governments and public sector organisations assess their anti-corruption laws,
regulations, policies and procedures against international good practice, and
consider implementing appropriate improvements. The Benchmark measures are
designed to be achievable, practical and auditable.

There are 25 Benchmarks, each of which comprises a Principle supported by a
corresponding Benchmark.

The Benchmarks address corruption across key areas of the public and private
sectors which are either important for combating corruption or are vulnerable to
significant corruption. In relation to each key area, the Benchmarks promote the
concepts of honesty, impartiality, accountability and transparency and provide for
specific anti-corruption measures.
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The overall scheme of the Benchmarks is:

1)

2)

3)

4)

5)

6)

7)

8)

to establish the types of corrupt conduct in the public and private
sectors that should be criminalised, and to recommend provisions
for jurisdiction, liability, sanctions and remedies, so as to provide an
adequate deterrent and penalty for offenders and adequate compensation
for the victims of corruption (Benchmark 1);

to provide for a body or bodies with overall responsibility for developing
and establishing national anti-corruption policies and practices, for
encouraging and promoting their implementation in the public and
private sectors, and for assessing their implementation and effectiveness.
This role includes overseeing the effective implementation of the
Benchmarks (Benchmark 2);

to ensure that those institutions (law enforcement, the courts and
parliament) which are responsible for applying and enforcing
anti-corruption law, and for legislating and holding the executive to
account, are sufficiently competent and independent to do so, and are
themselves free from corruption (Benchmarks 3, 4 and 5);

to ensure that there is adequate anti-corruption regulation in relation
to those activities which impact on the public or which could cause
significant harm or loss to the public, including public services
(Benchmark 6), the financial system (Benchmark 7), asset ownership
(Benchmark 8), and political lobbying, financing, spending and elections
(Benchmark 9);

to ensure that all public sector organisations are subject to adequate
anti-corruption controls, including in relation to their organisational
management (Benchmark 10), personnel (Benchmark 11), and
management functions (Benchmarks 12 to 17), and that there is
independent monitoring and auditing of public sector organisations and
contracts with the specific purpose of deterring and detecting corruption
(Benchmarks 18 and 19);

to ensure that all public officials are subject to measures that promote
integrity and combat corruption, including in relation to their
employment, conduct, training and disciplining (Benchmark 11);

to ensure that there are reliable, accessible and properly advertised
systems which enable public officials, businesspersons and members of
the public to report corruption safely and confidentially and, if desired,
anonymously, and with sufficient legal protections (Benchmark 20);

to ensure that proper anti-corruption training is provided to all public
officials, and to all those private sector individuals who are involved in
public sector work above a prescribed value threshold, so that they are
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aware of the risks of corruption, the damage it can cause, and how to
prevent, deal with and report corruption (Benchmark 21);

9) to promote the development and implementation of national and
international standards which are designed to ensure better compliance

with laws, regulations and recognised good practice, and thereby help to
deter corruption (Benchmark 22);

10) to encourage and enable professional institutions and business
associations to play a proactive role in combating corruption by
developing and implementing professional, business and ethical
standards and codes of conduct, with which their members should
comply in the public interest (Benchmark 23);

11) to ensure that there is transparency in relation to all public functions so
that the public have sufficient understanding and knowledge to enable
them to monitor and assess whether those functions are being carried
out in accordance with the law and without corruption. (All Benchmarks
provide for specific disclosures of information to the public.);

12) to ensure that the public is freely able to participate in, report on,
comment on, and lawfully protest against, the actions of government,
public officials and public sector organisations (Benchmark 24);

13) to ensure international co-operation in relation to the prevention of
corruption, public education concerning corruption, the investigation
and prosecution of corruption offences, and the recovery and return of
the proceeds of crime (Benchmark 25);

14) to ensure that those private sector organisations which carry out public
sector work or receive public sector funds over a prescribed value
threshold are subject to adequate anti-corruption measures in relation
to their internal management and their external dealings (Annex to the
Guidance).

For ease of use, and to avoid unnecessary repetition or duplication between anti-
corruption measures, the Benchmarks have been structured on a modular basis.
The modules, where necessary, cross-refer to each other. For example, Benchmark
10 (which provides for an anti-corruption management system for public sector
organisations) cross-refers to other Benchmarks rather than repeat their provisions
in Benchmark 10. Thus, it cross-refers to Benchmark 11 (Public officials) for anti-
corruption controls in relation to the employment of its personnel; to Benchmarks
12 to 17 in relation to anti-corruption management of its functions; to Benchmarks
18 and 19 in relation to measures concerning monitoring and auditing; and to
Benchmarks 20 and 21 in relation to measures concerning reporting systems and
anti-corruption training.
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The intention is that each Benchmark should be read with the Guidance to that
Benchmark. The Guidance provides, for each Benchmark, a brief explanation of the
purpose of the Benchmark, explanation of various provisions in each Benchmark,
and references to published good practice.

The Benchmarks are largely based on key sources referenced in the Guidance.
However, the Benchmarks do not attempt to replicate these sources in full. In cases
where there may be no recognised international good practice, the Benchmarks
propose a good practice measure. In some cases, the Benchmarks exceed a specified
recommendation or requirement of a recognised international source: this has
been done where it is perceived that the Commonwealth may aim for a higher level
of ambition, promoting a good practice approach to anti-corruption action. In
this way, the Benchmarks provide a core set of actions, consistent with, but often
expanding upon, existing international standards.

Approval and implementation of the Benchmarks

The approval or endorsement by a government of the Benchmarks does not impose
any obligation or commitment, legal or otherwise, on governments or any other
entity.

Governments may choose whether or not to implement the Benchmarks and may
also choose to implement some Benchmarks and not others. Implementation
may be in whatever manner and to whatever extent governments wish and
may, for example, be in the format specified in the Benchmarks or in a format
which is materially equivalent in purpose and effect to, or stricter than, relevant
Benchmark provisions. It would be expected that governments that do implement
the Benchmarks would do so in accordance with their country’s constitutional
structure, and in a reasonable and proportionate manner, taking into account
the structure and resources of the relevant country or public sector organisation,
and the extent of the relevant corruption risks which the Benchmark provision is
designed to combat.

It is now widely recognised that exclusion and discrimination can be due to, or
result in, corruption or entrenched corrupt power. Therefore, in interpreting and
implementing the Benchmarks, and anti-corruption laws, regulations, policies
and procedures, it would be expected that countries would ensure that the rights
and interests of all persons are adequately taken into account and appropriately
protected, regardless of their age, disability, gender re-assignment, marital status,
pregnancy, race, religion, sex or sexual orientation.

The Benchmarks are offered as a holistic and interlocking system that aims to
reduce and deal with the risk of corruption in the public and private sectors.
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Section 2

Principles

Benchmark 1: Corruption offences, sanctions and remedies

Implement anti-corruption laws which establish the types of corrupt conduct that
are criminalised and which provide for appropriate sanctions and remedies.
Benchmark 2: Authority responsible for preventing corruption

Establish or designate a public authority with responsibility for preventing
corruption in the public and private sectors.

Benchmark 3: Investigation, prosecution, asset recovery and policing

Implement regulations which are designed to (i) combat corruption in investigation,
prosecution, asset recovery and policing, and (ii) enable the effective investigation
and prosecution of corruption and recovery of corruptly obtained assets.

Benchmark 4: The court system

Implement regulations which are designed to (i) combat corruption in the court
system, (ii) enable the judiciary to operate effectively and independently, and (iii)
enable the effective determination of corruption issues.

Benchmark 5: Parliament

Implement regulations which are designed to (i) combat corruption in parliament,
and (ii) enable parliament effectively and independently to pass anti-corruption
laws, approve budgets, and hold the executive to account.

Benchmark 6: Regulatory authorities

Establish or designate regulatory authorities with responsibility for regulating
public sector and private sector activities which provide services to the public or
which impact on the public, so as to combat corruption.

Benchmark 7: Regulation of financial institutions and the financial system

Implement regulations which are designed to combat (i) corruption in financial
institutions and the financial system, and (ii) the laundering of the proceeds of crime.
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Principles

Benchmark 8: Transparency of asset ownership

Implement regulations which promote transparency of legal and beneficial
ownership of organisations, land and real estate, trusts, and high value movable
property, so as to combat corruption.

Benchmark 9: Political lobbying, financing, spending and elections

Implement regulations which are designed to combat corruption in political
lobbying, financing, spending and elections.

Benchmark 10: Public sector organisations

Implement regulations which require all public sector organisations to implement
an effective anti-corruption management system designed to combat corruption by,
on behalf of or against the organisation.

Benchmark 11: Public officials

Implement regulations which are designed to ensure the integrity of public officials
and which provide for the sanctioning of corrupt public officials.

Benchmark 12: Issuing permits

Implement regulations which are designed to combat corruption in relation to the
issuing of government permits.

Benchmark 13: Procurement

Implement regulations which are designed to combat corruption in public sector
procurement.

Benchmark 14: Contract management

Implement regulations which are designed to combat corruption in public sector
contract management.

Benchmark 15: Financial management

Implement regulations which are designed to combat corruption in public sector
financial management.

Benchmark 16: Concession management

Implement regulations which are designed to combat corruption in public sector
concession management.

Benchmark 17: Asset management

Implement regulations which are designed to combat corruption in public sector

asset management.
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Benchmark 18: Independent monitoring

Implement regulations which require the independent monitoring of public sector
contracts, with the purpose of combating corruption.

Benchmark 19: Independent auditing

Implement regulations which require the independent financial, performance, and
technical auditing of public sector organisations and contracts, with the purpose of
combating corruption.

Benchmark 20: Anti-corruption training

Implement regulations which require that appropriate anti-corruption training
is provided to all public officials and to the relevant personnel of all private sector
organisations which execute major public sector contracts.

Benchmark 21: Reporting corruption
Implement regulations which enable persons to report suspicions of corruption in a
safe and confidential manner to their employers or appropriate authorities.

Benchmark 22: Standards and certification

Permit, promote and support the development and implementation of, and
certification to, national and international standards which are designed to ensure
better compliance by organisations and individuals with laws, regulations, and
recognised good practice.

Benchmark 23: Professional institutions and business associations
Permit, promote and support the establishment and operation of professional
institutions and business associations.

Benchmark 24: Participation of society

Implement regulations which require that the public is informed about, and is freely
able to participate in, report on, comment on, and lawfully protest against, the
actions of the government, public officials and public sector organisations.

Benchmark 25: International co-operation

Implement regulations which require formal and informal co-operation between
States in relation to the prevention of corruption, public education concerning
corruption, the investigation and prosecution of corruption offences, and the
recovery and return of the proceeds of crime.
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Benchmark 1

Corruption offences, sanctions and remedies

Principle:

Implement anti-corruption laws which establish the types of corrupt

conduct that are criminalised and which provide for appropriate sanctions and

remedies.

1.1 Corruption offences: The following activities should be criminalised:

1)
2)
3)
4)
5)
6)
7)
8)
9)
10)
11)

12)
13)

14)

15)

Bribery

Election bribery

Embezzlement

Extortion

Fraud

Cartel activity

Trading in influence

Abuse of functions by a public official
Ilicit enrichment of a public official
Laundering of the proceeds of crime

Concealment or retention of property that is the result of a corruption
offence

Obstruction of justice

Participating in, assisting or facilitating the commission of a corruption
offence, or attempting or preparing to commit a corruption oftence

Failure by an organisation to prevent a corruption offence which was
committed by an associated person. It may be a defence or a mitigatory
factor for the organisation to show that it had in place adequate
procedures designed to prevent associated persons from committing
such an offence

Offences (1), (2) and (7) should include both the active and passive
forms.

1.2 Criminal liability for corruption offences:

1)

In relation to the corruption offences in Benchmark 1.1, criminal
liability should be provided for as follows:

a) Any individual or organisation may be liable for offences (1)-(7)
and (10)-(13), including public officials, public sector organisations
and individuals and organisations in the private sector.
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2)

3)

4)

5)

Benchmarks

b) Any public official may be liable for offences (8) and (9).
c) Private or public sector organisations may be liable for offence (14).
Organisations should be criminally liable for a corruption offence where:

a) the offence was committed by, or with the knowledge, consent or
connivance of, a senior manager of the organisation who acted
with the intention of obtaining business or an advantage for the
organisation, or

b) itis an offence under Benchmark 1.1(14).
Criminal liability of organisations should be without prejudice to the

criminal liability of the individuals who committed the corruption
offences.

Where knowledge, intent or purpose are elements of a corruption
offence, these should, where reasonable, be inferred from objective
factual circumstances.

There should be no statute of limitations period for corruption offences.

1.3 Jurisdiction for corruption offences: The courts of a State should have
jurisdiction in the following cases:

1)

2)

Corruption offences committed in the State territory: A State should
have jurisdiction over corruption offences committed, by any individual
or organisation: (i) in the territory of the State, or (ii) on an aircraft
flying the flag of the State or on a ship registered under the laws of that
State at the time the offence was committed.

Acts or omissions in other territories: A State should have jurisdiction
over an act or omission carried out in any other territory which would
constitute a corruption offence if carried out within the State territory
and which was carried out by:

a) an individual who is a national of that State, or is habitually
resident in that State territory, or
b) an organisation which is incorporated or otherwise constituted in

the State territory or carries on business or part of a business in the
State territory.

1.4 Immunity from prosecution, and defences and mitigation in relation to
corruption offences:

1)

No immunity for public officials et al: There should be no immunity
from investigation or prosecution, and no jurisdictional privilege,
reduction of civil or criminal liability, or reduction of or exemption
from sanctions for a corruption offence, on the basis that the person in
question is a head of State, a minister, a member of parliament, other
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1.5

2)

public official, a public sector organisation or a political party, or has any
political affiliation.

Genuine fear as defence or mitigatory factor: States may provide
that it is a defence or mitigatory factor in relation to liability for a
corruption offence for an individual to prove that the only reason she/
he participated in the corrupt action was a genuine fear of death or of
serious physical harm to that individual or another.

Criminal and administrative sanctions for corruption offences:

1)

2)

3)

Criminal sanctions for all corruption offences: There should be
criminal sanctions for all corruption offences. Such sanctions should:

a) be effective and dissuasive

b) be proportionate to the gravity of the offence and to sanctions for
other offences of equal gravity.

Criminal sanctions for individuals convicted of corruption offences:
Depending on the gravity of the offence, criminal sanctions for
individuals should include one or more of:

a) disqualification for an appropriate period of time, or permanently,
from holding:

i) any position as a public official

ii) any executive, senior managerial or financial role in any private
sector organisation

b) confiscation of the proceeds of crime and restitution of such
proceeds to the victim of the offence

¢) fines
d) custodial sentences.

Criminal sanctions for organisations convicted of corruption
offences: Depending on the gravity of the offence, criminal sanctions for
organisations should include one or more of:

a) fines

b) debarment from participating in public sector contracts or from
receiving public sector funds

c) confiscation of the proceeds of crime and restitution of such
proceeds to the victim of the offence

d) the requirement to establish an effective anti-corruption
programme and for the implementation of such programme to be
independently monitored for a specified period

e) adeferred prosecution agreement.
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1.7
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4) Administrative sanctions: In addition to providing for criminal
sanctions, States may provide for administrative sanctions in respect of
corruption offences.

5) Reduced sanctions or immunity for self-reporting or co-operation:
States may provide for immunity or reduced penalty for individuals or
organisations who have participated in the commission of a corruption
offence, in exchange for:

a) their self-reporting the offence, and/or

b) their substantial co-operation in the investigation or prosecution of
a corruption offence.

In determining whether to reduce a penalty or provide immunity, account
should be taken of the gravity of the offence committed by the individual or
organisation and whether the interests of justice would be better served by
obtaining the proposed co-operation or by the conviction with full penalty of
the person with whom it is proposed to make an agreement.

Civil remedies for corruption: The law should provide for the following for

individuals and organisations who have suffered damage as a result of an act

of corruption:

1) the right to initiate proceedings against those responsible for such
damage in order to obtain compensation

2) remedies, including damages, annulling or rescinding a contract, or
withdrawing a concession.

Sanctions for failure to comply with regulations: There should be
appropriate civil, administrative and criminal sanctions on relevant
organisations and individuals for failure to comply with regulations provided
for in these Benchmarks.
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Benchmark 2
Authority responsible for preventing corruption

Principle: Establish or designate a public authority with responsibility for
preventing corruption in the public and private sectors.

2.1

2.2

2.3

2.4

Regulations: Regulations should be implemented which are designed
to prevent corruption in the public and private sectors. Such regulations
should: be based on principles of honesty, impartiality, transparency and
accountability; provide for the matters in this Benchmark; be documented in
writing; and accord with international good practice.

The authority: An authority or authorities (‘the corruption prevention
authority’) should be established or designated with responsibility for
preventing corruption in the public and private sectors.

Responsibilities of the corruption prevention authority in preventing
corruption: The corruption prevention authority should:

1) develop and establish anti-corruption policies and practices, encourage
and promote their implementation in the public and private sectors, and
assess their implementation and effectiveness

2) evaluate the effectiveness of anti-corruption laws and recommend new laws

3) raise public awareness as to the laws relating to corruption offences,
including the laws concerning liability, jurisdiction, immunity, sanctions
and remedies (Benchmark 1)

4) raise public awareness as to the risks of and damage caused by
corruption and the measures being taken to prevent it

5) encourage persons to report suspicions of corruption

6) co-ordinate, oversee, and assess the effectiveness of the implementation
of these Benchmarks

7) assess the risks of corruption by, on behalf of or against the corruption
prevention authority, and take adequate steps to combat such corruption.

Consultation and legislation:

1) Consultation: In carrying out its responsibilities, the corruption
prevention authority should:

a) consult with, and take account of the views of, other public
authorities, the private sector, civil society and foreign and
international agencies

b) be guided by international good practice.
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2) Legislation: Where they would be effective in preventing or fighting
corruption, the corruption prevention authority’s recommendations for
anti-corruption policies, practices and laws should be considered by the
government and the legislature for adoption and/or enactment in law.

2.5 Overriding duty of the corruption prevention authority and its personnel:
In carrying out the corruption prevention authority’s responsibilities, the
corruption prevention authority and its personnel should act effectively,
honestly, impartially, independently and transparently.

2.6  Anti-corruption management of the corruption prevention authority:
In order to combat corruption in relation to its activities, the corruption
prevention authority should:

1) putin place an anti-corruption management system in accordance with
Benchmark 10 (Public sector organisations)

2) ensure that its personnel are employed, trained, disciplined and comply
with a code of conduct, in accordance with Benchmark 11 (Public
officials).

2.7 Independence of the corruption prevention authority: In order to
enable the corruption prevention authority to carry out its responsibilities
independently and effectively:

1) the corruption prevention authority should be provided with the
necessary mandate, powers and financial autonomy; adequate funding,
staff and resources; and independence from improper government,
political or other influence or interference

2) the head of the corruption prevention authority should be employed,
trained, disciplined and comply with a code of conduct, in accordance
with Benchmark 11 (Public officials) and the following provisions:

a) all processes and decisions required under Benchmark 11 or
(b) below, in relation to the head of the corruption prevention
authority, should be conducted and taken by an independent body

b) the head of the corruption prevention authority should have
security of tenure for a reasonable prescribed maximum period and
should be suspended or dismissed only for reasons of incapacity,
misconduct or material non-performance that render her or him
unfit to discharge her or his duties.

2.8  Accountability of the corruption prevention authority: The corruption
prevention authority and its personnel should be accountable as follows:

1) Disciplinary procedures and sanctions for personnel of the
corruption prevention authority: Disciplinary action should be taken
against personnel (including the head of the authority) as provided for
in Benchmark 11.21 (Public officials).
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2.9

2.10

2)

3)

4)

Audit of the corruption prevention authority: The corruption
prevention authority should be audited on an annual basis by external
audit in accordance with Benchmark 19 (Independent auditing) so as
to assess whether it is acting in accordance with its responsibilities and
duties under the regulations and the law, and without corruption.

Review by parliament and the public: The full audit report in (2)
above should be submitted annually to parliament for its review and
recommended actions and should be disclosed to the public. The
corruption prevention authority should, as appropriate, modify and
improve its performance to take account of the findings in the audit
report, parliament’s recommendations and comments from the public.

Referral of suspected corruption to law enforcement authorities:
Where there are reasonable grounds to suspect corruption by the
corruption prevention authority or its personnel, the matter should
be referred to the law enforcement authorities for investigation and
prosecution.

Complaints and reporting systems

1)

2)

Complaints: The corruption prevention authority should implement a
system which enables confidential and anonymous questions, concerns
and complaints to be raised, by any person, regarding the authority and its
activities and responsibilities, and which provides a prompt and effective
response to such questions, concerns and complaints, and implements
measures to address them.

Reporting corruption and breach of regulations: The corruption
prevention authority should implement a reporting system in
accordance with Benchmark 21 (Reporting corruption).

Transparency to the public: Save to the extent contrary to the public interest,
the corruption prevention authority should promptly provide the following
information to the public:

1)

Website: Up-to-date information should be published on a freely
accessible public website(s):

a) to enable the public to have a good understanding and knowledge
of:

i) the laws and regulations relating to corruption and the
corruption prevention authority

ii) the structure, powers, duties, functions, activities and financing
of the corruption prevention authority

b) to assist the public to assess whether the corruption prevention
authority is acting in accordance with its responsibilities and duties
under the regulations and the law, and without corruption.
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3)
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Such information should include the following:

a)
b)
c)
d)
e)

f)

g

h)

(links to) all laws and regulations relating to corruption offences
(Benchmark 2.3(3)), and all guidance to such laws and regulations
(links to) all laws and regulations governing the corruption
prevention authority

information in relation to the corruption prevention authority
(Benchmark 10.22)

an explanation of the risks of and damage caused by corruption
and the measures being taken to prevent it (Benchmark 2.3(4))

full audit reports relating to the corruption prevention authority
(Benchmark 2.8(3))

parliaments reviews and recommended actions relating to the
corruption prevention authority (Benchmarks 2.8(3) and 5.12(2)
®)

an explanation of the complaints and reporting systems
(Benchmark 2.9)

an explanation of the publics entitlement to disclosure of
information under this Benchmark.

Responses to requests for information: Information and documents

reasonably requested by the public regarding any matter relating to

the corruption prevention authority and its responsibilities, duties and
activities should be provided within a reasonable period as prescribed by
the regulations.
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Benchmark 3

Investigation, prosecution, asset recovery and
policing

Principle: Implement regulations which are designed to (i) combat corruption in
investigation, prosecution, asset recovery and policing, and (ii) enable the effective
investigation and prosecution of corruption and recovery of corruptly obtained
assets.

Regulations

3.1 Regulations: Regulations should be implemented which are designed to (i)
combat corruption in investigation, prosecution, asset recovery and policing,
and (ii) enable the effective investigation and prosecution of corruption and
recovery of corruptly obtained assets. Such regulations should: be based on
principles of honesty, impartiality, transparency and accountability; provide
for the matters in this Benchmark; be documented in writing; and accord
with international good practice.

Law enforcement authorities

3.2 Law enforcement authorities: An authority or authorities (‘the law
enforcement authorities’) should be established or designated which have
responsibility for law enforcement.

3.3 Responsibilities of the law enforcement authorities in combating
corruption: In order to combat corruption, the law enforcement authorities
should:

1) carry out all law enforcement without corruption

2) investigate and prosecute corruption offences, and recover proceeds of
corruption offences

3) encourage persons to report suspicions of corruption

4) collaborate with other public sector bodies, the private sector, civil
society and foreign and international agencies

5) be guided by international good practice in carrying out the above
responsibilities

6) assess the risks of corruption by, on behalf of or against the law enforcement
authorities and take adequate steps to combat such corruption.
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3.5

3.6

Benchmarks

Overriding duty of the law enforcement authorities and their personnel:
In carrying out their responsibilities, the law enforcement authorities and
their personnel should act effectively, honestly, impartially, independently
and transparently.

Anti-corruption management of the law enforcement authorities: In order
to combat corruption in relation to their activities, the law enforcement
authorities should:

1) putin place an anti-corruption management system in accordance with
Benchmark 10 (Public sector organisations)

2) ensure that their personnel are employed, trained, disciplined and
comply with a code of conduct, in accordance with Benchmark 11
(Public officials).

Independence of the law enforcement authorities: In order to enable the
law enforcement authorities to carry out their responsibilities independently
and effectively:

1) the law enforcement authorities should be provided with the necessary
mandate, powers and financial autonomy; adequate funding, staff and
resources; and independence from improper government, political or
other influence or interference

2) the heads of the law enforcement authorities should be employed,
trained, disciplined and comply with a code of conduct, in accordance
with Benchmark 11 (Public officials) and the following provisions:

a) all processes and decisions required under Benchmark 11 or (b)
below, in relation to the heads of the law enforcement authorities,
should be conducted and taken by an independent body

b) heads of the law enforcement authorities should have security of
tenure for a reasonable prescribed maximum period and should be
suspended or dismissed only for reasons of incapacity, misconduct
or material non-performance that render them unfit to discharge
their duties.

Measures to combat corruption in law enforcement

3.7

Decisions regarding commencement, conduct and termination of law
enforcement processes:

1) Proper assessment: All suspected offences reported to the law
enforcement authorities should be assessed to determine whether they
merit investigation and prosecution, and if so, they should be properly
investigated and prosecuted.
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3.8

3.9

3.10

3.11

3.12

2) Guidelines: Decisions regarding commencement, conduct or
termination of law enforcement processes should be based on clear,
definite, and predefined guidelines which relate only to matters of
evidence or public interest. Such decisions should not be influenced
by considerations of national economic interest, the potential effect
upon relations with another State, or the identity of the individuals or
organisations that would be the subject of or affected by such processes.

3) Independence: The decisions in (2) above should be made
independently by the law enforcement authorities and should not
be subject to improper government, political or other influence or
interference. Where States wish to retain government power to give
instruction in relation to a law enforcement process, such instructions
should be given in a transparent and accountable manner and accord
with the guidelines in (2) above.

4) Decisions to be written and made public: The decisions in (2) above
should be issued in writing with full reasons. Unless public interest
requires otherwise, they should be disclosed to the public together with
the guidelines in (2) above and any government instructions in (3)
above.

Processes vulnerable to corruption: Law enforcement processes which are
vulnerable to corruption should require at least two law enforcement officers
to be involved in a manner sufficient to minimise the risk of either officer
taking corrupt action in relation to the process.

Equal treatment: All law enforcement processes should be applied equally
and proportionately, with no preferential treatment being afforded to
particular persons.

Safeguards against abuse of powers: All powers of the law enforcement
authorities should be subject to safeguards to prevent such powers
being abused for corrupt purposes. Such safeguards should include that
these powers should be exercised only as required by law and under the
appropriate direction and supervision of the courts.

No immunity for public officials et al: In relation to all criminal offences,
there should be no immunity from any law enforcement process, and no
jurisdictional privilege, reduction of civil or criminal liability, or reduction
of or exemption from sanctions, on the basis that the person in question is
a head of State, a minister, a member of parliament, other public official, a
public sector organisation or a political party, or has any political affiliation.

Law enforcement in respect of any suspected offence which may
concern the law enforcement authorities: Where a suspected offence may
concern the law enforcement authorities or any of their personnel, any
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3.14
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law enforcement processes relating to such suspected offence should be
conducted by law enforcement officers who have no connection with, and
who will act impartially in relation to, such matter.

Processes, evidence and records:

1)

2)

3)

4)

Processes: Processes should be defined, documented and efficient, and
be carried out without undue delay.

Evidence: Evidence should be safely stored so as to safeguard it from
corrupt interference, and access to and use of evidence should be strictly
controlled and tracked.

Records: The law enforcement authorities should document each law
enforcement process and retain and safeguard all documents created
or obtained in respect of such process, in accordance with Benchmark
10.21 (Public sector organisations).

Retention of evidence and records: Evidence and records should be
retained for a minimum period prescribed by the regulations to enable
their use in investigation or court proceedings and in any audit of or
challenge to law enforcement processes.

Asset recovery and management and distribution of recovered assets:
There should be measures in place to ensure that the asset recovery process is
not abused and that recovered assets are not misappropriated, including the
following measures:

1)

2)

3)

4)

5)

Court supervision: The court should supervise asset recovery and the
management and distribution of recovered assets.

Asset recovery: Asset recovery should be carried out by the law
enforcement authorities only pursuant to written court order(s) and
under court supervision.

Accounting for recovered assets: The law enforcement authorities
should report and account to the court for the nature, value and location
of all recovered assets recovered by them.

Management of recovered assets: The court should appoint a person
(‘the responsible person’) as responsible for taking possession of and
managing the recovered assets as directed by the court. All management
of recovered assets should be only for the purpose of preserving or
enhancing the value of such assets. A recovered assets fund should be
established to hold all recovered funds and any income derived from the
investment of recovered funds.

Distribution of recovered assets: Distribution of recovered assets
should be carried out only as ordered by the court. Such distribution
should be applied so as to pay the reasonable costs of the asset recovery
process and then to compensate, to the fullest extent possible, the
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legitimate owner of the recovered assets and the victim of the offence.
Where no legitimate owner or victim can be identified, the distribution
should be applied for the public interest.

6) Records of recovered assets: The responsible person should maintain
detailed records of all recovered assets and of all dealings with and
distribution of such assets.

7)  Accountability for recovered assets:

a) By the responsible person: The responsible person should
provide written and regular reports to the court providing details
of the recovered assets and of how they have been dealt with and
distributed in accordance with court orders.

b) By those designated to receive recovered assets: Those persons
who are designated by the court to receive recovered assets should
be required to provide written confirmation to the court as to
whether or not such assets have been received by them.

c) By public sector bodies which receive recovered assets: Any
public sector body which receives recovered assets should record
such receipt in its accounts, and properly record and account for
any dealing with those assets.

8) Annual audit of recovered assets: An annual audit by an independent
body should be carried out to assess whether the above measures have
been complied with in relation to all recovered assets. A full report of
such audit should be submitted to court and to parliament and should be
disclosed to the public.

Measures to enable effective law enforcement
in respect of corruption offences

3.15 Training: Law enforcement officers should be trained in relation to
corruption law and the investigation and prosecution of corruption offences.

3.16 Powers: The law enforcement authorities should be provided with the
necessary powers to carry out effective law enforcement in respect of
corruption offences, including:

1) Adequate investigative powers: Such powers should include powers
to require production of documents and information (including bank,
financial and commercial records), to search persons and premises, to
seize evidence, and to use special investigative techniques.

2) Adequate asset recovery powers: Such powers should enable inter alia
the identification and tracing of proceeds of crime; the freezing and
seizure of proceeds of crime so as to avoid dissipation or concealment;
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3.18

3.19
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the confiscation or forfeiture of proceeds of crime; and mechanisms for
recovery of proceeds of crime through international co-operation.

3) Power to apply for unexplained wealth orders: Where there is
reasonable evidence that a person’s wealth exceeds the amount of wealth
which that person could have lawfully acquired, unexplained wealth
orders should be available to require such person to explain the nature
and extent of their wealth, and how such wealth was obtained.

4) Safeguards: The powers in (1) to (3) above should be subject to
safeguards against abuse, as provided for in Benchmark 3.10.

Secrecy laws: Subject to adequate safeguards, secrecy laws or other
confidentiality obligations applying to banks or financial, commercial or
other public or private sector persons should not be a bar to exercise of the
above powers.

Protection for those who report to or co-operate with the law enforcement
authorities, and for witnesses, experts and victims: To encourage
co-operation with law enforcement processes in respect of corruption
offences, protection from potential retaliation or intimidation should be
provided to:

1) persons who report in good faith or on reasonable grounds any matters
concerning corruption offences

2) persons (including those who have participated in a corruption offence)
who co-operate with law enforcement authorities in relation to law
enforcement regarding corruption offences

3) witnesses and experts who provide testimony concerning corruption
offences

4) victims of corruption offences
5) relatives and family members of, and other persons close to, any of the
above persons and who may be at risk.

International co-operation in relation to corruption offences: The relevant
competent authorities of States should co-operate so as to ensure effective law
enforcement in relation to corruption offences. (Benchmark 25 (International
co-operation)).

Accountability, reporting and transparency

3.20

Accountability of the law enforcement authorities: The law enforcement
authorities and their personnel should be accountable as follows:

1) Disciplinary procedures and sanctions for personnel of the law
enforcement authorities: Disciplinary action should be taken against
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3.21

3.22

2)

3)

4)

5)

personnel (including the heads of the authorities) as provided for in
Benchmark 11.21 (Public officials).

Audit of the law enforcement authorities: The law enforcement
authorities should be audited on an annual basis by external audit in
accordance with Benchmark 19 (Independent auditing) so as to assess
whether they are acting in accordance with their responsibilities and
duties under the regulations and the law, and without corruption.

Review by the courts: The actions of the law enforcement authorities
should be subject to the scrutiny of the courts and to judicial review.

Review by parliament and the public: The full audit report in (2)
above should be submitted annually to parliament for its review
and recommended actions and disclosed to the public. The law
enforcement authorities should modify and improve their performance,
as appropriate, to take account of the findings in the audit report,
parliament’s recommendations and comments from the public.

Referral of suspected corruption: Where there are reasonable
grounds to suspect corruption by the law enforcement authorities or
their personnel, the matter should be referred for investigation and
prosecution by the law enforcement authorities, subject to Benchmark
3.12.

Complaints and reporting systems

1)

2)

Complaints: The law enforcement authorities should implement a
system which enables confidential and anonymous questions, concerns
and complaints to be raised, by any person, regarding the authorities
and their activities and responsibilities, and which provides a prompt
and effective response to such questions, concerns and complaints, and
implements measures to address them.

Reporting corruption and breach of regulations: The law enforcement
authorities should implement a reporting system in accordance with
Benchmark 21 (Reporting corruption).

Transparency to the public: Save to the extent contrary to the public interest,
the law enforcement authorities should promptly provide the following
information to the public:

1)

Website: Up-to-date information should be published on a freely
accessible public website(s):

a) to enable the public to have a good understanding and knowledge
of:

i) the laws and regulations relating to law enforcement and the
law enforcement authorities
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ii) the structure, powers, duties, functions, activities and financing
of the law enforcement authorities

to assist the public in assessing whether the law enforcement
authorities are acting in accordance with their responsibilities and
duties under the regulations and the law, and without corruption.

Such information should include the following:

a)
b)

c)
d)
e)
f)
g
h)

i)

(links to) all laws and regulations relating to law enforcement

(links to) all laws and regulations governing the law enforcement
authorities

information in relation to the law enforcement authorities
(Benchmark 10.22)

full reasoned law enforcement decisions and guidelines and any
government instructions in relation to such decisions (Benchmark
3.7(4))

full audit reports of recovered assets (Benchmark 3.14(8))

full audit reports relating to the law enforcement authorities
(Benchmark 3.20(4))

parliament’s reviews and recommended actions relating to the law
enforcement authorities (Benchmarks 3.20(4) and 5.12(2)(i))

an explanation of the complaints and reporting systems
(Benchmark 3.21)

an explanation of the publics entitlement to disclosure of
information under this Benchmark.

Responses to requests for information: Information and documents
reasonably requested by the public regarding any matter relating to
the law enforcement authorities and their responsibilities, duties and
activities should be provided within a reasonable period as prescribed by
the regulations.
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Benchmark 4
The court system

Principle: Implement regulations which are designed to (i) combat corruption in the
court system, (ii) enable the judiciary to operate effectively and independently, and
(iii) enable the effective determination of corruption issues.

Regulations

4.1

Without prejudice to the independence of the judiciary to exercise its judicial

functions, regulations should be implemented which are designed to (i)

combat corruption in the court system, (ii) enable the judiciary to operate

effectively and independently, and (iii) enable the effective determination of
corruption issues. Such regulations should: be based on principles of honesty,
impartiality, transparency and accountability; provide for the matters in this

Benchmark; be documented in writing; and accord with international good
practice.

The Judiciary

4.2

4.3

Judiciary’s role in combating corruption: Members of the judiciary should:

1)

2)
3)

exercise their functions effectively, honestly, impartially, independently
and transparently

be competent to determine disputes concerning corruption

assess the corruption risks in the exercise of their functions and take
appropriate steps to combat such corruption.

Independence of the judiciary: To ensure that the judiciary can carry out its

functions independently:

1)

2)

3)

the judiciary should have exclusive jurisdiction over all issues of a
judicial nature

members of the judiciary should, in the exercise of their judicial
functions, have and be seen to have independence from any external
influence or interference, including from the executive, the legislature,
and other judges

members of the judiciary should:

a) have security of tenure for a reasonable prescribed maximum
period or until a reasonable prescribed age of retirement
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b) be suspended or dismissed only for reasons of incapacity or
misbehaviour that clearly render them unfit to discharge their
duties

4) an independent body should be responsible for regulating and oversight
of the employment and conduct of members of the judiciary in
accordance with Benchmark 11 and 4.3(3) above, including conducting
all processes and making all decisions required in relation to the
appointment, terms and conditions of employment, training, conduct,
transfer, promotion, demotion, disciplining, suspension and dismissal
of members of the judiciary. Such body should act effectively, honestly,
impartially, independently and transparently and be subject to the
provisions of Benchmark 6 (Regulatory Authorities).

Impartiality of the judiciary: Members of the judiciary should exercise
their functions impartially and without favour, bias or prejudice. They
should not engage in any activity which could compromise or be seen to
compromise their independence or impartiality. Where members of the
judiciary have a bias, prejudice or conflict of interest, or could be perceived
to have such bias, prejudice or conflict of interest, they should recuse
themselves from the matter.

Judicial competence to determine corruption disputes: The judiciary may
choose to establish or designate specific courts or judges to determine civil and
criminal cases relating to corruption. Judicial training should include training
in the civil and criminal law relating to corruption so that relevant members of
the judiciary are competent to determine issues concerning corruption.

Employment, code of conduct and anti-corruption training:

1) Employment: Members of the judiciary should be employed in
accordance with Benchmark 11 (Public officials) and Benchmarks 4.3(3)
and (4) above.

2) Code of conduct: The judiciary should adopt a judicial code of conduct
which includes principles designed to combat corruption including the
matters in Benchmark 11.10-11.18 (Public officials) and its members
should be trained as to compliance with such code.

3) Anti-corruption training: Members of the judiciary should be trained,
in accordance with Benchmark 20 (Anti-corruption training), as to
the risks of corruption in the court system, how corruption may be
combated in the court system, and how to report suspected corruption.

Accountability of the judiciary and independent body:

1) Decisions of the judiciary: All judgments and decisions of the judiciary
should be published with full reasons and, save where contrary to
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2)

3)

4)

5)

6)

7)

8)

the public interest, disclosed to the public. There should be an appeals
process in accordance with Benchmark 4.8(7)(c).

Disciplinary procedures and sanctions for members of the judiciary:
An independent body (Benchmark 4.3(4)) should be responsible for
taking disciplinary action against members of the judiciary as provided
for in Benchmark 11.21 (Public officials).

Misconduct in the appointment etc of members of the judiciary:
There should be an independent, impartial and publicly declared process
to determine allegations regarding misconduct by the independent
body (referred to in Benchmark 4.3(4)) or any member thereof or by
any other person in relation to the appointment, promotion, transfer,
demotion, disciplining, suspension, dismissal or other matter regarding
members of the judiciary.

Suspected corruption: The independent body under (2) above, and the
independent process under (3) above, should refer to the law enforcement
authorities for investigation and prosecution any matter which the said
independent body or process determines shows reasonable grounds to
suspect that a corruption offence may have been committed.

Civil and criminal liability of the judiciary: Members of the judiciary
should have immunity from civil or criminal liability only in respect of
the exercise of their judicial functions in good faith. They should not be
entitled to immunity where, in the exercise of their judicial functions or
otherwise, they commit corruption offences or other criminal offences.

Report by judiciary: The judiciary should publish an annual report of
its activities. This should include: (i) all complaints and all reports of
corruption or breach of regulations which have been made by or against
or in connection with the activities of members of the judiciary or in
connection with any other part of the court system, and (ii) how such
complaints and reports have been dealt with. Pending determination of
such complaints and reports, the annual report should provide details
only of the nature and date of the complaint or report and should
keep confidential the identity of the individual(s) against whom such
complaints or reports have been made. The identity of the individual(s)
should be published in the event that the complaint or the report is
substantiated.

Report by independent body: The independent body responsible for
the matters in Benchmark 4.3(4) should publish an annual report of its
activities in relation to such matters.

Review by parliament and the public: The reports in (6) and (7) should
be submitted to parliament for its review and disclosed to the public.
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The judiciary and the independent body should, as appropriate, and
provided that their independence is not compromised, modify and
improve their performance to take account of the findings in the reports,
parliament’s comments, and comments from the public.

Court processes

4.8

Combating corruption in court processes: Court processes should be
efficient, impartial, fair and transparent, including as follows:

1)

2)

3)

4)

5)

6)

7)

8)

All persons should have unhindered access to the courts, be equal before
the courts, and be provided with a fair hearing.

Reasonable steps should be taken to ensure that all persons involved in
court proceedings act honestly and in accordance with court procedures.

Court proceedings and procedures should be:
a) defined, documented, efficient and avoid undue delay

b) subject to prescribed time limits which can only be amended by the
proper exercise of judicial discretion

c) explained to the public by prominent display of notices in court
buildings and online.

Procedures for fixing court lists and assigning cases to judges should be
impartial, based on efficiency and justice and publicly available.

Court timetables, fixtures and fees should be disclosed on a timely basis
to the public.

Case management should be conducted and controlled so as to ensure
efficiency, fairness and transparency.

Judicial decisions and judgments should be:
a) determined only on the basis of the facts and the law

b) delivered within a reasonable time, be published in writing with
full reasons, and should state the name(s) of the judge(s) who gave
the decision or judgment and the date it was given

c) subject to an impartial, fair and transparent appeals process which
operates without undue delay

d) overturned or declared void where it is established that such
decision or judgment (including of a final court of appeal) was
materially influenced by or materially based on a corrupt act or
omission.

Save where contrary to the public interest:

a) all court proceedings should be open to the public
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b)

all decisions and judgments of the judiciary should be disclosed,
with full reasons, to the public.

9) Where possible there should be computerisation of court records,
including of the court hearing schedule, and computerised case
management systems.

10) Efficient and secure systems should be implemented to:

a)

b)

create and maintain comprehensive and accurate court records,
including registers of court decisions and judgments

ensure that all court documents, records and evidence are:
i) managed and stored securely
ii) safeguarded from corrupt interference

iii) available to the public, save where contrary to the public
interest

iv) retained for a prescribed minimum period.

11) The following should be maintained by the court:

a)

b)

registers of convictions of individuals and organisations for
corruption offences, from which information should be disclosed,
on request, to employers or procuring entities, in either the public
or private sectors, for purposes of assessing the suitability of
potential candidates for employment (Benchmark 11.4(2)(d)) or of
potential suppliers (Benchmark 13.17(2)(e))

statistics of convictions and penalties imposed for corruption
offences, which should be published to the public.

12) There should be measures to combat corruption in the jury process:

a)

b)

c)

Potential jurors should be vetted to ensure as far as reasonable that
they have no interest in, association with, or prejudice or bias in
relation to, the matters which they may be appointed to determine,
and should be required to disclose any conflict of interest.

Jurors should be provided with reasonable protection from
intimidation or harm in connection with the performance of their
jury duty.

Jurors should be provided with written directions as to the proper
conduct of a juror, including that they should:

i) not participate in or condone corrupt activity, including
soliciting or accepting bribes to influence their own or other
jurors’ verdicts

ii) report, in good faith or on reasonable grounds, any suspicion
of corruption in the jury process, any attempts by any person
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to interfere with the jury process, and any threats or actual
harm to them or their families, relatives or other persons
close to them carried out so as to interfere with the proper
performance of their jury duty.

13) Court procedures should be regularly reviewed to ensure that they

accord with international good practice.

Court administration and court personnel

4.9

4.10

Combating corruption in relation to court administration and personnel:
In order to combat corruption in court administration and to ensure that
court administrative functions provide adequate support to the judicial

functions:

1) the body responsible for court administration should implement an
anti-corruption management system in accordance with Benchmark 10
(Public sector organisations)

2) court personnel should be employed, trained, disciplined and comply
with a code of conduct, in accordance with Benchmark 11 (Public
officials)

3) court administrative functions should be adequately resourced, staffed
and funded

4) the judiciary should have ultimate responsibility for monitoring and

ensuring that court administrative functions provide adequate support
to judicial functions.

Accountability of court personnel and the body responsible for court
administration

1)

2)

3)

Disciplinary procedures and sanctions for court personnel:
Disciplinary action should be taken against court personnel by the
relevant employer or regulatory body as provided for in Benchmark
11.21 (Public officials).

Suspected corruption: The relevant employer or regulatory body
should refer to the law enforcement authorities, for investigation
and prosecution, any matter which they determine shows reasonable
grounds to suspect that a corruption offence may have been committed.

Audit of the body responsible for court administration: The body
responsible for court administration should be audited on an annual
basis by external audit in accordance with Benchmark 19 (Independent
auditing) so as to assess whether it is acting in accordance with its
responsibilities and duties under the regulations and the law, and
without corruption.
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4)

Review by parliament and the public: The full audit report in (3) above
should be submitted annually to the judiciary and to parliament for their
review and recommended actions and disclosed to the public. The body
responsible for court administration should, as appropriate, modify and
improve its performance, court processes and administrative functions,
to take account of the findings in the audit report, the judiciary’s and
parliament’s recommendations and comments from the public.

The legal profession

4.11 Combating corruption in the legal profession:

1)

2)

3)

In connection with the particular proceedings over which they are
presiding, members of the judiciary should ensure, as far as reasonable,
that the legal profession acts honestly, competently and in accordance
with court procedures.

An independent regulatory body, which should comply with Benchmark
6 (Regulatory authorities), should be responsible for:

a) setting standards for, and regulating, the training, qualification and
conduct of legal practitioners

b) establishing a code of conduct which includes principles designed
to combat corruption and ensuring training of legal practitioners in
relation to the code

¢) adjudicating alleged breaches of the code of conduct and
administering professional sanctions, including disbarment for
serious malpractice

d) publishing the code of conduct to the public and informing the
public as to how complaints and reports of suspected corruption
which are in good faith or on reasonable grounds may be made
regarding the legal profession.

Suspected corruption: The independent regulatory body should refer to
the law enforcement authorities, for investigation and prosecution, any
matter which it determines shows reasonable grounds to suspect that a
corruption offence may have been committed.

Reporting and transparency in the court system

4.12 Complaints and reporting systems

1)

Complaints: A system should be implemented which enables confidential
and anonymous questions, concerns and complaints to be raised by the
public regarding the judiciary or any other part of the court system, which
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provides a prompt and effective response to such questions, concerns and
complaints, and which implements measures to address them.

Reporting corruption and breach of regulations: A reporting system
should be implemented in accordance with Benchmark 21 (Reporting
corruption).

Transparency to the public: Save to the extent contrary to the public
interest, the following information should be provided promptly to the
public by the body responsible for court administration, the body responsible
for regulating the legal profession (in the case of items in (3)(b)), or other
prescribed body:

1)

2)

3)

Court notices: Notices should be displayed in the court buildings
showing timetables and fixtures of proceedings, details of all court fees
payable, and an explanation of the complaints and reporting systems
(Benchmark 4.12).

Court website: Up-to-date information should be published on a freely
accessible public website(s):

a) to enable the public to have a good understanding and knowledge
of:
i) thelaws and regulations governing the court system

ii) the structure, powers, duties, functions, activities and financing
of the court system

b) to assist the public in assessing whether all parties involved in the
court system are acting in accordance with their responsibilities
and duties under the regulations and the law, and without
corruption.

The information in (2) above should include the following:
a) Information relating to the judiciary:
i)  (links to) all laws and regulations governing the judiciary

ii) information relating to the appointment, employment,
conduct and disciplining of members of the judiciary
(Benchmark 11.22)

iii) information relating to the independent body responsible,
under Benchmark 4.3(4), for regulating and oversight of the
judiciary (Benchmark 6.11)

iv) the identity and qualifications of all current judges
v) the judicial code of conduct (Benchmark 4.6(2))
vi) annual reports by the judiciary (Benchmark 4.7(8))
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b)

vii) reports by the independent body relating to the judiciary
(Benchmark 4.7(8))

viii) parliament’s annual review and recommended actions relating
to the judiciary (Benchmark 4.7(8) and Benchmark 5.12(2)(i))

ix) how complaints and reports of suspected corruption
regarding the judiciary may be made (Benchmark 4.12).

Information relating to the legal profession:

i) (links to) all laws and regulations governing the legal profession

ii) information relating to the body responsible for regulating the
legal profession (Benchmark 10.22)

iii) the code of conduct of the legal profession

iv) how complaints and reports of suspected corruption regarding
the legal profession may be made (Benchmark 4.11(2)(d)).

Information relating to the court system:

i) (links to) all laws and regulations governing the court system

ii) information in relation to the structure, powers, duties,
functions, activities and financing of the court system

iii) information in relation to the body responsible for court
administration (Benchmark 10.22)

iv) an explanation of court proceedings and procedures
(Benchmark 4.8(3)(c))

v) an explanation of procedures for fixing court lists and
assigning cases to judges (Benchmark 4.8(4))

vi) court timetables, fixtures and fees (Benchmark 4.8(5))

vii) court decisions and judgments, with full reasons (Benchmark
4.8(8)(b))

viii)court documents, evidence and records or means of accessing
the same (Benchmark 4.8(10)(b)(iii))

ix) registers of convictions for corruption offences of individuals
and organisations. (Such information should be disclosed,
on request, to employers or procurers of goods or services in
either the public or private sectors, for purposes of assessing
the suitability of potential candidates for employment or
suppliers for the supply of goods or services.) (Benchmark
4.8(11)(a))

X) statistics of convictions, and penalties imposed, for corruption
offences (Benchmark 4.8(11)(b))
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xi) full audit reports relating to the body responsible for court
administration (Benchmark 4.10(4))

xii) parliament’s review and recommended actions relating to the
body responsible for court administration (Benchmark 4.10(4)
and Benchmark 5.12(2)(i))

xiii)how complaints and reports of suspected corruption in relation
to the court system may be made (Benchmark 4.12).
Public entitlement: an explanation of the public’s entitlement to
disclosure of information under this Benchmark.

Responses to requests for information: Information and documents
reasonably requested by the public regarding any matter relating to the
court system or to any party involved in that system should be provided
within a reasonable period as prescribed by the regulations.
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Parliament

Principle: Implement regulations which are designed to (i) combat corruption in
parliament, and (ii) enable parliament effectively and independently to pass anti-
corruption laws, approve budgets, and hold the executive to account.

Regulations

5.1

Without prejudice to the independence of parliament to exercise its functions
in accordance with the constitution, regulations should be implemented
which are designed to (i) combat corruption in parliament and (ii) enable
parliament effectively and independently to pass anti-corruption laws, to
approve budgets, and to hold the executive to account. Such regulations
should: be based on principles of honesty, impartiality, transparency and
accountability; provide for the matters in this Benchmark; be documented in
writing; and accord with international good practice.

Parliament

52

Parliament’s role in combating corruption: In order to combat corruption,
parliament should:

1) exercise its functions effectively, honestly, impartially, independently and
transparently

2) propose, consider and pass laws designed to combat corruption

3) consider, comment on and approve or reject budgets and taxation
policies, with a view to ensuring they are free from, and do not enable,
corruption

4) scrutinise and report on government policies, expenditure and actions,
with a view to ensuring they are free from, and do not enable, corruption

5) review, comment on and make recommendations in relation to:

a) the external monitoring and audit reports submitted to parliament
in relation to:

i) the corruption prevention authority (Benchmark 2.8(3))
ii) the law enforcement authorities (Benchmark 3.20(4))

iii) the body responsible for court administration (Benchmark
4.10(4))
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6)

7)
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iv) all regulatory authorities (Benchmark 6.9(3))
v) the financial regulatory authority (Benchmark 7.9)
vi) the ownership authority (Benchmark 8.6)

vii) political lobbying, financing, spending and elections
(Benchmark 9.16(4))

viii)the political regulatory authority (Benchmark 9.16(5))

ix) public sector procurement (Benchmark 13.31(4))

x) the procurement regulatory authority (Benchmark 13.32)
xi) monitoring of public sector contracts (Benchmark 18)

xii) auditing of public sector organisations and contracts
(Benchmark 19)

b) the reports issued by the judiciary (Benchmark 4.7(8))

c) the reports issued by the independent body in relation to the
judiciary (Benchmark 4.7(8))

d) international and regional anti-corruption instruments or
conventions being negotiated or agreed to by the executive

e) anti-corruption issues

represent the interests and concerns of the constituents of members of

parliament in relation to:

a) combating corruption in the State

b) any suspicion or perception of corruption in the executive,
judiciary or parliament

assess the corruption risks in the exercise of its parliamentary and

management functions and take adequate steps to combat such

corruption.

Independence of parliament: To ensure that parliament has the necessary
independence to carry out its responsibilities effectively, members of

parliament should:

1)

2)

3)
4)

in the exercise of their functions, have independence, and be seen
to have independence, from any improper external influence or
interference, including from the executive and from business and
financial interests

be elected by processes which are independent, impartial, transparent,
and in accordance with Benchmark 9 (Political lobbying, financing,
spending and elections)

be provided with adequate staff and resources

have security of tenure during their elected term of office
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54

55

5.6

5) be suspended or dismissed only for material non-performance, or for
reasons of incapacity or misconduct that render them unfit to discharge
their duties, and only on the basis of an independent, impartial and
publicly declared process.

Impartiality of parliament: Members of parliament should exercise their
functions impartially and without favour, bias or prejudice. They should not
engage in any activity which could compromise or be seen to compromise
their independence or impartiality. Where they have a bias, prejudice or
conflict of interest, or could be perceived to have such bias, prejudice or
conflict of interest, they should recuse themselves from the matter.

Specific committee(s) on corruption issues: Parliament may choose to
establish or designate a specific committee(s) to recommend or comment on
proposed corruption legislation and scrutinise corruption issues.

Employment, training and code of conduct: Members of parliament should
be employed, trained, disciplined and comply with a code of conduct, in
accordance with Benchmark 11 (Public officials) and Benchmarks 5.3(4) and
(5) above.

Parliamentary proceedings and administration

5.7

Combating corruption in parliamentary proceedings and administration:

1) The body responsible for parliamentary administration should
implement an anti-corruption management system in accordance with
Benchmark 10 (Public sector organisations).

2)  All personnel of the body responsible for parliamentary administration
should be employed, trained, disciplined and comply with a code of
conduct, in accordance with Benchmark 11 (Public officials).

3) Parliamentary administrative functions should be adequately resourced,
staffed and funded to enable them to be carried out effectively and free
from corruption.

4) Parliamentary procedures and proceedings should be defined and
documented and explained to the public.

5) Procedures for fixing parliamentary debates and committee meetings, and
assigning members of parliament to committees, should be impartial.

6) Parliamentary proceedings should be efficient, avoid undue delay and
be subject to prescribed time limits which can only be amended by the
proper exercise of parliamentary discretion.

7) 'The executive should not unlawfully dissolve parliament or restrict the
ability of parliament to undertake its functions.

8) Parliamentary procedures should be regularly reviewed to ensure that
they accord with international good practice.
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Reporting, accountability and transparency

5.8  Accountability of members of parliament:

1)

2)

3)

4)

5)

Public access to deliberations of parliament: Save where public access
may endanger national security interests (such interests to be objectively
determined by parliament), all parliamentary proceedings, both in the
debating chamber and committee meetings:

a) should be open to the public

b) should be recorded by visual and audio record and written transcript,
and such records should be published on parliament’s public website.

Conduct of members of parliament: There should be an independent,
impartial and publicly declared process for overseeing the conduct of
members of parliament, including without limitation:

a) assessing their compliance with the code of conduct (Benchmark
5.7(2)) and whether members of parliament have any conflicts of
interest

b) investigating and determining complaints and reports of
corruption and breach of regulations in relation to members of
parliament made under Benchmark 5.11

c) carrying out disciplinary procedures, including those in
Benchmark 11.21 (Public officials).

Misconduct in the appointment, regulation or dismissal of members
of parliament: There should be an independent, impartial and publicly
declared process to determine allegations regarding misconduct in the
appointment, regulation or dismissal of members of parliament.

Civil and criminal liability of members of parliament:

a) Members of parliament should have immunity from liability for
defamation in respect of statements made in parliament.

b) Members of parliament should not be entitled to immunity from civil
or criminal liability where, in the conduct of their office or otherwise,
they commit corruption offences or other criminal offences.

Report of parliamentary activities: Parliament should publish an
annual report of its activities which should include: (i) all complaints
and reports of corruption or breach of regulations which have been
made by or against, or in connection with the activities of parliament or
members of parliament, and (ii) how such complaints and reports have
been dealt with. Pending determination of such complaints and reports,
the annual report should provide details only of the nature and date of
the complaint or report and should keep confidential the identity of the
individual(s) against whom such complaints or reports have been made.
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59

5.10

5.11

5.12

The identity of the individual(s) should be published in the event that
the complaint or report is substantiated. Such annual reports should be
disclosed to the public.

Accountability of parliamentary personnel and the body responsible for
parliamentary administration

1) Disciplinary procedures and sanctions for parliamentary personnel:
Disciplinary procedures and sanctions for parliamentary personnel
should be as provided for in Benchmark 11.21 (Public officials).

2) Audit of body responsible for parliamentary administration: The
body responsible for parliamentary administration should be audited
on an annual basis by external audit in accordance with Benchmark 19
(Independent auditing) so as to assess whether it is acting in accordance
with its responsibilities and duties under the regulations and the law,
and without corruption. The full audit report should be disclosed to the
public.

Referral of suspected corruption to law enforcement authorities:
Where there are reasonable grounds to suspect corruption by members of
parliament, parliamentary personnel or any other person involved in the
parliamentary system, the matter should be referred to the law enforcement
authorities for investigation and prosecution.

Complaints and reporting systems

1) Complaints: A system should be implemented which enables
confidential and anonymous questions, concerns and complaints to be
raised, by any person, regarding members of parliament or any other
part of the parliamentary system, which provides a prompt and effective
response to such questions, concerns and complaints, and which
implements measures to address them.

2) Reporting corruption and breach of regulations: A reporting system
should be implemented in accordance with Benchmark 21 (Reporting
corruption).

Transparency to the public: Save to the extent contrary to the public interest,
the following information should be provided promptly to the public by the
body responsible for parliamentary administration or other prescribed body:

1) Website: Up-to-date information should be published on a freely
accessible public website(s):

a) to enable the public to have a good understanding and knowledge of:
i) thelaws and regulations governing the parliamentary system

ii) the structure, powers, duties, functions activities and financing
of the parliamentary system
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to assist the public in assessing whether parties involved in
the parliamentary system are acting in accordance with their
responsibilities and duties under the regulations and the law, and
without corruption.

Such information should include the following:

a)
b)
c)

d)

f)

g
h)
i)

J)
k)

)

m)

n)

(links to) all laws and regulations governing the parliamentary system
(links to) all laws passed by parliament
information in relation to:

i) the structure, powers, duties, functions, activities and financing
of the parliamentary system

ii) the body responsible for parliamentary administration
(Benchmark 10.22)

iii) the election of members of parliament (Benchmark 9.14 and
9.15)

iv) the employment, conduct and disciplining of members of
parliament (Benchmark 11.22)

an explanation of parliamentary procedures and proceedings
(Benchmark 5.7(4))

the identity and qualifications of all members of parliament

the parliamentary code of conduct

timetables and fixtures of parliamentary debates and committees
full records of parliamentary proceedings (Benchmark 5.8(1)(b))

all reports, reviews and recommendations issued by parliament
(including those in Benchmark 5.2(5))

full reports of parliamentary activities (Benchmark 5.8(5))

full audit reports relating to the body responsible for parliamentary
administration (Benchmark 5.9(2))

processes to determine allegations regarding misconduct in the

appointment, regulation and dismissal of members of parliament
(Benchmark 5.8(3))

an explanation of the complaints and reporting systems
(Benchmark 5.11)

an explanation of the publics entitlement to disclosure of
information under this Benchmark.

Responses to requests for information: Information or documents
reasonably requested by the public regarding any matter relating to the

parliamentary system should be provided within a reasonable period as
prescribed by the regulations.
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Regulatory authorities

Principle: Establish or designate regulatory authorities with responsibility for
regulating public sector and private sector activities which provide services to the
public or which impact on the public, so as to combat corruption.

6.1

6.2

6.3

6.4

Regulations: Regulations should be implemented which regulate public
sector and private sector activities which provide services to the public or
which impact on the public, so as to combat corruption. Such regulations
should: be based on principles of honesty, impartiality, transparency and
accountability; provide for the matters in this Benchmark; be documented in
writing; and accord with international good practice.

Regulatory authorities: Authorities (‘regulatory authorities’) should be
established or designated with responsibility for regulating the activities
in Benchmark 6.3 so as to ensure that those activities are carried out in
accordance with the regulations and without corruption.

Regulated activities: Activities which provide services to the public or
which impact on the public, whether carried out by public or private sector
organisations or individuals, should be regulated so as to combat corruption
in those activities. Such activities include:

1) the provision of education, employment, food and drugs, health,
housing, infrastructure, prisons, security and defence, transportation
(including shipping, aviation, road and rail), telecommunications,
utilities, welfare systems, humanitarian assistance and foreign aid

2) extractive industries

3) accounting, auditing, legal (Benchmark 4.11) and medical services
4) surveying, construction and engineering services

5) banking and financial services (Benchmark 7)

6) transparency of asset ownership (Benchmark 8)

7)  political lobbying, financing, spending and elections (Benchmark 9)
8) public sector employment (Benchmark 11)

9) public sector procurement (Benchmark 13).

Responsibilities of the regulatory authorities: Each regulatory authority
should, in accordance with the provisions of this Benchmark:

1) develop regulations designed to ensure that the regulated activities
which it is responsible for regulating are carried out without corruption
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2)

3)

4)

5)

6)

7)

8)
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require the organisations and individuals which carry out the regulated
activities to comply with the regulations, and communicate to those
organisations and individuals the importance of anti-corruption
measures and high standards of business and professional integrity

to the extent reasonable, monitor and audit the regulated organisations
and individuals to assess their compliance with the regulations
administer proportionate sanctions for failure to comply with the
regulations

refer to the law enforcement authorities any matter in respect of which
there are reasonable grounds to suspect corruption by the regulated
organisations or individuals

encourage persons to report suspicions of corruption in relation to the
regulated activities

provide regular reports to the public in respect of the matters in (3) and
(4) above

assess the risks of corruption by, on behalf of or against the regulatory
authority and take adequate steps to combat such corruption.

Developing the regulations:

1)

The regulations should require (as appropriate to the particular
regulated activity) that, in carrying out the regulated activities,
organisations and individuals should:

a) comply with the applicable safety, quality, environmental,
professional, financial and other regulations

b) provide works, products and services which are as contractually
described and as required by statute or regulation

c) act effectively, honestly, impartially, independently and
transparently

d) provide information that is honest and transparent
e) price honestly, fairly and transparently
f)  not defraud any individual or organisation

g) not seek to unduly influence any individual or organisation,
including the regulatory authority or any public official or function

h) not assist or facilitate corruption

i) operate a complaints system which deals promptly, honestly,
fairly, transparently and effectively with questions, concerns and
complaints regarding the regulated activities

j)  where the regulated activity being carried out by the regulated
person is over a prescribed value threshold, implement an
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6.6

6.7

6.8

anti-corruption management system in accordance with
Benchmark 10 (where the regulated person is a public
organisation) or the Annex to the Guidance (where the regulated
person is a private sector organisation).

2) Indeveloping the regulations, each regulatory authority should:

a) assess the corruption risks in the regulated activities which it is
responsible for regulating

b) design measures to address such risks

c) invite, and take account of, any advice or criticism regarding the
role of the regulatory authority and the adequacy of the regulations

d) consult and work with other public organisations, the private sector
and foreign and international agencies, so as help prevent, detect
and deal with corruption in relation to the regulated activities.

Overriding duty of the regulatory authorities and their personnel: In
carrying out their responsibilities, the regulatory authorities and their
personnel should act effectively, honestly, impartially, independently and
transparently. In particular, they should not be improperly influenced in the
design of the regulations, the monitoring or auditing of compliance with the
regulations, or the sanctioning of individuals or organisations for failure to
comply with the regulations.

Anti-corruption management: In order to combat corruption in relation to
their activities, the regulatory authorities should each:

1) putin place an anti-corruption management system in accordance with
Benchmark 10 (Public sector organisations)

2) ensure that their personnel are employed, trained, disciplined and
comply with a code of conduct, in accordance with Benchmark 11
(Public officials).

Independence of the regulatory authorities: To ensure that the
regulatory authorities have the necessary independence to carry out their
responsibilities effectively:

1) the regulatory authorities should be provided with the necessary
mandate, powers and financial autonomy; adequate funding, staff and
resources; and independence from improper government, political or
other influence or interference

2) the heads of the regulatory authorities should be employed, trained,
disciplined and comply with a code of conduct, in accordance with
Benchmark 11 (Public officials) and the following provisions:

a) all processes and decisions required under Benchmark 11 or (b)
below, in relation to heads of the regulatory authorities, should be
conducted and taken by an independent body
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b) heads of the regulatory authorities should have security of
tenure for a reasonable prescribed maximum period and should
be suspended or dismissed only for reasons of incapacity or
misconduct or material non-performance that render them unfit to
discharge their duties.

Accountability: The regulatory authorities and their personnel should be
accountable as follows:

1)

2)

3)

4)

Disciplinary procedures and sanctions for personnel of the regulatory
authorities: The regulatory authorities should take disciplinary action
against personnel (including the heads of the regulatory authorities) as
provided for in Benchmark 11.21 (Public officials).

Audit of the regulatory authorities: The regulatory authorities should
be audited on an annual basis by external audit in accordance with
Benchmark 19 (Independent auditing) so as to assess whether they are
acting in accordance with their responsibilities and duties under the
regulations and the law, and without corruption.

Review by parliament and the public: The full audit report in (2)
above should be submitted annually to parliament for its review and
recommended actions and disclosed to the public. The regulatory
authorities should, as appropriate, modify and improve their
performance to take account of the findings in the audit report,
parliament’s recommendations and comments from the public.

Referral of suspected corruption: Where there are reasonable grounds
to suspect corruption by the regulatory authorities or their personnel,
the matter should be referred to the law enforcement authorities.

Complaints and reporting systems

1)

2)

Complaints: The regulatory authorities should each implement a
system which enables confidential and anonymous questions, concerns
and complaints to be raised, by any person, regarding the regulatory
authority and the activities and persons which it is responsible for
regulating, and which provides a prompt and effective response to
such questions, concerns and complaints, and implements measures to
resolve them.

Reporting corruption and breach of regulations: The regulatory
authorities should each implement a reporting system in accordance
with Benchmark 21 (Reporting corruption).

Transparency to the public: Save to the extent contrary to the public interest,
the regulatory authorities should each promptly provide the following
information to the public:
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1) Website: Up-to-date information should be published on a freely
accessible public website(s):

a) to enable the public to have a good understanding and knowledge
of:

i) all laws and regulations governing the regulatory authority and
the activities and persons which the authority is responsible for
regulating

ii) the structure, powers, duties, functions, activities and financing
of the regulatory authority

b) to assist the public in assessing whether:

i) the regulatory authority is acting in accordance with its
responsibilities and duties under the regulations and the law,
and without corruption

ii) the regulated activities are being carried out in accordance
with the relevant laws and regulations and without corruption.

2)  Such information should include the following:

a) (links to) all laws and regulations governing the activities and
persons which the authority is responsible for regulating

b) (links to) all laws and regulations governing the regulatory
authority

c) information in relation to the regulatory authority (Benchmark
10.22)

d) full reports, by the regulatory authority, in connection with its
monitoring and auditing of, and sanctions imposed in relation to,
the regulated activities (Benchmark 6.4(7))

e) full audit reports relating to the regulatory authority (Benchmark
6.9(3))

f) parliament’s review and recommended actions relating to the
regulatory authority (Benchmark 6.9(3) and Benchmark 5.12(2)(i))

g) an explanation of the complaints and reporting systems
(Benchmark 6.10)

h) an explanation of the publics entitlement to disclosure of
information under this Benchmark.

3) Responses to requests for information: Information or documents
reasonably requested by the public regarding any matter relating to
the regulatory authority, its responsibilities, duties and activities, the
regulations or the regulated persons and activities should be provided to
the public within a reasonable period as prescribed by the regulations.
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Benchmark 7

Regulation of financial institutions and the
financial system

Principle: Implement regulations which are designed to combat (i) corruption
in financial institutions and the financial system, and (ii) the laundering of the
proceeds of crime.

7.1  Regulations: Regulations should be implemented which are designed to
combat (i) corruption in financial institutions and the financial system, and
(ii) the laundering of the proceeds of crime. Such regulations should: be
based on principles of honesty, impartiality, transparency and accountability;
provide for the matters in this Benchmark; be documented in writing; and
accord with international good practice.

Regulation of financial institutions and of designated

non-financial businesses and professions

7.2 Financial regulatory authority: An authority or authorities (‘the financial
regulatory authority’) should be established or designated which is subject

to the requirements of Benchmark 6 (Regulatory authorities) and has
responsibility for the following:

1) Undertaking periodic risk assessments which identify and assess:

a) the existing corruption risks relevant to the national and
international financial system

b) the corruption risks that may arise in relation to the development
of new products, business practices, delivery mechanisms or
technologies

c) the sectors, businesses and professions which, due to the nature of
their activities, pose a corruption risk in financial dealings.

2) Designing and implementing measures, including those referred to in
(3) to (13) below, which combat corruption. In particular:

a) designing the measures which are necessary to deal with the risks
identified in the risk assessments

b) designating the specific categories of organisation to which these
measures should apply, namely:
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3)

4)

5)

6)

7)

i) organisations involved in financial dealings (‘financial
institutions’)

ii) businesses and professions, other than financial institutions,
which, due to the nature of their activities, pose a corruption
risk in financial dealings (designated non-financial businesses
and professions: DNFBPs)

c) ensuring the effective implementation of these measures.

Such measures should be designed and implemented in a manner
reasonable and proportionate to the risks identified.

Establishing regulations with which financial institutions and DNFBPs
must comply and which are designed to combat corruption in the
national and international financial system.

Monitoring, supervising, and ensuring compliance with such

regulations, including by:

a) requiring financial institutions and DNFBPs to comply with the
regulations as a condition of their being able to undertake the
relevant regulated function

b) on a periodic basis, requiring and assessing reasonable proof of
compliance from financial institutions and DNFBPs

c) compelling production of any specific information from
financial institutions and DNFBPs that is relevant to monitoring,
supervising, and ensuring such compliance.

Licensing financial institutions and DNFBPs, so as to ensure that no
financial institution or DNFBP can undertake the relevant regulated
function unless it is licensed by the financial regulatory authority,
is adequately regulated and is subject to adequate anti-corruption
supervision.

Controlling money and value transfer services by ensuring that
organisations and individuals that provide money or value transfer
services:

a) are licensed or registered

b) are subject either to the same regulations as financial institutions or
to equivalent regulations.

Controlling cash movement by implementing measures:

a) to detect the physical cross-border transportation of currency and
bearer negotiable instruments, including through a declaration
system and/or disclosure system

b) to stop or restrain currency or bearer negotiable instruments that
are suspected to be related to corruption or are falsely declared.
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10)

11)

12)

13)
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Preventing criminal ownership by taking necessary legal or regulatory
measures to prevent criminals or their associates from:

a) holding, or being the beneficial owner of, a significant or
controlling interest in a financial institution or DNFBP

b) holding a management function in a financial institution or
DNEFBP.

Preventing illicit shell banks and shell companies by ensuring that the
establishment, or continued operation, of shell banks or shell companies
which have no legitimate purpose is prohibited and prevented.

Administering non-criminal sanctions: Impose effective, proportionate
and dissuasive non-criminal sanctions on financial institutions and
DNEFBPs, and on their directors and senior management, for breach of
the regulations. Such sanctions may include:

a) the withdrawal, restriction or suspension of the licence of the
financial institutions or DNFBPs

b) fines levied on the financial institutions or DNFBPs

c) the barring of individuals from undertaking an ownership or
management role in financial institutions or DNFBPs for a
specified period of time.

Enabling criminal sanctions: Identify and report, and require financial
institutions and DNFBPs to identify and report, to the law enforcement
authorities, any suspected criminal offence committed by financial
institutions, DNFBPs, or their directors or senior management or other
parties.

Promoting co-operation with other national and international judicial,
law enforcement and financial regulatory authorities in order to combat
corruption in the national and international financial system.

Facilitating the exchange of information at national and international
level with other such authorities, and establish a financial intelligence
unit for the collection, analysis and dissemination of information
regarding potential corruption in the financial system.

Anti-money laundering actions by the financial regulatory authority:
The financial regulatory authority, as part of its responsibility defined in
Benchmark 7.2, should regulate, monitor and supervise financial dealings
and designated sectors and professions, so as to prevent and deal with the
laundering of the proceeds of crime (‘money laundering’). In particular, the
financial regulatory authority should require:

1)
2)

financial institutions to implement the regulations listed in Benchmark 7.4

DNEFBPs to implement the regulations listed in Benchmark 7.5.
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7.4

Anti-money laundering regulations to be implemented by financial
institutions: Financial institutions should implement the following
regulations so as to combat money laundering:

1)

2)

3)

4)

Risk assessment and action: Financial institutions should be required to
undertake periodic risk assessments which identify and assess:
a) the existing money laundering risks relevant to their operations,

b) the money laundering risks that may arise in relation to the
development of new products, business practices, delivery
mechanisms or technologies, and to take appropriate measures to
manage and mitigate such risks.

Customer due diligence:

a) Financial institutions should be required to undertake customer
due diligence measures when:
i) establishing business relations
ii) carrying out occasional transactions above a designated
threshold or in designated circumstances
iii) there is a suspicion of money laundering
iv) there are doubts about the veracity or adequacy of previously
obtained customer identification data.
b) Where the financial institution is unable to comply with the
applicable requirements under (a) above, it should:
i) not open the account, commence business relations or perform
the transaction
ii) terminate the business relationship
iii) consider making a report to the authorities in relation to the
customer.

c) Financial institutions should be prohibited from keeping
anonymous accounts or accounts in obviously fictitious names.
Record-keeping: Financial institutions should be required to maintain,
for a prescribed minimum period, all necessary records on customer due

diligence and transactions, both domestic and international, and should
make these promptly available upon request to the relevant authorities.

Politically exposed persons: Financial institutions should be required,
in relation to politically exposed persons (PEPs) (whether as customer
or beneficial owner), and in addition to performing normal customer
due diligence measures, to:

a) have appropriate risk management systems to determine whether
the customer or the beneficial owner is a PEP
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b) obtain senior management approval for establishing (or continuing,
for existing customers) business relationships with PEPs

c¢) take reasonable measures to establish the source of wealth and
source of funds

d) conduct enhanced ongoing monitoring of the business relationship.

The requirements for PEPs should also apply to family members and
close associates of such PEPs.

Correspondent banking: Financial institutions should be required,
in relation to cross-border correspondent banking and other similar
relationships, and in addition to performing normal customer due
diligence measures, to:

a) gather sufficient information about a respondent financial
institution to understand fully the nature of the respondent’s
business, its reputation, the quality of supervision of its activities,
and whether it has been subject to criminal or regulatory action

b) assess the respondent institution’s controls

c) obtain approval from senior management before establishing the
relationship

d) understand the respective responsibilities of each institution

e) with respect to ‘payable-through accounts, be satisfied that the
respondent financial institution has conducted effective customer
due diligence and has retained and can make available adequate
records.

Financial institutions should be prohibited from entering into, or
continuing, a correspondent banking relationship with shell banks or
with institutions which permit their accounts to be used by shell banks.

Wire transfers: Financial institutions should be required to:

a) ensure that required and accurate originator and beneficiary
information is included on wire transfers and related messages, and
that the information remains throughout the payment chain

b) monitor wire transfers for the purpose of detecting those which
lack required originator and/or beneficiary information and take
appropriate measures.

Reliance on third parties: Where a third party performs customer due

diligence on behalf of a financial institution, the financial institution

should retain ultimate responsibility for the adequacy of the customer
due diligence.

Internal controls and foreign branches and subsidiaries: Financial

institutions should be required to implement controls against money
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7.5

7.6

laundering both within the organisation and within their foreign
branches and majority owned subsidiaries.

9) Higher risk customers, transactions and States: Financial institutions
should be required to apply effective and proportionate enhanced
due diligence measures to higher risk customers and transactions,
and to business relationships and transactions with organisations and
individuals from higher risk States.

10) Reporting of suspicious transactions: If a financial institution suspects,
or has reasonable grounds to suspect, that funds are the proceeds of
crime, it should be required to report promptly its suspicions to the
relevant authorities.

Anti-money laundering regulations to be implemented by DNFBPs: So
as to combat money laundering, DNFBPs in sectors and professions deemed
by the financial regulatory authority to be of high risk of participating in
or facilitating money laundering should, in prescribed circumstances, or
in cases of transactions above a prescribed value threshold, implement the
regulations specified in Benchmark 7.4 (1), (2), (3), (4), (7), (8), (9) and (10).

Confidentiality and tipping-off: Financial institutions, DNFBPs and their
personnel should be:

1) protected by law from criminal and civil liability for breach of any
restriction on disclosure of information imposed by contract or by any
legislative, regulatory or administrative provision, if they report their
suspicions in good faith to the relevant authorities, even if they did not
know precisely what the underlying criminal activity was, and regardless
of whether illegal activity actually occurred

2) prohibited by law from disclosing (‘tipping-off’) the fact that a
suspicious transaction has been reported.

Regulation of accounts and audits

7.7

Accounting and auditing regulations: Accounting and auditing regulations
which are designed to combat corruption should be implemented in relation
to all public and private sector organisations including:

1) the requirement for organisations to maintain accurate and complete
books, records and accounts in accordance with international good
practice accounting procedures

2) the requirement for organisations to file their accounts annually at a
central registry, such accounts to contain at minimum a statement of the
assets and liabilities, and revenue and expenditure, of the organisation
for the relevant accounting period
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3) enabling all accounts filed at such central registry to be viewed by the
public

4) the prohibition of accounting measures which may facilitate or conceal
corruption, including practices such as:

a) the establishment of off-the-books accounts

b) the making of off-the-book or inadequately identified transactions
c) the recording of non-existent expenditure

d) the entry of liabilities with incorrect identification of their objects
e) the use of false documents

f) the intentional destruction of bookkeeping documents earlier than
foreseen by the law

5) the prohibition of the tax deductibility of expenses that:
a) constitute bribes, or
b) are incurred in furtherance of corrupt conduct

6) the requirement on all organisations over a prescribed turnover and/or
asset threshold to have their accounts externally audited in accordance
with international good practice auditing procedures.

In addition, public sector organisations should comply with:

1) the accounting requirements specified in Benchmark 15 (Financial
management)

2) the audit requirements specified in Benchmark 19 (Independent
auditing).

Accountability, reporting and transparency

7.9

7.10

7.11

Accountability of the financial regulatory authority: The financial
regulatory authority should be subject to the accountability requirements in
Benchmark 6.9 (Regulatory authorities).

Complaints and reporting systems: The financial regulatory authority
should implement complaints and reporting systems in accordance with
Benchmark 6.10 (Regulatory authorities).

Transparency to the public: The financial regulatory authority should
provide the following information to the public:

1) Website: Up-to-date information should be published on a freely
accessible public website:

a) to enable the public to have a good understanding and knowledge
of:
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i) the laws and regulations relating to the financial regulatory
authority and the activities and persons which the authority is
responsible for regulating

ii) the structure, powers, duties, functions, activities and financing
of the financial regulatory authority

b)  to assist the public in assessing whether:

i) the financial regulatory authority is acting in accordance with
its responsibilities and duties under the regulations and the
law, and without corruption

ii) the regulated activities are being carried out in accordance
with the regulations and the law, and without corruption.

2)  Such information should include the following:
a) all information required in Benchmark 6.11 (Regulatory
authorities)
b) an explanation of how the public may view the accounts of

organisations filed at the central registry (Benchmark 7.7(3))

c) an explanation of the complaints and reporting systems

(Benchmark 7.10)

d) an explanation of the publics entitlement to disclosure of
information under this Benchmark.

3) Responses to requests for information: Information or documents
reasonably requested by the public regarding any matter relating
to the financial regulatory authority or the regulated activities and
persons should be provided to the public within a reasonable period as
prescribed by the regulations.

61



Benchmark 8
Transparency of asset ownership

Principle: Implement regulations which promote transparency of legal and
beneficial ownership of organisations, land and real estate, trusts, and high value
movable property, so as to combat corruption.

8.1

8.2

8.3

Regulations: Regulations should be implemented which promote
transparency of legal and beneficial ownership of organisations, land and real
estate, trusts, and high value movable property, so as to combat corruption.
Such regulations should: be based on principles of honesty, impartiality,
transparency and accountability; provide for the matters in this Benchmark;
be documented in writing; and accord with international good practice.

The ownership authority: An authority or authorities (‘the ownership
authority’) should be established or designated which is subject to the
requirements of Benchmark 6 (Regulatory authorities) and has responsibility
for the following:

1) implementing the regulations, and monitoring and supervising
compliance with the regulations

2) the operation of the ownership registers (Benchmark 8.3)
3) giving access to the ownership registers (Benchmark 8.5)

4) the regular auditing of the ownership registers to assess as far as is
reasonable:

a) whether details are being registered in accordance with
Benchmarks 8.3 and 8.4 and whether they are complete, accurate
and current

b)  whether access to the registers is being granted in accordance with
Benchmark 8.5

c)  whether the registered details give rise to any suspicion of corrupt
activity
5) disclosing the full audit reports (produced under (4) above) to the public
6) levying penalties for failure to comply with the regulations

7)  where there are reasonable grounds to suspect corruption, referring such
matter to the law enforcement authorities.

Registration of legal and beneficial ownership of organisations, land
and real estate, trusts, and high value movable property: Details of the
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legal and beneficial ownership of the following should be registered in an
ownership register(s) in accordance with Benchmark 8.4:

1) Organisations: all organisations which are constituted, or carrying out
any activity, in the territory of the State.

2) Land and real estate: all publicly or privately owned land and real estate
located in the territory of the State.

3) Trusts: all express trusts where one of the following apply:
a) all individual trustees are resident in the territory of the State
b) the trust has a corporate trustee that is incorporated in the territory
of the State

c) the trust was funded by someone who was resident or domiciled in
the territory of the State at the time, and it has at least one trustee
resident in the territory of the State

d) the trust is offshore but has assets in the territory of the State

e) the trust is offshore but has income from a source in the territory of
the State.

4) High value movable property: all movable property above a prescribed
value threshold which is licensed or located in the territory of the State.

8.4  Details of registration: In relation to such registration:
1) All information registered should be complete, accurate and current.

2) Organisations: Details to be registered in relation to organisations
should include at least:

a) the organisation’s name, identity number, date of incorporation,
place of incorporation and address

b) details of all legal and beneficial owners of the organisation as
follows:

i) where an owner is an individual: the individual’s name, date
of birth, nationality, passport or identity number, State of
residence and address; the nature and extent of the legal or
beneficial interest held; and the dates and period(s) for which it
has been held

ii) where an owner is a public or private sector organisation: the
organisation’s name, identity number, date of incorporation,
place of incorporation and address; the nature and extent of
the legal or beneficial interest held; and the dates and period(s)
for which it has been held

iii) where an organisation is owned in part by the private sector
and in part by the public sector: details of each private sector
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owner should be as in (i) or (ii) above, and details of each
public sector owner should be as in (ii) above

iv) where an owner is a trust: details of the trustees and
beneficiaries should be as for individuals and organisations in
(i) and (ii) above.
Land and real estate: Details to be registered in relation to land and real
estate should include at least:

a) the name, if any, and address or identifying co-ordinates of the land
or real estate

b) details of all legal and beneficial owners of the land or real estate, as
in (2)(b) above.

Trusts: Details to be registered in relation to trusts should include at

least:

a) the name of the trust (if any) and contact address for the trust

b) the types of assets held by the trust

c) the identity of the settlor, the trustee(s), the protector (if any), the
beneficiaries or class of beneficiaries, and any other individual or
organisation exercising effective control over the trust. Details to be
registered of such persons should be as in (2)(b) above.

High value movable property: Details to be registered in relation to
movable property above the prescribed value threshold (Benchmark
8.3(4)) should include at least:

a) the type of asset and its location and value
b) details of all legal and beneficial owners of the high value movable
property, as in (2)(b) above.

All registration should be supported by documentary evidence of the

registered details which should be lodged with the registration.

It should be the duty of the relevant:

a) officer of the organisation

b) land or real estate owner

c) trustee

d) person in possession of or with control over the high value movable
property,

as prescribed by the regulations, to ensure that such registration is

made, and that the information is complete, accurate and current, and

is updated as soon as possible in the event of any change. Such person

should be required to provide a signed declaration as to the accuracy of
the registrations.
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8.5

8) The ownership authority should be entitled to levy proportionate fines
on the persons in (7) above in the event of their failure to comply with
the registration requirements.

9) Persistent, repeated or deliberate failure by the persons in (7) above to
comply with the registration requirements should be a criminal offence
which can be prosecuted by the ownership authority or by the law
enforcement authorities.

10) There should be no exemption in relation to these registration
requirements. All of the above details should always be registered.

Access to information:

1) The ownership registers should preferably be freely accessible by all
members of the public, save for those details (such as passport or
identity numbers) which should be kept confidential to guard against
criminal activity.

2) If free public access as per (1) above is not granted by the regulations,
then full access to relevant parts of the ownership registers should be
granted at minimum to:

a) all government authorities reasonably requiring access to such
information for the purposes of exercising their duties and powers

b) any person obliged by law to carry out customer due diligence
c) any person that can demonstrate a legitimate interest.
3) All information should be provided promptly.

4)  Access should be given without giving notification to the organisations
or individuals whose details are registered.

Accountability, reporting and transparency

8.6

8.7

8.8

Accountability of the ownership authority: The ownership authority should

be subject to the accountability requirements in Benchmark 6.9 (Regulatory

authorities).

Complaints and reporting systems: The ownership authority should

implement complaints and reporting systems in accordance with Benchmark

6.10 (Regulatory authorities).

Transparency to the public: Save to the extent contrary to the public interest,

the ownership authority should promptly provide the following information

to the public:

1) Website: Up-to-date information should be published on a freely
accessible public website(s):

a) to enable the public to have a good understanding and knowledge
of:
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i) the laws and regulations relating to the ownership authority
and to the transparency and registration of ownership

ii) the structure, powers, duties, functions, activities and financing
of the ownership authority

to assist the public in assessing whether:

i) the ownership authority is acting in accordance with its
responsibilities and duties under the regulations and the law,
and without corruption

ii) the registration of ownership is being carried out in accordance
with the regulations and the law, and without corruption

iii) the registered details give rise to any suspicion of corrupt
activity.

Such information should include the following:

a)
b)

c)

d)

e)

f)

all information required in Benchmark 6.11

an explanation of the legal requirements governing registration of
ownership (Benchmark 8.3 and 8.4)

an explanation of the entitlement to access information held on
the ownership registers and how this information can be accessed
(Benchmark 8.5)

the full audit reports in relation to the ownership registers (except
that details of ongoing confidential investigations may be exempted
from publication until the investigations are complete) (Benchmark
8.2(5))

an explanation of the complaints and reporting systems
(Benchmark 8.7)

an explanation of the publics entitlement to disclosure of
information under this Benchmark.

Responses to requests for information: Information or documents
reasonably requested by the public regarding any matter relating to the
ownership authority or the transparency or registration of ownership
should be provided to the public within a reasonable period as
prescribed by the regulations.
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Benchmark 9

Political lobbying, financing, spending and
elections

Principle: Implement regulations which are designed to combat corruption in
political lobbying, financing, spending and elections.

Regulations

9.1 Regulations: Regulations should be implemented which are designed to
combat corruption in political lobbying, financing, spending and elections.
Such regulations should: be based on principles of honesty, impartiality,
transparency and accountability; provide for the matters in this Benchmark;
be documented in writing; and accord with international good practice.

9.2  Regulatory authority: An authority or authorities (‘the political regulatory
authority’) should be established or designated which is subject to the
requirements of Benchmark 6 (Regulatory authorities) and has overall
responsibility for regulating political lobbying, financing, spending and
elections.

Political lobbying

9.3  Political lobbying:
1) Political lobbyists should:

a) not seek to exert improper influence over political parties or
candidates or any public official or body

b) not promise, offer or give any donations, gifts, hospitality,
entertainment or other benefits to political parties, candidates
or public officials, whether in connection with their lobbying or
otherwise

c) keep sufficient records and accounts of their lobbying activities for
a prescribed minimum period

d) register their details and details of their lobbying activities in a
public register.

2) All political candidates and public officials should register details of their
meetings and communications with lobbyists in a public register.
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Exemptions in relation to compliance with 9.3(1)(c) and (d) and 9.3(2)
may be provided for in circumstances where the type of lobbying activity
is highly unlikely to be corrupt.

Political accounts

9.4

Political accounts:

1)

2)

3)

4)

Political parties should prepare accounting records which accord with
international good practice and which provide an honest, transparent
and complete record of all financial transactions. These should include
entries showing from day to day all sums of money received and
expended, the matters in respect of which the receipt and expenditure
have taken place, a record of assets and liabilities, and all supporting
documents. A statement of accounts should be prepared in respect of
each financial year of the party and each election campaign.

Political candidates should prepare accounting records and financial
statements as in (1) above in respect of their election campaigns.

Accounting records and financial statements should be retained by the
party and candidate for a prescribed minimum period and should be
independently audited.

All such accounting records, financial statements and audit reports
should be disclosed to the public.

Political financing

9.5

State funding of political parties and candidates: State funding of political
parties and candidates should not be provided save where it is expressly

permitted by law and is subject to adequate controls including the following:

1)

2)

3)

Eligibility and allocation criteria for permitted State funding should
be transparent, impartial and fair, and should not unduly disadvantage
small or emerging parties or candidates.

Permitted State funding should be used only for lawful political
purposes (Benchmark 9.10(2)).

Permitted State funding should be limited in amount so that:

a) the amount is conscionable, taking into account that it is to be paid
out of taxpayers’ funds

b) taxpayers are not funding, to an unacceptable degree, political
candidates or parties whose policies they do not support

c) there is no risk of over-dependency on State support by political
parties and candidates.
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9.6

9.7

4)

5)

6)

There should be adequate safeguards against abuse of permitted State
funding.

Permitted State funding should be independently audited to ensure that
political candidates and parties:

a) have received the amounts to which they are entitled

b) have not received amounts to which they are not entitled
c) have properly accounted for such funding in their accounts
d) are using such funding only for the permitted purposes.

The audit report, and a register showing criteria for and details of
permitted State funding, should be disclosed to the public.

Political fund-raising: Political fund-raisers should:

1)
2)

3)

4)

5)

not seek to exert improper influence over political parties or candidates

ensure that their fund-raising does not result in breach by the party or
candidate of caps on political donations (Benchmark 9.7(3))

raise political funds only by lawful means and only from permissible
donors (Benchmark 9.7(4))

keep complete records and accounts of their fund-raising activities for a
prescribed minimum period

declare details of their political fund-raising in a public register.

Political donations: Political donations should not be made or accepted
save where they are expressly permitted by law and are subject to adequate
controls including the following:

1)

2)

3)

Definition of political donation: For the purposes of this Benchmark,
a political donation is a donation of anything of value given, directly
or indirectly, at any time, and by any person, to a political party or
candidate for purposes of routine or campaign spending (Benchmark
9.10(2)).

Acceptable political donations: A political donation should be made by

a donor, and accepted by a political party or candidate, only where:

a) the political donation is within the permitted political donation
caps (see (3) below)

b) the political donation is generated from lawful activities within the
State territory

¢) the donor is a permissible donor (see (4) below).

Caps on political donations: The amount of political donations

that may be received, in total, and in total from any single donor, in a

prescribed period, by a political party or candidate, should be capped so
that:

69




Benchmarks

a) no political party or candidate has an undue advantage due to the
total value of political donations received in the prescribed period

b) no person can acquire improper influence over a political party or

candidate by virtue of the total value of political donations made by
that person to the party or candidate

c) available political funds are kept within reasonable levels so as to
reduce the risks of funds being used for corrupt purposes and of
unconscionable spending by political parties and candidates.

4) Permissible donors: Permissible donors are either those who comply
with all of (a) to (d) below:

a) are clearly identified

b) have a close connection with the State where the election is taking
place, or where the political party is constituted

c¢) demonstrate: (i) the ultimate source of their donations, (ii) that
their donations are from lawful sources within the State territory,
and (iii) that they are the lawful owners of the donations

d) provide a declaration and evidence confirming all such matters

or, those who make a minor political donation below a prescribed
value threshold, in which case (a) to (d) above need not apply.

5) Records and audit: Political parties and candidates should keep, for
a prescribed minimum period, written records relating to political
donations received and all declarations and evidence provided by donors
under (4) above. These records should be independently audited to
determine whether the provisions in relation to political donations have
been complied with, and such audit reports should be disclosed to the
public.

6) Register of political donations: A register showing criteria for
acceptable political donations, the identity of each donor (other than
for minor political donations under (4) above), and the value of the
individual and total political donations made by each donor to each
political party and candidate, should be maintained and disclosed to the
public.

9.8 Loans and related transactions: Loans and other financial arrangements
afforded to political parties or candidates should be regulated so as to ensure
that they are on an arm’s length and commercial basis and are not used to
circumvent the regulations concerning political donations. They should be
subject to equivalent controls as for political donations in Benchmark 9.7.

9.9 Interests in public or private sector organisations: In order to prevent
conflicts of interest, political parties should be prohibited from having any
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ownership or management interest in public or private sector organisations.
This restriction should not apply to the routine investment by political parties
in managed funds which hold minority shareholdings in a wide spread of

private sector organisations.

Political spending

9.10 Political spending should be subject to controls, including the following:

1)

2)

3)

4)

Definition of political spending: For the purposes of this Benchmark,
political spending means:

a) any spending by or on behalf of a political party, and

b) any spending by or on behalf of a candidate in order to procure the
electoral success of that candidate.

Such spending includes all notional expenditure and expenditure
by a third party from which the party or candidate benefit and which
is known, or reasonably could have been expected to be known, to the
political party or candidate.

Lawful political purposes: Political spending should be lawful, and only
for the purposes of:

a) promoting the record and policies of the party or candidate in
order to procure the electoral success of the party or candidate
(‘campaign spending’)

b) supporting the integrity and sound management and operation of
the party, and developing and disseminating party policies, other
than for election purposes (‘routine spending’).

Limits on spending: Political spending for political candidates and

parties should be limited to a cap prescribed by law so that:

a) only objectively reasonable amounts are available for the purposes
in (2) above

b) amounts permitted to be spent are conscionable taking into
account the income of the average citizen

c) wealthy parties and candidates do not have an undue advantage

d) illicit fund-raising is not encouraged.

Spending by ‘non-partisan’ groups: In order to prevent circumvention

of the political spending limits, any spending by any group which

purports to be non-partisan but where that spending is reasonably

regarded as being directly or indirectly intended for the benefit of a

political party or candidate should be treated as political spending by
that political party or candidate and should be included when assessing
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whether the political spending limit has been reached. A political party
or candidate should declare any such political spending in its accounts
and should not accept the benefit of such political spending where it
goes beyond the political spending limits.

5) Records, returns and audits: The political party and candidate should
keep, for a prescribed minimum period, all records of political spending.
Such records should include the items on which the political spending
was incurred and all evidence of invoicing and payment. Spending
returns should be prepared which clearly identify the specific categories
of political spending. These returns and records should be independently
audited to determine whether the provisions in relation to political
spending have been complied with.

6) Publishing to the public: All records of political spending and spending
returns and all audit reports should be disclosed to the public.

Political advertising: during and
outside election campaigns

9.11

9.12

9.13

Transparency and accuracy of political advertising: All information and
materials (including written, spoken and online) produced by political
parties, candidates, campaigners or their agents, in order to promote the
electoral success or policies of political parties or candidates, whether during
or outside an election campaign, should:

1) include information or an imprint stating who has created and paid for
the information or material, the cost of the information or material, and
which political party, candidate or issue they are promoting

2) not be deliberately misleading, inaccurate or false.

Digital platforms: Political advertising and other political activity on social

media or other digital platforms, whether during or outside an election

campaign, should be regulated to ensure that:

1) there is full transparency as to the source and purpose of such activity

2) harmful or illegal content and improper influence or interference is
excluded

3) all online political advertising is collected in a publicly accessible and
searchable database so that the advertising in relation to any particular
party or candidate is easily identifiable.

Such regulation should not be by way of self-regulation by social media

companies.

Personal data: Use of personal data by political parties for political purposes,

whether during or outside an election campaign, should be controlled so as
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not to abuse privacy and should be transparent and independently audited.
Political parties should not use such data unless they have obtained the prior
express consent of the individuals to whom the data relates and, in requesting
such consent, should explain the nature of the particular personal data which
it seeks to use, how it was or would be obtained, and the intended use of the
data. This provision should apply to any personal data, including that which
is specifically provided by an individual and that which is harvested from the
individual’s online activities or data.

Elections

9.14 Election candidates: In order to help ensure that public officials act honestly,
impartially, independently, transparently and accountably:

9.15

1)

2)

3)

4)

Eligibility: Political candidates should be eligible to stand for public
office only where:

a) they have a close connection with the State of the election

b) they do not hold positions in the public sector which would prevent
them acting independently or impartially in their elected public office

c) they have not, within a prescribed period of standing for public
office, been convicted of a corruption offence or other offence
involving dishonesty.

Safeguards against abuse: There should be safeguards against abuse of

eligibility criteria.

Transparency: Eligibility criteria, and the reasons why any candidate

has been disqualified, should be disclosed to the public.

Elected public officials: Elected public officials should be subject to the
provisions of Benchmark 11 (Public officials).

Elections: In order to combat corruption, the election process should be
regulated and monitored so as to ensure that:

1)

2)

3)

the election process is independent of improper influence and
interference and is impartial and transparent

there is an accurate and up-to-date register of eligible voters that is
publicly available

for voting in person:
a) voters are given sufficient notice of polling times and locations

b) there is a system at polling stations for ensuring that only one vote
is cast in respect of each eligible voter

c) ballot boxes are kept secure and not tampered with
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for postal and proxy voting:

a) voters are given sufficient notice of postal and proxy voting
methods

b) postal and proxy voting applications are securely handled

c) all postal ballot papers are returned directly to the relevant election
officer

d) postal votes are kept secure and not tampered with

e) political campaigners are not involved in handling or completing
postal or proxy voting applications or postal votes

fraudulent votes are not cast
counting of votes is honest, transparent and efficient

election results are honestly and publicly announced as soon as
practically possible.

Accountability, reporting, transparency
9.16 Accountability:

1)

2)

3)

4)

5)

The political regulatory authority should monitor and regularly audit
whether political parties, candidates, lobbyists, fund-raisers, donors,
campaigners, social media companies and all other individuals and
organisations involved in political lobbying, financing, spending,
campaigning, advertising or elections are complying with their
obligations under the regulations. For such purpose, the political
regulatory authority should require submission of information to it
at suitable intervals, and should have access to all relevant documents
and records, including those held or created by the said individuals or
organisations, and to all audit reports.

Non-compliance should be subject to proportionate and dissuasive
administrative and/or criminal sanctions.

Where there are reasonable grounds to suspect corruption, the matter
should be referred to the law enforcement authorities.

A full report of such monitoring and audit should be submitted annually
to parliament for its review and recommended actions and to the public.
Such report should include information as to all sanctions applied and
referrals to the law enforcement authorities, and the reasons for the
same.

The political regulatory authority should be subject to the accountability
requirements in Benchmark 6.9 (Regulatory authorities).
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9.17 Complaints and reporting systems: The political regulatory authority
should implement complaints and reporting systems in accordance with
Benchmark 6.10 (Regulatory authorities).

9.18 Transparency to the public: Save to the extent contrary to the public interest,
the political regulatory authority or other body prescribed by the regulations
should promptly provide the public with the following information:

1) Website: Up-to-date information should be published on a freely
accessible public website(s):
a) to enable the public to have a good understanding and knowledge of:

i) the laws and regulations relating to the political regulatory
authority and to political lobbying, financing, spending and
elections

ii) the structure, powers, duties, functions, activities and financing
of the political regulatory authority

b)  to assist the public in assessing whether:

i) the political regulatory authority is acting in accordance with
its responsibilities and duties under the regulations and the
law, and without corruption

ii) political lobbying, financing, spending and elections are being
carried out in accordance with the regulations and the law, and
without corruption.

2)  Such information should include the following:

a) in relation to the political regulatory authority, all information in
Benchmark 6.11

b) a register of lobbyists’ details and lobbying activities (Benchmark
9.3(1)(d) and 9.3(3))

c) aregister of details of meetings etc. between political candidates or
public officials and lobbyists (Benchmark 9.3(2) and 9.3(3))

d) accounting records, financial statements and audit reports in
relation to political parties and candidates (Benchmark 9.4(4))

e) audit reports relating to permitted State funding of political parties
and candidates, and a register showing criteria for and details of
permitted State funding (Benchmark 9.5(6))

f) aregister of details of political fund-raising (Benchmark 9.6(5))
g) audit reports of political donations (Benchmark 9.7(5))

h) a public register showing criteria for acceptable political donations
and details of political donations made to political parties and
candidates (Benchmark 9.7(6))
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a public register showing criteria for, and details of, loans (and
related transactions) made to political parties and candidates
(Benchmark 9.8)

records, returns and audit reports in relation to the political
spending of political parties and candidates (Benchmark 9.10(6))

a searchable database of all online political advertising in relation
to political parties and candidates (Benchmark 9.12(3))

eligibility criteria for political candidates to stand for public
office and the reasons why any candidate has been disqualified
(Benchmark 9.14(3))

a public register of eligible voters (Benchmark 9.15(2))

audit reports produced by the political regulatory authority in
relation to the matters in Benchmark 9.16(1) (Benchmark 9.16(4))
parliaments review and recommended actions (Benchmarks
9.16(4) and 5.12(2)(i))

an explanation of the complaints and reporting systems
(Benchmark 9.17)

an explanation of the publics entitlement to disclosure of
information under this Benchmark.

Responses to requests for information: Information or documents
reasonably requested by the public regarding any matter relating to the
political regulatory authority or political lobbying, financing, spending
and elections should be provided to the public within a reasonable
period as prescribed by the regulations.
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Public sector organisations

Principle: Implement regulations which require all public sector organisations to
implement an effective anti-corruption management system designed to combat
corruption by, on behalf of or against the organisation.

10.1

10.2

10.3

10.4

Regulations: Regulations should be implemented which require all public
sector organisations to implement an effective anti-corruption management
system designed to combat corruption by, on behalf of or against the
organisation. Such regulations should: be based on principles of honesty,
impartiality, transparency and accountability; provide for the matters in this
Benchmark; be documented in writing; and accord with international good
practice.

References below in this Benchmark to ‘organisation’ are to the relevant
public sector organisation implementing the management system.

Anti-corruption policy: The organisation should adopt an anti-corruption
policy. The policy should be a commitment by the organisation that it:

1) prohibits corruption by, on behalf of or against the organisation

2) requires compliance by its personnel and business associates with all
applicable anti-corruption laws

3) shall implement effective procedures:
a) to prevent corruption by, on behalf of or against the organisation
b) to detect, report and deal with any corruption which occurs.

Anti-corruption procedures: The organisation should implement

anti-corruption procedures in order to give effect to the anti-corruption

policy referred to in Benchmark 10.2. The procedures should:

1) comprise the procedures specified in this Benchmark

2) be implemented in a manner which is reasonable and proportionate
having regard to the size, structure, activities and location of the
organisation, and the nature and extent of corruption risks which the
organisation faces.

Top management responsibility for the anti-corruption policy and

procedures: The organisation’s top management should:

1) have overall responsibility for the effective implementation by
the organisation of, and compliance by the organisation with, the
anti-corruption policy and procedures
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ensure that the organisation’s managers assume responsibility
for overseeing day-to-day compliance by personnel within their
department, function or project with the anti-corruption policy and
procedures

provide the necessary leadership and example so that personnel
believe in the necessity for, and importance of, compliance with the
anti-corruption policy and procedures.

Communicating the anti-corruption policy and procedures:

1)

2)

3)

4)

The anti-corruption policy should be communicated by the organisation:

a) to all personnel upon initial adoption of the policy by the
organisation and upon any amendment to the policy

b) to all new personnel as soon as practicable after they have joined
the organisation

c) to all business associates prior to or immediately upon entering
into a contract with the business associate

d) to the public by being published and maintained:
i) on the organisation’s website

ii) in a prominent location at any of the organisation’s offices
where the public receives information or services from the
organisation.

All personnel should be required to confirm in writing or electronically
that they have read and understood the anti-corruption policy and will
comply with it.

The organisations top management should issue a written or electronic
statement to all personnel, upon initial adoption by the organisation
of the policy and annually thereafter, confirming top management’s
commitment to the anti-corruption policy and procedures and requiring
full compliance by all personnel with the policy and procedures.

The parts of the anti-corruption procedures relevant to personnel should
be appropriately communicated to them.

Compliance manager:

1)

A senior manager of the organisation should be designated as
compliance manager, and should be made responsible for:

a) overseeing the implementation by the organisation of, and
compliance with, the anti-corruption policy and procedures

b) providing advice and guidance to personnel on the anti-corruption
policy and procedures and on issues relating to corruption.
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10.7

10.8

10.9

2) The compliance manager should:

a) be provided with sufficient resources and authority so as to be able
to undertake the role effectively

b) have direct and prompt access to top management in the event that
any issue or concern in relation to the anti-corruption policy and
procedures needs to be raised.

3) This compliance responsibility can be on either a full-time or part-time
basis, depending on the size of the organisation and the nature and
extent of corruption risk which the organisation faces. If on a part-time
basis, the compliance manager can combine the compliance function
with other responsibilities.

Resources: The organisation should provide the resources needed to
implement the anti-corruption procedures.

Personnel: The organisation should ensure that its personnel are employed,
trained, disciplined and comply with a code of conduct, in accordance with
Benchmark 11 (Public officials).

Risk assessment: The organisation should on a regular basis assess the risk
of corruption in relation to its existing and proposed activities and business
associates and assess whether its policies and procedures are adequate to
reduce those risks to an acceptable level.

10.10 Due diligence: In the event that the organisation’s risk assessment under

10.11

Benchmark 10.9 identifies a more than low corruption risk in relation to
any specific activity or business associate, the organisation should undertake
further appropriate enquiries (due diligence) in order to learn more about the
activity or business associate and the possible specific corruption risks it may
pose. The organisation should then, based on this additional information,
assess whether its policies and procedures are adequate to reduce those
specific risks to an acceptable level.

Managing inadequacy of policies and procedures:

1) Where the risk assessment under Benchmark 10.9 establishes that
the organisations existing policies and procedures are not adequate
to reduce the corruption risks in relation to any activity or business
associate to an acceptable level, the organisation should implement
additional or enhanced procedures or take other appropriate steps (such
as changing the nature of the activity or business associate relationship)
to enable the organisation to reduce the corruption risks to an acceptable
level.

2) Where additional or enhanced procedures or other appropriate steps
would not be sufficient to reduce the corruption risks in relation to any
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activity or business associate to an acceptable level, or the organisation
cannot or does not wish to implement additional or enhanced
procedures or take other appropriate steps, the organisation should:

a) in the case of an existing activity or business associate relationship,
take appropriate steps to terminate, discontinue, suspend or
withdraw from the activity or relationship as soon as practicable

b) in the case of a proposed new activity or relationship, postpone or
decline to continue with it.

Implementation of anti-corruption measures by controlled organisations:
The organisation should require all other organisations over which it has
control to implement anti-corruption procedures which are reasonable and
proportionate having regard to the size, structure, activities and location of
the controlled organisation, and the nature and extent of corruption risks
which the controlled organisation faces.

Implementation of anti-corruption measures by private sector entities
which enter into contracts with the organisation: The organisation should
require any private sector entity which enters into any contract over a reasonable
prescribed value with the organisation to implement, and provide sufficient
proof in the form of a reputable third party certification that it has implemented,
an effective anti-corruption management system which at minimum is in
accordance with the Annex to the Guidance (Private sector organisations).

Decisions:
1) Inrelation to all decisions required to be made by the organisation:

a) No conflict of interest: The person(s) making the decision should
not have any conflict of interest in relation to the decision.

b) Separation of functions: In relation to any activity above a
reasonable value threshold or which carries more than a low
corruption risk, persons from the same department or function
should not make more than one of the following decisions: (i)
to initiate the activity, (ii) to approve matters in relation to the
performance of that activity, or (iii) to approve payment in relation
to that activity.

c) Appropriate number, skill and seniority: Decisions should be
made by a manager(s) of a number, skill and seniority which is
appropriate to the value and corruption risk of the relevant activity.
Decisions relating to activities above a reasonable value threshold
or which carry a more than low corruption risk should be made
by more than one appropriate manager. In the case of activities of
high value or high corruption risk, the decision of top management
should be required.
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2)

d) All decisions should:
i) be recorded in writing and signed by the person(s) giving the
decision
ii) record the date of the decision
iii) state the reasons for the decision and (if applicable) the
procedures on which it was based

iv) be promptly communicated in writing to all persons affected
by such decision.

If any person affected by such decision makes a reasonable request
for further explanation or reasons for the decision, these should be
promptly provided by the organisation.

10.15 Management functions: The organisation should, in relation to the following

10.16

10.17

10.18

management functions, implement procedures which minimise the risk of
corruption, in accordance with the following Benchmarks:

1)
2)
3)
4)
5)
6)
7)

Issuing permits: Benchmark 12
Procurement: Benchmark 13

Contract management: Benchmark 14
Financial management: Benchmark 15
Concession management: Benchmark 16
Asset management: Benchmark 17

Other management functions: In relation to any other management
functions not covered by (1) to (6) above, the organisation should
implement management procedures which minimise the risk of
corruption.

Independent monitoring: The organisation should ensure that independent
monitors are appointed to monitor its contracts in accordance with
Benchmark 18 (Independent monitoring).

Independent auditing: The organisation should ensure that independent
audits are carried out on the organisation and its contracts in accordance
with Benchmark 19 (Independent auditing).

Reviewing and improving the anti-corruption policy and procedures:

1)

The compliance manager should:

a) assess on a continual basis whether the anti-corruption policy and
procedures:

i) are adequate to manage effectively the corruption risks faced
by the organisation

ii) are being effectively implemented

iii) require any improvement
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b) report at least annually to top management on the adequacy and
implementation of the anti-corruption policy and procedures.

Top management should review at least annually (taking account of the
compliance manager report under (1) above, and any reports under
Benchmarks 10.16, 10.17 and 10.19), whether the anti-corruption policy
and procedures are adequate and are being effectively implemented, and
whether any improvements are required.

The organisation should implement as soon as practicable any necessary
improvements to the anti-corruption policy and procedures.

10.19 Complaints and reporting systems

1)

2)

Complaints: The organisation should implement a system which
enables confidential and anonymous questions, concerns and complaints
to be raised, by any person, regarding the organisation, and which
provides a prompt and effective response to such questions, concerns
and complaints, and implements measures to address them.

Reporting corruption and breach of regulations: The organisation
should implement a reporting system in accordance with Benchmark 21
(Reporting corruption).

10.20 Investigating and dealing with corruption: The organisation should
implement procedures which require:

1)

2)

3)

appropriate investigation by the organisation of any corruption, breach
of regulations or breach of the anti-corruption policy, procedures or
code of conduct, which is reported, detected or reasonably suspected in
relation to the organisation’s activities

appropriate action by the organisation in the event that the investigation
reveals corruption or any such breach

where there are reasonable grounds to suspect corruption, that such
matter is reported by the organisation to the law enforcement authorities.

10.21 Records:

1)

2)

The organisation should sufficiently document its procedures and
activities. All material matters should be recorded in writing, in
sufficient detail to explain and justify each step taken and each decision
made, and any issues that arise and how those issues were dealt with.
Such records should include all relevant times, dates and signatures, and
reference all supporting documents.

The documents generated or received by the organisation during or in
connection with its activities should be retained and safely stored by
the organisation for a sufficient time to enable their use in any audit,
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3)

4)

5)
6)

investigation or legal dispute or to verify whether the organisation’s
activities have been properly conducted. A minimum period for
retention of records should be prescribed by the regulations.

Procedures should be implemented to ensure the integrity of records
and prevent interference with such records or their falsification,
including the following procedures:

a) verification, by a second manager, of the accuracy and clarity of
important records before the record is finalised

b) restricting access to those persons to whose roles the records are
relevant

c) tracking and controlling versions of records, so that amendments
made to them can be identified both by date and change made.

Personnel should be prohibited from amending or destroying records

without legitimate authorisation.

Records may be maintained in hard copy or electronic versions.

Duplicates of important records should be retained in an alternative

physical or electronic location so as to avoid the total loss of these
records.

10.22 Transparency to the public: Save to the extent contrary to the public interest,
the following information in relation to the organisation should be promptly
provided by the organisation to the public:

1)

2)

Website: Up-to-date information should be published on a freely
accessible public website(s):

a) to enable the public to have a good understanding and knowledge
of:
i) the laws and regulations relating to the organisation

ii) the structure, powers, duties, functions, activities and financing
of the organisation

b) to assist the public in assessing whether the organisation is acting
in accordance with its responsibilities and duties under the
regulations and the law, and without corruption.

Such information should include the following:
a)  (links to) all laws and regulations governing the organisation

b) information relating to the structure, powers, duties, functions,
activities and financing of the organisation

c) the organisation’s anti-corruption policy (Benchmark 10.5(1)(d))
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a statement that the organisation has implemented anti-corruption
procedures in order to give effect to the anti-corruption policy
(Benchmark 10.3)

a statement that the organisation has appointed a compliance

manager who is responsible for overseeing the implementation

by the organisation of, and compliance with, the anti-corruption
policy and procedures, and the contact details of the compliance

manager (Benchmark 10.6)

full monitoring reports relating to the organisation’s contracts

(Benchmark 10.16)

full audit reports relating to the organisation and its contracts

(Benchmark 10.17)

disclosures required under other Benchmarks, in relation to the

following, as far as applicable to the organisation:

i)  where the organisation is a body or authority required to
provide disclosure under Benchmarks 2 to 9, the disclosures
required under those Benchmarks (Benchmarks 2.10, 3.22,
4.13,5.12,6.11,7.11, 8.8, 9.18)

ii)  employment of personnel (Benchmark 11.22)

iii) issuing permits (Benchmark 12.14)

iv) procurement (Benchmark 13.34)

v)  contract management (Benchmark 14.16)

vi) financial management (Benchmark 15.19)

vii) concession management (Benchmark 16.11)

viii) asset management (Benchmark 17.13)

an explanation of the organisation’s complaints and reporting

systems (Benchmark 10.19) and an encouragement to personnel,

business associates and members of the public to report any
concerns to the compliance manager and/or under the complaints
and reporting systems

an explanation of the publics entitlement to disclosure of

information under this Benchmark.

Responses to requests for information: Information or documents

reasonably requested by the public regarding any matter relating to

the organisation should be provided within a reasonable period as
prescribed by the regulations.
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Benchmark 11
Public officials

Principle: Implement regulations which are designed to ensure the integrity of
public officials and which provide for the sanctioning of corrupt public officials.

Regulation

11.1 Regulations: Regulations should be implemented which are designed to
ensure the integrity of public officials and which provide for the sanctioning
of corrupt public officials. Such regulations should: be based on principles of
honesty, impartiality, competition, transparency and accountability; provide
for the matters in this Benchmark; be documented in writing; and accord
with international good practice.

11.2 Regulatory authority: An authority or authorities (‘the employment
regulatory authority’) should be established or designated as responsible for
regulating the employment, training, conduct and disciplining of public
officials. Where appropriate, there may be separate regulatory authorities
for different types of public official (such as for members of the judiciary
(Benchmark 4.3(4)). The measures in Benchmark 6 (Regulatory authorities)
should apply to such authority.

Scope of Benchmark

11.3 Scope of application: The regulations should apply to all public officials of
the relevant State or government.

Employment of public officials
11.4 Appointment, transfer, promotion, demotion, suspension, dismissal of
public officials:

1) Public officials should be appointed, transferred, promoted, demoted,
suspended and dismissed by way of processes which:

a) are fair, impartial, clear, predefined, in writing, transparent and
publicly declared

b) are independent of improper government, political or other
influence or interference

c) in relation to appointment, transfer and promotion, are competitive
and based on criteria relating only to integrity, merit and impartiality
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2)

3)

4)

5)

Benchmarks

d) comply with (2) to (5) below.
Prior to any appointment, transfer or promotion:

a) Advertising of vacancies: Vacancies for a public official position
should be publicly advertised so as to enable sufficient competition
and diversity in candidates.

b) Vetting: Candidates should be vetted so as to establish, as far as
reasonable, that they are suitably qualified for the position, they are
persons of integrity, and they will comply with the code of conduct
referred to in Benchmark 11.10.

c) Due diligence: Steps should be taken to verify the accuracy of the
information provided by candidates for appointment (including
information relating to their identity, qualifications and references).

d) Criminal record check: A criminal record check should be carried
out on candidates prior to appointment. Candidates applying for
senior positions, positions which handle public funds, or positions
which are vulnerable to more than a low corruption risk, should
not be accepted if they have an unspent conviction for corruption.

e) Disclosures: Candidates who have been selected, and who would
be in positions exposed to a risk of more than low value corruption,
should, prior to appointment, make disclosures in accordance with
Benchmarks 11.12 and 11.13 to enable assessment as to whether such
disclosures indicate a corruption risk or any conflict of interest.

Suspension and dismissal should be based only on grounds which are

fair and reasonable.

The provisions relating to appointment in Benchmark 11.4 do not apply

to elected public officials.

For heads of relevant authorities, members of the judiciary and members

of parliament, the following provisions also apply:

a) Head of the corruption prevention authority: Benchmark 2.7(2)
b) Heads of the law enforcement authorities: Benchmark 3.6(2)

c) Members of the judiciary: Benchmarks 4.3(3) and 4.3(4)

d) Members of parliament: Benchmarks 5.3(4) and 5.3(5)

e) Heads of the regulatory authorities: Benchmark 6.8(2).

Terms and conditions of employment for public officials:

1)

Terms and conditions of employment should be fair, impartial and
consistent throughout the public sector. Public officials of equal seniority
should have equal terms and conditions. Better terms and conditions
should be provided according to seniority or skill only to the extent
reasonable and justified.
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11.6

11.7

11.8

11.9

2) All terms and conditions of employment, including those relating to
role, duties, responsibilities, remuneration, tenure, code of conduct and
disciplinary procedures, should be set out clearly in writing, whether in
a contract, statute or otherwise.

3) It should be a condition of employment that public officials are
required to:

a) comply with a code of conduct which includes the provisions in
Benchmark 11.10 to 11.18, and be subject to sanctions if they fail to
comply

b) undergo anti-corruption training, as provided for in Benchmark
11.19.

4) All terms and conditions of employment for public officials should be
available to the public.

Reasonable remuneration for public officials: Save for those in unpaid
or honorary positions, public officials should receive remuneration that
is reasonable and equitable taking into account the level of economic
development of the State and the public official’s duties, responsibilities and
skill. Pay scales for public sector remuneration, and the method and criteria
for determining such remuneration, should be available to the public. Salaries
should be promptly and regularly paid, and benefits provided, in accordance
with the public official’s contractual entitlement.

Protection for public officials: Reasonable protection should be provided
to public officials, and to their spouses and children, whose exercise of their
public functions may put them at risk of threats or actual harm.

Bonuses and targets for public officials: Performance bonuses and targets
and other incentives should have reasonable safeguards to ensure they do not
encourage corruption.

Personnel records of public officials: Accurate and up-to-date personnel
records should be kept and, where possible, computerised. Records should
include all relevant details of the public officials, including details of their
identity, appointment, employment terms and conditions (Benchmark
11.5(2)), positions held, disclosures made (Benchmarks 11.12 and 11.13) and
any disciplinary action taken against them.

Code of conduct

11.10 Code of conduct for public officials:

1) Public officials should comply with a code of conduct which includes
principles designed to combat corruption. Such code of conduct should
cater for the particular corruption risks inherent in the functions of the
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public official and should provide for the matters in Benchmarks 11.11
to 11.18.

Separate codes of conduct, complying with (1) above, may be provided
for different types of public officials, such as members of the judiciary,
members of parliament and law enforcement officers, so as to take
account of their different functions and responsibilities.

11.11 Overriding duties of public officials in combating corruption: Public

officials should:

1) act effectively, honestly, impartially, transparently and free from
improper influence

2) comply with the law and applicable public sector regulations, policies
and procedures

3) use all reasonable endeavours to ensure that, in the function and
department in which they are employed, matters are conducted
and public resources are applied effectively, honestly, impartially,
transparently, free from improper influence, and in accordance with the
law and applicable public sector regulations, policies and procedures

4) be aware of corruption risks in their public functions, and of how to

avoid, prevent and deal with corruption.

11.12 Interests and assets of public officials:

1)

Types of disclosures: Public officials who are in positions which are
vulnerable to a risk of more than low value corruption should:

a) disclose their outside activities, interests and affiliations, and their
assets, investments, income, financial accounts, debts and other
liabilities, including those:

i) in the State territory or in foreign jurisdictions

ii) that are current or were held within a previous period as
prescribed by the regulations

iii) held directly or indirectly, or by way of legal or beneficial
interest, by the public official or her/his spouse or children

iv) held by other persons for the benefit of the public official or
her/his spouse or children

b) disclose the matters in (a) above of their spouses and children
c) allow monitoring of the accounts disclosed under (a) and (b) above

d) declare whether any of the matters in (a) or (b) above have any
connection or dealings, directly or indirectly, with the public sector,
and if so, the nature of the connection or dealings.

Such disclosures and declarations should be made to and monitored by
an appropriate body designated for this purpose.
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2)

Timing and detail of disclosures: Such disclosures and declarations
should be made:

a) when the potential public official is selected for employment but
prior to appointment (Benchmark 11.4(2)(e) above)

b) if employed, annually thereafter.

Such disclosures should be in sufficient detail so as to explain the nature

and value of the matters disclosed and their location, and to enable

assessment of whether they reveal any existing or potential conflict of

interest, corruption risk or corrupt activity.

11.13 Conflicts of interest of public officials:

1)

2)

3)

4)

5)

For the purposes of this Benchmark, a public official has a conflict of
interest where the personal or business interests of the public official or
those of her/his relatives, spouse or associates could interfere with the
proper performance by the public official of her/his official duties.

Public officials should disclose, to an appropriate body designated
for this purpose, all existing and potential conflicts of interest. Such
disclosures should be made prior to appointment, and thereafter as and
when any such conflicts of interest arise.

Public officials should not participate in any matter in connection with
their public function where they have a conflict of interest and should
withdraw from any matter in which a conflict of interest becomes
apparent.

Public officials should not engage in any outside activity, or acquire any
outside position or interest, which gives rise to a conflict of interest with
their public functions.

Former public officials should not, for a prescribed reasonable period of
time after leaving their public office, engage in activities or acquire any
position or interest in the private sector where such activities, position
or interest relate to, or are connected with, the functions previously held
by the public official in the public sector.

11.14 Gifts, hospitality, entertainment, donations and other benefits for public
officials: Public officials and members of their family should not solicit or
accept, directly or indirectly, any gifts, hospitality, entertainment, donations
or other benefits in connection with the public official’s functions, or that
may influence the exercise of those functions.

11.15 Facilitation payments: Public officials should not solicit or accept facilitation

payments.

11.16 Expenses of public officials: Public officials should be allowed, and should
claim and be entitled to reimbursement for, only those expenses which are
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reasonable, are solely and necessarily incurred for the purposes of their
public function, are within pre-agreed limits set by their employment terms
and conditions, and are fully substantiated.

11.17 Reporting by public officials: Public officials should make a report, to the
appropriate body(ies) in Benchmark 21.2 or other body as prescribed by the
regulations, where they believe in good faith or on reasonable grounds that
any of the matters referred to in Benchmark 21.1 have occurred in relation to
a public official or public sector organisation or its activities.

11.18 Co-operation by public officials in relation to the investigation and
prosecution of corruption offences: Public officials should co-operate
with the law enforcement authorities in relation to the investigation and
prosecution of corruption offences and in relation to asset recovery.

Training of public officials

11.19 In order to combat corruption, public officials should receive training to
ensure they are competent to perform their public functions, training in
relation to compliance with the code of conduct, and anti-corruption training
in accordance with Benchmark 20 (Anti-corruption training).

Assessment and monitoring
11.20 A body designated for such purpose should:

1) monitor and assess compliance by public officials with the relevant codes
of conduct

2) monitor the processes under Benchmarks 11.12 and 11.13 to ensure that
the required disclosures and declarations are being made as required

3) promptly assess such disclosures and declarations in order to determine
whether they are accurate and complete, whether further information is
required, whether they reveal any conflict of interest, corruption risk or
corrupt activity, and what consequent action is required, if any

4) ensure that such disclosures and declarations and any consequent action
required are published to the public, save for those details (such as bank
account numbers) which should be kept confidential to guard against
criminal activity.

Disciplinary procedures and sanctions for public officials

11.21 The following disciplinary procedures and sanctions for public officials
should be applied by their employer or by the employment regulatory body
responsible for disciplining the relevant public officials:
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1)

2)

3)

4)

5)

Misconduct by public officials: Public officials should be disciplined
for misconduct, including for any breach of their employment terms
and conditions, their code of conduct or the regulations. Disciplinary
processes should be fair, impartial, clear, predefined, in writing,
transparent and disclosed to public officials and the public. Where
breach is established, proportionate sanctions should be applied. Rights
of appeal should be available to public officials against any disciplinary
decision.

Unexplained wealth of public officials: Where the employer or
regulatory body has reasonable grounds to suspect, whether from the
disclosures under Benchmark 11.12 or otherwise, that a public official or
her/his spouse or children, has assets or wealth that cannot reasonably
be explained in relation to her, his or their lawful income, the employer
or regulatory body should refer the matter to the law enforcement
authorities.

Unsupported debts and other liabilities of public officials: Where the
employer or regulatory body has reasonable grounds to suspect, whether
from the disclosures under Benchmark 11.12 or otherwise, that a public
official or her/his spouse or children, has significant unsupported debts
and/or other liabilities, then the employer or regulatory body should:

a) in the case of an elected public official, publish the information to
voters

b) in the case of public officials, require that the public official is
excluded from positions or transactions where she/he may be
vulnerable to a risk of more than low value corruption.

Public officials accused or suspected of a corruption offence: Where
the employer or regulatory body has reasonable grounds to suspect that
a corruption offence may have been committed by a public official, they
should:

a) pending final determination of the allegation, require that the
public official is suspended from her or his post, or reassigned to a
post which is not vulnerable to more than a low risk of corruption

b) refer the matter to the law enforcement authorities for investigation
and prosecution. Such investigation and prosecution, if any, should
be carried out expeditiously.

If it is found that there is insufficient evidence against the official, or she
or he is found to be not guilty of the allegation, then the official may be
returned to the original post or to a materially equivalent post.

Employment sanctions for public officials convicted of a corruption
offence: Where public officials are convicted of a corruption offence
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then, depending on the gravity of the offence, and in addition to any
criminal sanctions, they should be disqualified for an appropriate period
of time or permanently from holding:

a) any position as a public official

b) any executive, senior managerial or financial role in any private
sector organisation

No unjustified penalties for public officials: Public officials should not
be penalised (for example, by demotion, disciplinary action, transfer or
dismissal) for (i) refusing to participate in activities in respect of which
they have in good faith or on reasonable grounds judged there to be an
unacceptable risk of corruption, or (ii) for reporting, in good faith or
on reasonable grounds, suspected corruption or breach of the code of
conduct or of the regulations.

Transparency to the public

11.22 Transparency to the public: Save to the extent contrary to the public interest,
each of the bodies in (4) below should, in respect of the public officials in (4)
below, promptly provide the following information to the public:

1)

2)

Website: Up-to-date information should be published on a freely
accessible public website(s):

a) to enable the public to have a good understanding and knowledge
of the matters relating to the employment, conduct and disciplining
of the public officials

b) to assist the public in assessing whether:

i) employment and disciplinary processes are being carried out
in accordance with the regulations and the law, and without
corruption

ii) the public officials are acting in accordance with their
responsibilities and duties under the regulations and the law,
and without corruption.

Such information should include the following:

a) (links to) all laws and regulations governing the employment,
conduct and disciplining of the public officials

b) information relating to the relevant employment regulatory
authority (Benchmark 6.11)

c) explanation of the processes concerning appointment, transfer,
promotion, demotion, suspension and dismissal of the public
officials (Benchmark 11.4)
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d) vacancies for positions (Benchmark 11.4(2)(a))

e) terms and conditions of employment (Benchmarks 11.5(2) and
11.5(4))

f) pay scales for remuneration, and the method and criteria for

determining such remuneration (Benchmark 11.6)
g) codes of conduct (Benchmark 11.10)

h) disclosures and declarations made under Benchmarks 11.12 and
11.13 by each public official (Benchmarks 11.20(2) to 11.20(4))

i)  consequent actions required by the monitoring body in relation to
such disclosures and declarations (Benchmark 11.20(4))

j)  unsupported debts or liabilities of each elected public official
(Benchmark 11.21 (3)(a))

k)  the conduct and outcome of disciplinary and prosecution processes
relating to each public official, including the sanctions imposed
(Benchmark 11.21)

1) an explanation of how complaints and reports concerning public
officials may be made (Benchmark 10.19)

m) an explanation of the publics entitlement to disclosure of
information under this Benchmark.

3) Responses to requests for information: Information or documents
reasonably requested by the public regarding any matter concerning
the employment, conduct or disciplining of a public official should be
provided to the public within a reasonable period as prescribed in the
regulations.

4) Responsibility for providing information: The information in (1) to (3)
above should be provided by the following:

a) for employed public officials, the information should be provided
by their public sector employer or the relevant regulatory authority
(Benchmark 11.2)

b) for public officials who are not employed by a public sector
employer, the information should be provided by the relevant body
as prescribed by the regulations.
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Benchmark 12

Issuing permits

Principle: Implement regulations which are designed to combat corruption in
relation to the issuing of government permits.

12.1

12.2

12.3

12.4

12.5

Regulations: Regulations should be implemented which are designed
to combat corruption in relation to the issuing of government permits.
Such regulations should: be based on principles of honesty, impartiality,
transparency and accountability; provide for the matters in this Benchmark;
be documented in writing; and accord with international good practice.
Scope of application: Such regulations should be complied with by all public
sector organisations in relation to all government permits which they issue.
References below in this Benchmark to ‘organisation’ are to the relevant
public sector organisation implementing a permit issuing process.

Permit issuing personnel: All personnel who have any involvement with
a permit issuing process on behalf of the organisation should be employed,
trained, disciplined and comply with a code of conduct, in accordance with
Benchmark 11 (Public officials).

Assessment of the purpose of the permit: The organisation issuing the
permits, or an appropriate other person, should undertake an assessment
of the following factors in relation to the purpose of the permits which the
organisation is responsible for issuing:

1)  What is the purpose of the permit?
2) Isthe purpose necessary for good governance or the public interest?
3) Does the permit usefully fulfil that purpose?

4) If the permit is not necessary, or does not usefully fulfil its purpose,
should it be:

a) changed or upgraded so that it is necessary and fulfils its purpose

b) replaced by an alternative control which is necessary and fulfils its
purpose, or

c¢) abandoned?

Assessment of the permit issuing process: The organisation issuing the
permits, or an appropriate other person, should undertake an assessment
of the following factors in relation to the process by which the organisation
issues permits:

1)  What are the steps in the process?
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12.6

12.7

12.8

2) Iseach step necessary for good governance or the public interest?
3) Does each step usefully fulfil its purpose?
4) Could each step be carried out more efficiently?

5) If a step is not necessary, does not usefully fulfil its purpose, and/or
could be carried out more efficiently, should it be:

a) changed or upgraded so that it is necessary, fulfils its purpose, and/
or is more efficient

b) replaced by an alternative step which is necessary, fulfils its
purpose, and/or is more efficient, or

¢) abandoned?

Improvement of the permit issuing process: Taking into account the
outcome of the assessments in Benchmarks 12.4 and 12.5, the organisation
should appropriately amend the required permits and permit issuing process
so that:

1) all permits required are necessary for good governance or the public
interest and usefully fulfil their purpose

2) all steps in the permit issuing process are necessary for good governance
or the public interest, usefully fulfil their purpose and are carried out
efficiently.

Repeat of assessments: The organisation should periodically repeat the
assessments in Benchmark 12.4 and 12.5 so as to ensure the continuing
necessity and usefulness of the permits, and the necessity, usefulness and
efficiency of the permit issuing process.

Controls over the permit issuing process: The organisation should
implement controls over the permit issuing process which are designed to
minimise the risk of corruption. These should include the following controls:

1) Publication of permit issuing process: The following information
should be published by the organisation in an appropriately
comprehensive and understandable format in a prominent and easily
accessible location both on the organisations website and at any of the
organisation’s offices which are attended by applicants for permits:

a) the conditions which govern the issuing of permits

b) the documents which need to be completed by the applicant and
how these can be obtained (see (9) below)

c) the evidence which the applicant needs to provide to support the
application

d) the factors which should be taken into account by the public official
in deciding whether or not to issue the permit, and what conditions
to apply
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e) the time which a permit should take to be issued, from moment of
submission of application to moment of issue

f)  the fee for the permit; if there are various categories of fee, then the
different categories and fees should be clearly explained

g) the commitment of the organisation to deal with applications
honestly, impartially, transparently and accountably

h) the right of the applicant:

i) to appeal against a decision not to issue a permit or against the
conditions imposed on the permit (Benchmark 12.10)

ii) to complain in the event that the applicant believes that she/he
has been unfairly or badly treated (Benchmark 12.13)

iii) to report any request from a public official for a bribe, or any
other suspected corruption in the permit issuing process
(Benchmark 12.13)

i)  an explanation of how any appeal, complaint or report in (h) above
can be made.

Personnel: All public officials involved in the issuance of government
permits should have no conflict of interest in relation to the permit
being issued, and should be expressly prohibited, in relation to the issue
of government permits, from:

a) charging fees in excess of those legally due
b) unreasonably delaying, obstructing or refusing their issue

c) imposing any conditions other than those which are both
permitted by the regulations and justified by the circumstances.

Minimisation of human discretion, interface and intervention: The
permit application process should as far as possible:

a) be decided on objective factors which do not require discretion
b) not require human interface
c) beautomated so as not to require human intervention.

Complex decisions: Complex decisions which involve more complex
evidence, more subjective elements or higher value transactions, should
be taken by more than one public official of appropriate skill and
seniority.

Application tracking: The permit application process should be tracked
from the time of the application being logged to the time of issuing or
rejection.

Decision timing: The permit should be issued or rejected within a
prescribed time after the application has been filed.
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12.9

12.10

7)

8)

9)

Notification of progress and decision:

a) In the event of computerised application tracking under (5) above,
the applicant should be able to track the progress of the application
online.

b) The decision should be communicated to the applicant as soon as
possible after it is made.

Automation or separation of payment process: The payment process
for permits should either:

a) be automated by online or machine-controlled processes which can
only accept the correct payment amount, or

b) be separated from the permit issuing process.

Availability of permit application documents: The documents which
need to be completed by the applicant in order to obtain a permit should
be available free of charge from either of:

a) an easily accessible location on the organisation’s website, or

b) a publicly accessible place at the organisation’s permit issuing office.

Decisions impacting on other members of public: Where a permit issuing
decision impacts on members of the public other than the applicant then, in
addition to the relevant controls in Benchmark 12.8, the following controls
should be implemented by the organisation:

1)  Prior to the decision on the permit being taken, the members of the public
affected by the application should be notified of the application and that
they have the right to submit comments on or objections to the application.

2) The method by which the organisation notifies the public under (1)
above should be reasonable in the circumstances.

3) The organisation should allow a reasonable time between the
notification to the public and its decision so as to allow public comment
or objection.

4) The organisation should take into account any comments or objections
of the public in coming to its decision on the permit.

5) The decision on the permit should be made by more than one person of
appropriate seniority.

6) The decision should be promptly published on the organisation’s website,
together with all reasons for the decision and all documents taken into
account in coming to the decision.

Appeal process:

1) An appeal process should be established under which an applicant who

has been refused a permit, or on whom conditions have been applied,
can appeal against the refusal and/or conditions.
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2) The appeal should be dealt with by a different public official from the
one who rejected the application or imposed the conditions.

3) The appeal process must follow the same principles in relation to
publication of the appeal process, availability of appeal documents,
decision timing, decision notification, appeal tracking, separation of
payment function (if there is a fee for the appeal), and auditing of the
appeal process as those that are specified above in relation to the original
application.

4) The appeal decision may:
a) confirm the original decision
b) grant or revoke the permit
¢) remove or amend the conditions of the permit.

Auditing of permit issuing process: The permit issuing process
(Benchmarks 12.4 to 12.10) should be audited by an independent person
in accordance with Benchmark 19 (Independent auditing) so as to assess
whether it is being carried out in accordance with the regulations and
without corruption. The full audit report should be disclosed to the public.
This audit should include:

1) undertaking an appropriate number of sample audits of the permit
issuing process

2) undertaking specific audits of a specific public official or application in
cases where:

a) the sample audit in (1) above has uncovered suspicious
circumstances or patterns

b) acomplaint or report has been made in relation to a specific public
official or application.

Records: Comprehensive and accurate records of the permit issuing process
should be prepared and retained in accordance with Benchmark 10.21
(Public sector organisations).

Complaints and reporting systems: The organisation should ensure that the
complaints and reporting systems which it implements under Benchmark
10.19 allow for complaints and reports of suspected corruption in relation to
the organisation’s permit issuing processes.

Transparency to the public: Save to the extent contrary to the public interest,
the organisation should promptly provide the following information to the
public:

1) Website: Up-to-date information should be published on a freely
accessible public website(s):
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a) to enable the public to have a good understanding and knowledge
of the permit issuing process

b) to assist the public in assessing whether the permit issuing process
is being carried out in accordance with the regulations and the law,
and without corruption.

2)  Such information should include the following:

a) (links to) all laws and regulations relating to permit issuing

b) an explanation of the permit issuing process (Benchmark 12.8(1))

c) an explanation of the controls over the permit issuing process
(Benchmarks 12.8(2) to (8))

d) the permit application documents (Benchmark 12.8(9))

e) permit decisions which impact on other members of the public,
together with all reasons for the decisions and all documents taken
into account in coming to the decisions (Benchmark 12.9(6))

f)  full audit reports of the permit issuing process (Benchmark 12.11)

g) an explanation of the complaints and reporting systems
(Benchmark 12.13)

h) an explanation of the publics entitlement to disclosure of
information under this Benchmark.

3) Responses to requests for information: Information and documents
reasonably requested by the public regarding any matter relating to the
permit issuing process should be provided within a reasonable period as
prescribed by the regulations.
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Benchmark 13

Procurement

Principle: Implement regulations which are designed to combat corruption in

public sector procurement.

Regulations

13.1

13.2

Regulations: Regulations should be implemented which are designed to
combat corruption in public sector procurement. Such regulations should: be
based on principles of honesty, impartiality, competition, transparency and
accountability; provide for the matters in this Benchmark; be documented in
writing; and accord with international good practice.

Regulatory authority: An authority or authorities (‘the procurement
regulatory authority’) should be designated or established which is subject
to the measures in Benchmark 6 and has overall responsibility for regulating
public sector procurement.

General provisions

13.3

13.4

13.5

13.6

Scope of application: The procurement regulations should be complied with
by all public sector organisations in relation to all public sector procurement.

Overriding principle: All procurement processes should be designed and
carried out so as to ensure they are impartial and fair, maximise competition
and transparency, meet the needs of the procuring entity, provide certainty
and value for money, are accountable, and are in accordance with the
procurement regulations.

Overriding duties of the procuring entities and procurement personnel:
Procuring entities and procurement personnel should act honestly,
impartially, independently, transparently and accountably, and in accordance
with the procurement regulations.

Procurement personnel: All personnel who have any involvement with a
procurement process on behalf of a procuring entity should be employed,
trained, disciplined and comply with a code of conduct, in accordance with
Benchmark 11 (Public officials).
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13.7 Communications and dealings between the procuring entity and
suppliers:

13.8

13.9

1)

2)

Communications and dealings, whether direct or indirect, between
the procuring entity and suppliers should be only as necessary for the
legitimate purposes of the procurement and should be conducted by the
procuring entity so as to ensure: equal and fair treatment of all suppliers;
prompt and timely provision of all necessary information, notices, and
decisions; confidentiality; and security.

All material communications and dealings should be in writing or, if
initially oral, should as soon as possible be confirmed in writing, should
state all material content, dates and times, and should be signed by the
person(s) issuing, or preparing the record of, the communication. The
date of transmission and receipt of communications should be recorded.

Procurement records: Comprehensive and accurate records of each

procurement process should be prepared and retained by the procuring
entity in accordance with Benchmark 10.21 (Public sector organisations).
Such records should be retained for the period prescribed in the regulations.

Management of the procurement: The procuring entity should ensure
that its procurements are effectively managed on an ongoing basis by
an appropriate number of its managers who are of appropriate skill and

seniority. In relation to each procurement they manage, such managers
should ensure that:

1)
2)

3)

4)

5)

6)

7)

the procurement is conducted in accordance with this Benchmark 13

all decisions required to be made by the procuring entity in the
procurement process are made in accordance with Benchmark 10.14
(Public sector organisations)

no improper benefit or advantage is requested by, given to, or
received from, any individual or organisation in connection with the
procurement

no public official in a position of authority or influence in relation to the
procurement has a conflict of interest in relation to the procurement
they are alert to any suspicions of corruption in relation to the
procurement process and that any such suspicions are investigated and
properly resolved

the contract is not awarded unless and until such suspicions have been
satisfactorily resolved

where there are reasonable grounds to suspect corruption in relation to
the procurement process, the matter is referred to the law enforcement
authorities.
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The procurement process

13.10

13.11

13.12

13.13

Procurement needs assessment: Prior to the decision to make a procurement,
the procuring entity should ensure that the envisaged procurement:

1) s for a legitimate purpose which is in accordance with the procuring
entity’s objectives

2) isnecessary for the procuring entity to be able to achieve that purpose
3) is permitted by the procuring entity’s budgetary requirements
4) will provide value for money for the procuring entity

5) in the case of procurements with an estimated value over a prescribed
threshold, is shown to be justified by a written and objective needs
assessment, technical assessment and value for money assessment
provided by a suitably skilled and independent third party

6) is approved in accordance with the decision-making procedures in
Benchmark 10.14 (Public sector organisations).

Procurement subject matter and its design: The design of the procurement
subject matter should be predetermined, based on the needs of the procuring
entity, and described in terms that are clear, comprehensive, objective,
functional and generic. The procurement subject matter should not be
designed so as to favour any particular suppliers or to artificially narrow
competition.

Estimate of the contract value: The procuring entity should prepare an
estimate of the reasonable expected value of the procurement contract. The
estimate should be used:

1) to determine where the procurement lies in relation to prescribed
contract value thresholds. The procuring entity should not divide the
procurement or use a valuation method for estimating the contract value
so as to change where the procurement lies in relation to such value
thresholds unless justified by objective reasons

2) as a comparison for assessing whether offered prices appear to be
unreasonably high or low. The procuring entity should not estimate
a false or inappropriate contract value so as to provide a false or
inappropriate basis of comparison for the offer evaluation.

Economic offsets: Economic offsets should not form part of the procurement

arrangement. The subject matter of any proposed economic offset should be

separately procured.

13.14 Illicit contractors: No individual or organisation should be nominated

or allowed by the procuring entity to participate in any capacity in relation
to the performance of a public sector contract or to receive any funds in
relation to the performance of a public sector contract unless that individual
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or organisation has a genuine legitimate role in relation to the contract, is
appropriately qualified to undertake such role, and has (where it is a supplier)
been appointed in accordance with the procurement regulations.

13.15 No negotiations or dialogue: Save where permitted in accordance with
Benchmark 13.16(4)), there should be no negotiations or dialogue between
the procuring entity and suppliers during the procurement process.

13.16 Procurement methods: The procurement regulations should specify the
procurement methods that may be used, define each method with all
necessary steps and timetables, and state the precise criteria for using each
such method. All methods should maximise competition and transparency
as far as possible. All the provisions of Benchmark 13 should apply to all
procurement methods specified below except to the extent expressly specified
below or to the extent that a provision cannot apply due to the nature of the
procurement method. The specified procurement methods should provide
inter alia for the following:

1)

2)

3)

4)

5)

Open competitive process: An open competitive process should be used
for all procurement save as permitted under (2) to (5) below.

Low value competitive process: Where the estimated contract value
(Benchmark 13.12) is below the prescribed threshold for an open
competitive process, the number of suppliers invited to participate may
be restricted but should be as many as practicable, and at least three,
so as to ensure adequate competition. A less onerous process than
that required by Benchmark 13 may also be used for such low value
procurement, subject to the overriding principle in Benchmark 13.4.

Restricted competitive process: Where, according to prescribed
criteria, the procurement necessitates a restricted competitive process,
a minimum number of suppliers should be prescribed so as to ensure
adequate competition. Where the restricted process requires suppliers
to pre-qualify before being entitled to participate, the opportunity to
pre-qualify should be open to all suppliers.

Negotiations or dialogue: Where, according to prescribed criteria, the
procurement necessitates negotiations or dialogue, safeguards should
be implemented to ensure that the negotiations or dialogue are not
used to favour a supplier or to the detriment of the procuring entity.
A minimum number of suppliers should be prescribed so as to ensure
adequate competition.

Single-source procurement: Single-source procurement may be used
only where and only to the extent that:

a) works, products, services, loans, assets, or operation of a
concession to be procured are available only from a particular
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6)

7)

8)

9)

Benchmarks

supplier, and where the specification has not been manipulated so
as to restrict it to the particular supplier, or

b) there is a need for standardisation or compatibility with existing
works, products, services, loans, assets, or operation of a
concession, or

c) it is essential for prescribed reasons of national security or
emergency, and where such emergency was not foreseeable by
the procuring entity and not due to delay on its part, and where
Benchmark 13.16(9) has been followed.

Restricted transparency: The disclosure requirements in the
procurement regulations, including those in Benchmark 13.34, may
be limited only where and only to the extent essential for prescribed
reasons of national security and where Benchmark 13.16(9) has been
followed.

Expedited procurement: The procurement process may be expedited
only where and only to the extent essential for prescribed reasons
of national security or emergency, where such emergency was not
foreseeable by the procuring entity and not due to delay on its part, and
where Benchmark 13.16(9) has been followed.

Mixed contracts: In the event that part of a procurement qualifies
for single-source procurement under (5) above, or for restricted
transparency under (6) above, or for expedited procurement under
(7) above, then only that part should be procured using single-source
procurement, or restricted transparency, or expedited procurement. The
remainder of the procurement should be placed under the appropriate
method under (1) to (4) above and with full transparency and normal
timetable and process.

Decision to use single-source procurement, or to restrict
transparency, or to expedite procurement: Where the estimated
contract value is above a prescribed threshold (Benchmark 13.12(1)),
the decision to use single-source procurement under (5) above, or
to restrict transparency under (6) above, or to expedite procurement
under (7) above, and to what extent to do so, should be determined by
an independent body, honestly and impartially and on the basis of the
objective and essential public interest. Any consequent procurement
process should be monitored by the independent body to ensure that
the procurement is carried out in compliance with the provisions of the
procurement regulations. The independent body should provide written
reports of its determination and monitoring to the procuring entity, the
procurement regulatory authority, parliament and the public, subject
to any necessary transparency restrictions under (6) above. Safeguards
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10)

should be implemented in the relevant procurement processes to ensure
that such single-source procurement, restricted transparency and
expedited procurement are not used to provide preferential treatment to
any supplier or for other corrupt purposes.

Decision to use a particular procurement method: Any decision to
use a particular procurement method other than the open competitive
process (Benchmark 13.16(1)) should be:

a) properly justified in writing, with all necessary supporting evidence

b) approved in accordance with the decision-making procedures in
Benchmark 10.14 (Public sector organisations).

13.17 Criteria in the procurement process:

1)

2)

General principles: All criteria for the procurement process should be
predetermined, pre-disclosed, objective, relevant and proportionate to
the subject matter of the contract, designed to maximise competition
and value for money, designed to minimise the need for discretion by
procurement personnel, and sufficiently clear, measurable and detailed
to enable verification of whether the criteria have been satisfied. Criteria
should not be designed with the intention of favouring any particular
supplier and should not be changed in any negotiations or dialogue.
The procuring entity should apply all criteria fairly and impartially
and should use all reasonable endeavours to verify the accuracy of the
information and evidence provided by the supplier.

Criteria for pre-qualification and qualification: In order to pre-qualify
or qualify to participate in a procurement process, a supplier should
provide a declaration and reasonable supporting evidence to the
procuring entity that:

a) it has the necessary competence, resources and financial and legal
standing to perform the contract.

b) it has no connection with any person that could constitute a conflict
of interest in relation to the procurement (in relation to which
the supplier should also provide details of its legal and beneficial
ownership, and authorisations to enable the procuring entity to
verify such ownership with relevant company registries or agents).

c) it has not been debarred from participating in public sector
procurement.

d) it has implemented an anti-corruption management system in
accordance with Benchmark 10 (where the supplier is a public sector
organisation) or the Annex to the Guidance (where the supplier is a
private sector organisation and the estimated contract value is over a
prescribed threshold). In relation to such implementation, evidence
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provided by the supplier should be in the form of a reputable third
party certification.

e) the supplier and its senior managers do not have unspent

convictions for corruption offences. If the supplier has unspent
convictions but can demonstrate that it has taken adequate
measures, as prescribed in the procurement regulations, to prevent
such further offences being committed, then the procuring entity
may treat the conviction as nullified for purposes of pre-qualification
and qualification.

3) Criteria for mandatory exclusion: At any point in the procurement
process, a supplier should be excluded from the process if the procuring
entity has sufficient plausible evidence to conclude that the supplier or
its senior managers, or any of its sub-suppliers, whose estimated contract
values are above a prescribed threshold, or their senior managers have,
in relation to the procurement:

a) committed a corruption offence
b) obtained an improper competitive advantage

¢) a connection with a person which constitutes a conflict of interest,
or

d) provided information that is materially false or incomplete.

4) Supplier’s sub-suppliers: The supplier’s sub-suppliers, whose estimated
contract values are above a prescribed threshold, should also be subject
to the criteria in (2) and (3) above.

5) Criteria for evaluating offers: All submissions should be evaluated in
accordance with evaluation criteria which accord with (1) above and
which are based on the most economically advantageous offer, taking
into account all relevant factors, such as price (including the assessment
in 13.12(2)), whole life-cycle costing, quality, programme, safety,
integrity and technical and financial capability. To the extent practicable,
all non-price evaluation criteria should be objective, quantifiable and
expressed in monetary terms.

13.18 Notices of intended procurement: At the outset of the procurement, the
procuring entity should make known its intentions of planned procurement
by the publication of a procurement notice which describes the subject
matter of the intended procurement, the chosen procurement method and
the reasons for this choice, and how the procurement process will proceed.
Such notice should be published at the same time:

1) to suppliers of the number appropriate to the chosen method of
procurement, and
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13.19

13.20

13.21

2) to the public. In cases of single-source procurement, the name of the
selected supplier and the reason for the selection should also be included
in the notice to the public, in addition to the information specified above.

Solicitation documents:

1) The procurement should be conducted on the basis of solicitation
documents issued by the procuring entity. Such documents should
be expressed impartially and in understandable terms, made equally
available at the same time to all participating suppliers, should require
a response by way of written submission by a specified deadline, and
should contain all information necessary to enable the suppliers to
provide a timely and responsive submission. Such documents should also
state the minimum number of suppliers that will be invited to participate
and the minimum qualification criteria to be met by all suppliers. The
time and date of issue of solicitation documents should be recorded.

2) The terms and conditions of contract should be provided as part of the
solicitation documents. They should include a contractual commitment
by each of the supplier and the procuring entity to take all reasonable
steps to prevent corruption by, on behalf of or for the benefit of, the
supplier or the procuring entity in connection with the contract.

3) Any clarification of solicitation documents should be made only prior to
the deadline specified for making of submissions and should be notified at
the same time to all participating suppliers, giving them reasonable time to
take such clarifications into account in their submissions. No clarification
should be made with the intention of benefiting any particular supplier.

4) Solicitation documents should be published to the public at the
same time as their issue to suppliers, as should any clarifications or
modifications.

Submissions: All submissions by suppliers should be made in writing by a
secure method within the deadline specified by the solicitation documents.
The time and date of receipt of submissions should be recorded by the
procuring entity. No changes should be permitted to submissions after the
deadline for submission. Submissions should be kept secure to avoid any
tampering with them prior to the opening time specified in the solicitation
documents.

Opening of submissions: Submissions should be opened only after the
deadline for submissions has expired and only at the time specified in
the solicitation documents. At the opening, the procuring entity should
announce the names of all suppliers who have made submissions and all
other elements of the submissions which are necessary for applying the award
criteria, and should then publish a written record of such information to all
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13.24
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participating suppliers and to the public. The procuring entity may request
clarification of a submission provided such request is transparent and
impartial, is notified to all participating suppliers, and does not result in any
change to the submission. Where submissions contain purely arithmetical
errors discovered during examination of the submissions, these may be
corrected provided that prompt notice of such correction is given to all
participating suppliers.

Evaluation of submissions: Evaluation of submissions should be carried
out honestly and impartially, in accordance with the evaluation criteria,
and by two or more procurement officials (the number, skill and seniority
determined according to prescribed contract value thresholds (Benchmark
13.12(1))). During the evaluation process, no communication should
take place between the evaluators (or other procurement official) and any
participating supplier. The evaluators should be alert to any indication in
the submissions of possible corruption in the procurement process. The
evaluators should issue a written evaluation report, signed by them, and
each evaluator should sign a declaration that they have made the evaluation
honestly and in good faith and based on the evaluation criteria, and that they
had no conflict of interest in respect of the evaluation.

Rejection of submissions: Submissions should be rejected only on grounds
stated in the procurement regulations. Such grounds should be fair and
reasonable and should relate only to the following:

1) the supplier does not meet the qualification requirements (including
those in Benchmark 13.17(2))

2) there are grounds for mandatory exclusion of the supplier (including
those in Benchmark 13.17(3))

3) the submission is not responsive

4) the submission is submitted late, or

5) the submission price is abnormally low or high in comparison to the
estimated contract value (Benchmark 13.12(2)) or according to other
objective assessment and where, having consulted the supplier, the
procuring entity reasonably believes that the supplier has not adequately
accounted for the low or high price.

Any rejection should be made fairly, transparently and impartially.

Notice of outcome of the evaluation: Following the evaluation, a notice
should be provided promptly in writing and at the same time to all
participating suppliers and to the public of the outcome of the evaluation.
Such notice should:

1) identify the successful supplier
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13.25

13.26

13.27

2) provide sufficient information for suppliers to assess whether the
procuring entity’s decision was reasonably based

3) explain that unsuccessful suppliers are entitled to receive an explanation
of why their submissions were not successful

4) explain the procuring entity’s intention to accept the successful
submission subject to providing opportunity for challenge to the
evaluation decision

5) explain the standstill period (Benchmark 13.25) and how unsuccessful
suppliers may challenge the evaluation decision should they wish to do
so (Benchmark 13.29).

Standstill period: Following issue of the notice of outcome of the evaluation,
there should be a reasonable prescribed standstill period during which time
the procuring entity should not be permitted to enter into the procurement
contract and unsuccessful suppliers may challenge the outcome of the
evaluation by way of a process under BM 13.29. The procurement may
proceed without a standstill period only on the grounds stated in Benchmark
13.16(7) and where Benchmark 13.16(9) has been followed.

Acceptance of the successful submission: The successful submission should
be accepted only after:

1) the standstill period has ended

2) any challenge notified during the standstill period has been resolved and
has not been successful

3) approval of the intended acceptance has been provided in writing and
signed by two or more procurement officials (the number, skill and
seniority determined according to prescribed contract value thresholds
(Benchmark 13.12(1)) and who are different from and senior to those
persons who evaluated the submissions).

Following (1) to (3) above, notice of the acceptance should be issued
promptly, in writing, to the successful supplier, to unsuccessful suppliers
and to the public, and should state the name of the successful supplier, the
contract price, and other factors of the submission relevant to its success.

Making of the contract: The terms and conditions of contract should be
at arm’s length. The contract should be entered into in accordance with the
mechanism specified in the solicitation documents and/or the regulations,
which mechanism should require a written contract, signed and dated
by both parties, and including all terms and conditions. All necessary
documents, including specifications and technical information, should
form part of and be attached to the contract. A signed copy of the contract
should be provided to and retained by the procuring entity and the successful
supplier. The contract should be disclosed to the public.
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13.28 Cancellation of the procurement process:

1) A procurement process may be cancelled by the procuring entity
only on objective, reasonable and prescribed grounds. Any decision

to cancel a procurement process should be made by two or more
procurement personnel of suitable seniority (the number, skill and
seniority determined according to prescribed contract value thresholds
(Benchmark 13.12(1))). Written notice of cancellation and reasons for
the cancellation should be provided to all participating suppliers and to
the public.

2) 'The procuring entity should be entitled to cancel the procurement
process inter alia where the procuring entity has sufficient plausible
evidence to conclude that there has been corruption by, on behalf of, or
for the benefit of, one or more participating suppliers or other persons
which has materially affected the integrity of the procurement process.

13.29 Challenge to the procurement process, contract award, or cancellation
of procurement: There should be an effective, fair, transparent, impartial
and independent process by which the procuring entity or suppliers can
seek, either during the procurement process or following contract award
or cancellation of the procurement, a review of the procurement process
and/or contract award and/or cancellation of the procurement on grounds
inter alia that the procurement regulations were not followed or that there
is evidence of corruption. Remedies should include interim measures
such as suspension of the procurement process or the contract, corrective
measures such as cancellation of the award and reinstatement of the
procurement, and/or damages. There should be a right of appeal to the
courts from any decision made. Prompt, written notice of the challenge and
of the outcome of the review process and of any appeal should be provided
to all participating suppliers and to the public. Such review process should
be without prejudice to any separate rights in law to bring civil or criminal
court action.

13.30 Procurement report: Following making of the contract award, the procuring
entity should prepare a written report setting out and justifying all material
steps taken in the procurement process, referencing all material information
and documents, and stating where such material and documents can
be found. In the event of any challenge to the award or cancellation of the
procurement, the procurement report should be amended and re-issued
with an explanation of these events and their outcomes. The report (and
any re-issue) should be issued promptly to the procurement regulatory
authority and to suppliers who participated in the relevant procurement and,
for procurement processes over a prescribed value threshold (Benchmark
13.12(1)), to parliament and to the public.
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Accountability, reporting and transparency

13.31 Monitoring and review of the procurement process:

1)

2)

3)

4)

5)

Oversight committee: The procuring entity should appoint a committee
made up of senior procurement officials which has oversight of all of
its procurement and to whom the procurement personnel should be
obliged to report on a regular basis.

Monitoring of the procurement process: The procurement process,
in relation to procurements over a prescribed value threshold, should
be monitored in accordance with Benchmark 18 (Independent
monitoring). Written monitoring reports should be issued promptly to
the oversight committee, parliament and the public.

Audit of the procurement process: The procurement regulatory
authority (or other prescribed body independent of the procuring
entity) should, in relation to procurements over a prescribed value
threshold and otherwise on a random sample basis, audit the
procurement processes so as to assess whether the procurement
processes are being carried out in accordance with the procurement
regulations and the law, and without corruption. Such audits should be
carried out in accordance with Benchmark 19 (Independent auditing).
Written audit reports should be issued promptly to the oversight
committee, parliament and the public.

Review by parliament and the public: The procurement reports
(Benchmark 13.30), the monitoring reports (Benchmark 13.31(2)) and
the audit reports (Benchmark 13.31(3)) should be reviewed by parliament.
Any report issued by parliament should be disclosed to the public.

Remedies and sanctions: Remedies and sanctions should include:

a) Disciplinary procedures and sanctions for procurement
personnel: Failure to follow the procurement regulations should
result in proportionate disciplinary action against the responsible
procurement personnel, as provided for in Benchmark 11.21
(Public officials).

b) Setting aside of contracts: Where it is found that a contract has
been awarded on the basis of a materially flawed procurement
process or corruption, the contract should be set aside or declared
void.

c) Referral for prosecution of corruption offences: Where there
are reasonable grounds to suspect that a corruption offence may
have been committed, the matter should be referred to the law
enforcement authorities for investigation and prosecution.
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13.32 Accountability of the procurement regulatory authority: The procurement
regulatory authority should be subject to the accountability requirements for
regulatory authorities set out in Benchmark 6.9 (Regulatory authorities).

13.33 Complaints and reporting systems:

1) The procurement regulatory authority should implement complaints
and reporting systems in accordance with Benchmark 6.10 (Regulatory
authorities).

2) Each procuring entity should ensure that the complaints and reporting
systems which they implement under Benchmark 6.10 allow for
complaints and reports in relation to their procurement processes.

13.34 Transparency to the public: Save to the extent that transparency should be
restricted as determined under Benchmark 13.16(9), or to protect legitimate
commercial proprietary interests of a supplier, or is otherwise contrary to the
public interest, the following information should be promptly provided to the
public:

1) Information to be provided by the procurement regulatory authority:
The procurement regulatory authority should provide information to the
public in accordance with Benchmark 6.11 (Regulatory authorities).

2) Information to be provided by the procuring entity: Up-to-date
information should be published by each procuring entity on a freely
accessible public website:

a) to enable the public to have a good understanding and knowledge of:
i) thelaws and regulations governing public sector procurement

ii) all procurements by the procuring entity above a prescribed
value threshold
b) to assist the public to monitor and assess whether:
i) the procurement regulatory authority is acting in accordance
with its responsibilities and duties under the regulations and
the law, and without corruption

ii) the procurements in (a)(ii) above are being carried out, and the
relevant contracts awarded, in accordance with the regulations
and the law, and without corruption.

3) Such information should include the following in respect of each
procurement in (2)(a)(ii) above:

a) the needs assessment, technical assessment, and value for money
assessment (Benchmark 13.10(5))

b) the estimated contract value and method of calculation
(Benchmark 13.12)
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c) the decision as to choice of procurement method and reasons for
such choice (Benchmark 13.16(10))

d) the criteria used in the procurement process (Benchmark 13.17)

e) the notice of intended procurement (Benchmark 13.18(2))

f) any reports by the independent body in relation to whether
single-source procurement, restricted transparency or expedited
procurement are justified in relation to the procurement
(Benchmark 13.16(9))

g) the solicitation documents (Benchmark 13.19(4))

h) the written record of submission information (Benchmark 13.21)

i) the notice of outcome of evaluation (Benchmark 13.24)

j)  the notice of acceptance of successful submission (Benchmark
13.26)

k)  the signed contract (Benchmark 13.27)

1)  the identities and legal and beneficial ownership of the winning

supplier and of its sub-suppliers whose contracts are above a
prescribed value threshold (Benchmark 13.17(2)(b) and 13.17(4))

m) any notice of cancellation of the procurement process (Benchmark
13.28)

n) any notice of challenge (to the procurement process, contract
award or cancellation of the procurement); outcome of any review
process; and any appeal (Benchmark 13.29)

0) the procurement report (Benchmark 13.30)

p) the full independent monitoring report of the procurement process
(Benchmark 13.31(2))

q) the full audit report of the procurement process (Benchmark
13.31(3))

r) parliament’s report (Benchmark 13.31(4))

s) an explanation of the complaints and reporting systems
(Benchmark 13.33)

t) an explanation of the publics entitlement to disclosure of
information under this Benchmark.

4) Responses to requests for information: Information or documents
reasonably requested by the public regarding any matter relating to
the procurements referred to in (2) and (3) above should be provided
by the procuring entity within a reasonable period as prescribed by the
regulations.
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Contract management

Principle: Implement regulations which are designed to combat corruption in

public sector contract management.

14.1

14.2

14.3

14.4

14.5

14.6

Regulations: Regulations should be implemented which are designed to
combat corruption in public sector contract management. Such regulations
should: be based on principles of honesty, impartiality, transparency and
accountability; provide for the matters in this Benchmark; be documented in
writing; and accord with international good practice.

Scope of application: The contract management regulations should be
complied with by all public sector organisations in relation to all contracts
with business associates. Reference below in this Benchmark to:

1) ‘organisation’ is to the relevant public sector organisation managing its
contracts

2) ‘contract’ is to a contract between the organisation and a business
associate.

Contract management personnel: All personnel who have any involvement
with a contract management process on behalf of the organisation should
be employed, trained, disciplined and comply with a code of conduct, in
accordance with Benchmark 11 (Public officials).

Decisions: All decisions by the organisation relating to contract management
should be made in accordance with Benchmark 10.14 (Public sector
organisations).

Anti-corruption commitments: The organisation should ensure that every
contract contains a contractual commitment by each of the organisation
and the contracting business associate to take all reasonable steps to prevent
corruption by, on behalf of, or for the benefit of, the organisation or business
associate in connection with the relevant contract.

Management of the contract: The organisation should ensure that its
contracts are effectively managed on an ongoing basis by an appropriate
number of its managers who are of appropriate skill and seniority. In relation
to each contract they manage, such managers should ensure that:

1) the contract is at arm’s length and on market terms and conditions

2) where the contract is for the supply to the organisation of works,
products, services, loans, assets or operation of a concession, the
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14.7

3)
4)
5)

6)
7)

8)

9)

10)

11)

12)

contract was awarded pursuant to a procurement process carried out in
accordance with Benchmark 13 (Procurement)

the organisation and the contracting business associate have provided an
anti-corruption commitment in accordance with Benchmark 14.5

the contract is being carried out in compliance with applicable laws

the contract terms and conditions are being complied with

the contract programme is being achieved

where a third party is issuing permits or providing approval or
certification services on behalf of the organisation in relation to the
contract, that such permits, approvals and certifications are being
honestly and properly given

no modifications to the contract, contract claims or additional payments
are agreed except in accordance with the contract and the contract
management regulations (including Benchmark 14.7 in respect of
modifications)

no improper benefit or advantage is requested by, given to, or received
from, any individual or organisation in connection with the contract

no public official in a position of authority or influence in relation to the
contract has a conflict of interest in relation to the contract

they are alert to any suspicions of corruption in relation to the contract
and that any such suspicions are investigated and properly resolved

where there are reasonable grounds to suspect corruption in relation to
the contract, the matter is referred to the law enforcement authorities.

Modifications to or under a contract:

1)

Modifications to or under a contract should not be permitted where the
modification:

a) is not necessary to achieve the organisation’s objectives under the
contract

b) materially changes the nature of the contract

c) results in the contract price increasing over a permitted percentage
increase specified in the contract or in the contract management
regulations

d) expands the scope of the contract, and it would be more beneficial
for the organisation to procure such expanded scope under a
separate competitive procurement process in accordance with
Benchmark 13 (Procurement)

e) is detrimental to the organisation’s interests.
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Any permitted modification to or under a contract should be:
a) properly justified in writing, with all necessary supporting evidence

b) approved in accordance with the decision-making procedures in
Benchmark 10.14 (Public sector organisations)

c) effected in writing, stating all material information and signed by
all contracting parties.

Any modification which does not accord with (1) and (2) should be
treated as void and of no effect.

14.8 Recommendation for payment:

14.9

1)

2)

3)

Recommendations for contract payments by the organisation should be
made only:

a) in accordance with the decision-making procedures in Benchmark
10.14 (Public sector organisations), and

b) where the relevant managers have taken reasonable steps to verify
that, and reasonably believe that the payment is contractually due,
namely:

i) the contract obligations in respect of which the payment is
to be made have been complied with in accordance with the
contract

ii) the payment is for the correct amount due under the contract

iii) the proposed payee is the correct person to be paid under the
contract

iv) there is no unresolved issue under Benchmarks 14.6, 14.7
or 14.8 which would materially affect recommendation for
payment.

Such recommendations should be issued in writing to the organisation’s
finance function, confirming the reason for the payment, that such
payment is due, and that the steps in (1) have been complied with.
Appropriate supporting documentation should be annexed to the
payment recommendation (or be readily retrievable and appropriately
indexed) so that the justification for the payment can be readily
determined and audited.

If there are any suspicions of corruption in relation to the payment,
payment should not be recommended unless and until such suspicions
have been satisfactorily resolved.

Payment: Payment by the organisation in relation to any contract should
only be made in accordance with Benchmarks 15.11 and 15.12 (Financial
management).
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14.10

14.11

14.12

14.13

14.14

14.15

Termination of, or voiding, a contract: The organisation should be entitled
to terminate a contract during its performance, or have such contract
set aside or declared void, where the organisation has obtained sufficient
plausible evidence to conclude that:

1) the business associate should have been excluded from the procurement
process under Benchmark 13.17(3) (Procurement), or

2) there has been corruption by, on behalf of, or for the benefit of, the
business associate in connection with the contract.

Where evidence of corruption is identified under (1) or (2) above, the
organisation should also refer the matter to the law enforcement authorities.

Termination and re-award of contract: Where a contract for the supply
of works, products, services, loans, assets, or operation of a concession is
terminated, the contract should be re-awarded to another supplier only
following a new procurement process in accordance with Benchmark 13
(Procurement).

Contract communications:

1) The organisation should promptly communicate to a business associate
all information necessary for the business associate to perform properly
its obligations under the contract.

2)  All material communications and dealings between the organisation and
business associate in relation to the contract should be in writing or, if
initially oral, should as soon as possible be confirmed in writing, should
state all material content, dates and times, and should be signed by the
person(s) issuing, or preparing the record of, the communication.

3) The date of transmission and receipt of communications should be
recorded.

Records: Comprehensive and accurate records of the contract management
process should be prepared and retained in accordance with Benchmark
10.21 (Public sector organisations).

Monitoring and audit: Performance and management of the organisation’s
contracts should be:

1) monitored in accordance with Benchmark 18 (Independent monitoring)
2) audited in accordance with Benchmark 19 (Independent auditing)

so as to assess whether the contracts are being performed and managed in
accordance with the contracts, regulations and law and without corruption.
Full monitoring and audit reports should be disclosed to the public.

Complaints and reporting systems: The organisation should ensure that the
complaints and reporting systems which it implements under Benchmark
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10.19 allow for complaints and reports of suspected corruption in relation to
the organisation’s contracts.

14.16 Transparency to the public: Save to the extent contrary to the public interest, the
organisation should promptly provide the following information to the public:

1)

2)

Website: Up-to-date information should be published on the
organisation’s freely accessible public website:

a)

b)

to enable the public to have a good understanding and knowledge of:

i) the laws and regulations governing public sector contract
management

ii) all of the organisation’s contracts above a prescribed value
threshold

to assist the public to monitor and assess whether such contracts
are being procured, managed and performed in accordance with
the contracts, regulations and the law, and without corruption.

Such information should include the following in respect of each
contract in (1)(a)(ii) above:

a)

b)

<)

d)

f)

g
h)

(links to) all laws and regulations governing the contract and
contract management

the identities and legal and beneficial ownership of all contract
parties and of their sub-suppliers whose contracts are above a
prescribed value threshold (Benchmarks 13.17(2)(b) and 13.17(4))

information in relation to any procurement process for the contract
(which should already have been disclosed by the organisation in
accordance with the transparency requirements in Benchmark 13.34)
the full contract document (Benchmark 13.27)

ongoing information, on at least an annual basis, as to the
contract, contract progress, payments made and received by the
organisation, and material contract modifications and their time
and cost implications

a summary of the contract outcomes (including material contract
modifications and their time and cost implications, total final
payments made and received by the organisation, and date of
completion)

the full independent monitor’s reports (Benchmark 14.14(1))

the full audit reports (Benchmark 14.14(2))

an explanation of the complaints and reporting systems
(Benchmark 14.15)
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3)

j)  an explanation of the public’s entitlement to disclosure of
information under this Benchmark.

Responses to requests for information: Information or documents

reasonably requested by the public regarding any matter in (1) or (2)

above should be provided within a reasonable period as prescribed by

the regulations.
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Financial management

Principle: Implement regulations which are designed to combat corruption in
public sector financial management.

15.1

15.2

15.3

154

Regulations: Regulations should be implemented which are designed to
combat corruption in public sector financial management. Such regulations
should: be based on principles of honesty, impartiality, transparency and
accountability; provide for the matters in this Benchmark; be documented in
writing; and accord with international good practice.

Scope of application: The financial management regulations should be
complied with by all public sector organisations in relation to all public
sector financial management. Benchmarks 15.5 to 15.8 should apply only
where appropriate to the organisation’s function. References below in this
Benchmark to ‘organisation’ are to the relevant public sector organisation
carrying out a financial management function.

Financial management personnel: All personnel who have any involvement
with a financial management process on behalf of the organisation should
be employed, trained, disciplined and comply with a code of conduct, in
accordance with Benchmark 11 (Public officials).

Decisions: All decisions made by the organisation in relation to financial
management should be made in accordance with Benchmark 10.14 (Public
sector organisations).

National finances

15.5

Adoption of the national budget:

1) The anticipated public sector revenue, debt and expenditure should
be identified at least annually in a formal budget produced by the
government.

2) All anticipated public sector revenue, debt and expenditure should be
accurately and transparently included in the budget and should be only
in respect of matters which are legitimate and for purposes of benefiting
the public. No anticipated revenue, debt or expenditure should be
concealed through ‘off-budget’ mechanisms.

3) The budget should identify the level of revenue, debt and expenditure
which is anticipated to be provided to, raised by, taken on by, or
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15.6

4)

5)

6)

expended by, each subnational government, government department
and public sector organisation.

The budget should identify the categories of revenue, debt and
expenditure, and the major items of expenditure, for each subnational
government, government department and public sector organisation.
The information on the anticipated revenue, debt and expenditure which
makes up the budget should be sufficiently comprehensive to allow
critical analysis.

Parliament should examine, debate, amend and approve the budget, at
least annually, in sessions which are open to the public.

Tax collection and management:

1)

2)

3)

4)

5)

6)

7)

Regulations should prescribe clear and transparent:

a) taxation principles, rates, thresholds, exemptions and allowances
b) tax assessment and collection procedures

c) times for tax filing and payment

d) right of appeal in the event that the taxpayer challenges the
quantum of tax assessed

e) penalties for breach of the tax regulations.

Clear and complete information should be provided by the taxing
organisation to taxpayers on their obligations and rights in relation to
the matters listed in (1) above.

Any preferential tax treatment or exemptions should be objective, arm’s
length, and available to clearly defined categories of persons rather than
to specifically selected persons.

An effective system should be implemented to:

a) register all persons who are liable to pay tax

b) assess the amount of tax due to be paid by persons
¢) collect on time the amount of tax due.

The tax assessment function (which assesses the amount of tax payable
by a person) should be a separate function with separate personnel from
the tax collection function (which ensures payment of, and collects, the
tax).

An independent body should be established which hears and determines
appeals by taxpayers regarding the amount of tax levied on them.

The taxing organisation should measure the extent to which aggregate
actual tax revenue reflects the amount originally approved in the budget
and should identify and record the reasons for any differences.
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15.7 Non-tax revenue collection and management:

1)

2)

3)

4)

5)

Regulations should prescribe clear and transparent procedures for
raising non-tax revenues.

Any revenue raised from the award of concessions should be managed in
accordance with Benchmark 16 (Concession management).

Any preferential treatment or exemptions granted by any revenue raising
process should be objective, arm’s length, and available to clearly defined
categories of persons rather than to specifically selected persons.

Clear and complete information should be provided by the revenue
collecting organisation to payers on their obligations and rights in
relation to the revenue raising procedures.

The revenue collecting organisation should measure the extent to
which aggregate actual non-tax revenue reflects the equivalent amount
originally approved in the budget and should identify and record the
reasons for any differences.

15.8 National public revenue, debt and expenditure: All revenue, debt and
expenditure raised and incurred by all public sector organisations should
be reported and collated through a central process so as to show a complete
picture of national public revenue, debt and expenditure.

Finances of public sector organisations

159 Debt management:

1)

2)

Regulations should prescribe clear and transparent public sector debt
management procedures.

Public sector organisations should not enter into a contractual
commitment to receive a loan from a wholly or partly private sector
lender unless such loan:

a) is for a legitimate purpose which is in accordance with the
organisation’s objectives

b) is necessary for the organisation to be able to achieve that purpose
c) is permitted by the organisation’s budgetary requirements

d) will provide value for money for the organisation

e) isatarms length and on market terms and conditions

f) is from a legitimate lender who is verified and contracted
under a competitive process in accordance with Benchmark 13
(Procurement). In such case, as far as applicable, the references in
Benchmark 13 to ‘suppliers’ and ‘procurement process’ should be
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g)

read as referring respectively to the prospective lenders and the
process to select a lender

is approved in accordance with the decision-making procedures in
Benchmark 10.14 (Public sector organisations).

3) The organisation should measure the extent to which aggregate actual
loan obligations reflect the equivalent obligations originally approved
in the budget and should identify and record the reasons for any
differences.

15.10 Expenditure:

1) A public sector organisation should not enter into a commitment

which will result in the organisation incurring expenditure unless such

expenditure:

a) is for a legitimate purpose which is in accordance with the
organisation’s objectives

b) is necessary for the organisation to be able to achieve that purpose

c) is permitted by the organisation’s budgetary requirements

d) will provide value for money for the organisation

e) will be under a contract which is at arms length and on market
terms and conditions

f)  will, where the expenditure will be in relation to the supply
of works, products, services, loans, assets or operation of
a concession, be under a contract awarded pursuant to a
procurement process carried out in accordance with Benchmark 13
(Procurement)

g) is approved in accordance with the decision-making procedures in
Benchmark 10.14 (Public sector organisations)

h) in the case of projects requiring expenditure over a prescribed

value threshold, is shown to be justified by a written and objective
needs assessment, technical assessment, and value for money
assessment provided by a suitably skilled and independent third

party.

2) The organisation should measure the extent to which aggregate actual

expenditure reflects the equivalent amount originally approved in the

budget and should identify and record the reasons for any differences.

15.11 Approving payments: No payment should be made by or on behalf of a
public sector organisation unless it has received prior approval. Such approval
should be provided only:

1) inaccordance with the decision-making procedures in Benchmark 10.14

(Public sector organisations), and
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2) where, prior to giving such approval, the relevant managers have taken
reasonable steps to verify, and reasonably believe, that payment is
legitimate and due. In particular:

a) in respect of payments to business associates, the managers
approving the payment should verify that:

i) there is a formal contract in respect of which the payment is to
be made, the proposed payee is the correct person to be paid
under the contract, and the payment is in accordance with the
contract

ii) a payment recommendation has been properly completed
and signed in accordance with the procedures for payment
recommendations in Benchmark 14.8 (Contract management)
and provides adequate justification for the proposed payment

b) in respect of payments to personnel, the managers approving the
payment should verify that:

i) there is a formal contract of employment for the personnel in
respect of which the payment is to be made, and the proposed
payee is the correct person to be paid under the contract

ii) sufficient information and documentation have been provided
by the relevant department of the organisation to justify that
the payment is due and that the amount of the payment is
correct

c) managers should be alert to suspicions of corruption in relation
to any proposed payment and, if there are any such suspicions,
payment should not be approved unless and until such suspicions
have been satisfactorily resolved.

15.12 Implementing payments: The managers responsible for implementing
payments should take reasonable steps to ensure as follows:

1) payment is made only where proper payment approvals have been
received

2) payment is made as contractually required, in the correct amount and on
time

3) payment is as far as possible carried out through the banking system,
so as to leave an auditable trail. The use of cash should be limited to
circumstances where there is no practical and reasonable alternative, and
should be controlled, documented and receipted by the approved payee

4) the appropriate supporting documentation is annexed to the payment
record (or is readily retrievable and appropriately indexed) so that the
justification for the payment can be readily determined and audited.
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15.13 Revenue: The organisation should ensure that all sums due to the organisation:

1)
2)
3)
4)

are paid in full and on time
are paid into the organisation’s legitimate bank accounts
are from legitimate persons and for legitimate purposes

are appropriately recorded in the organisation’s accounts.

15.14 Reporting on revenue, debt and expenditure:

1)

2)

3)

The organisation should issue periodically, and at least annually, a report
showing all revenue, debt and expenditure raised and incurred during
that period.

A timetable for the publication of such reports should be published and
complied with.

The information provided in such reports should be sufficiently
comprehensive so as to allow critical analysis.

15.15 Accounting and auditing systems and related oversight should be
implemented by all public sector organisations including:

1)

2)

3)

An effective accounting system which:
a) accurately records and reconciles:
i) all revenue and expenditure
ii) all assets and liabilities
b) complies with international good practice in accounting standards
¢) complies with Benchmarks 7.7(4) and (5).
Full accounts should be disclosed to the public.

An effective auditing system which is in accordance with Benchmark 19
(Independent auditing) and which assesses, on a regular and appropriate
sample basis, whether the organisation is carrying out its financial
management functions in accordance with the financial management
regulations and without corruption, and whether the organisation’s
financial records are accurate. Full audit reports should be disclosed to
the public.

An effective oversight system which reviews, considers and questions
the organisations accounts, and which ensures that the organisation

publishes accurate accounts on time in accordance with the regulations.
This should include both:

a) an internal oversight body, such as a committee of the
organisation’s board, and

b) an external independent oversight body, such as a National Audit
Office, Auditor-General or Public Accounts Committee of parliament.

Full oversight reports should be disclosed to the public.
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15.16 Communications:

1)

2)

3)

The organisation should promptly communicate to all business
associates and personnel all information necessary for them to apply for
and receive payments in accordance with their contracts.

All material communications and dealings between the organisation
and business associates or personnel in relation to payment should be
in writing or, if initially oral, should be confirmed in writing; should
state all material content, dates and times; and should be signed by the
person(s) issuing, or preparing the record of, the communication.

The date of transmission and receipt of communications should be
recorded.

15.17 Records: Comprehensive and accurate records of the financial management

process should be prepared and retained in accordance with Benchmark
10.21 (Public sector organisations).

15.18 Complaints and reporting systems: The organisation should ensure that the

complaints and reporting systems which it implements under Benchmark
10.19 allow for complaints and reports of suspected corruption in relation to
the organisation’s financial management.

15.19 Transparency to the public: Save to the extent contrary to the public interest,

the organisation should promptly provide the following information to the
public:

1)

2)

Website: Up-to-date information should be published on a freely
accessible public website(s):

a)  to enable the public to have a good knowledge and understanding of:

i) the laws and regulations governing public sector financial
management
ii) the organisation’s financial management functions and
activities
b) to assist the public to monitor and assess whether such functions
and activities are being carried out in accordance with the
regulations and the law, and without corruption.

Such information should include the following (except (a) to
(d) should be published only if appropriate to the organisation’s
function):

a) National budget:

i) (links to) all laws and regulations governing the national
budget

ii) the annual national budget (Benchmark 15.5)
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iii) parliaments reviews and debates in relation to the national
budget (Benchmark 15.5(6)).

b) Taxation:

i) (links to) all laws and regulations governing taxation

ii) an explanation of the obligations and rights of taxpayers in
relation to the matters listed in Benchmark 15.6(1)

iii) actual tax revenue and deviation from budget (Benchmark
15.6(7)).

¢) Non-tax revenue:
i) (links to) all laws and regulations governing non-tax revenue

ii) an explanation of the obligations and rights of payers of
non-tax revenue (Benchmark 15.7(4))

iii) actual non-tax revenue and deviation from budget
(Benchmark 15.7(5))

iv) disclosures relating to non-tax revenue derived from:
- concession management (Benchmark 16.11)
- asset management (Benchmark 17.13).

d) Report on national public revenue, debt and expenditure
(Benchmark 15.8).

e) The organisation’s finances:
i) (links to) laws and regulations governing the financial
management of public sector organisations
ii) reports on the organisations revenue, debt and expenditure
(Benchmark 15.14(1))
iii) annual accounts (Benchmark 15.15(1))
iv) full financial internal and external audit reports (Benchmark
15.15(2))
v) full oversight reports of the organisation’s accounts
(Benchmark 15.15(3)).
f) An explanation of the complaints and reporting systems
(Benchmark 15.18).
g) An explanation of the public’s entitlement to disclosure of
information under this Benchmark.

3) Responses to requests for information: Information or documents
reasonably requested by the public regarding any matter in (1) or (2)
above should be provided by the organisation within a reasonable period
as prescribed by the regulations.
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Concession management

Principle: Implement regulations which are designed to combat corruption in
public sector concession management.

16.1

16.2

16.3

16.4

16.5

Regulations: Regulations should be implemented which are designed
to combat corruption in public sector concession management. Such
regulations should: be based on principles of honesty, impartiality,
competition, transparency and accountability; provide for the matters in this
Benchmark; be documented in writing; and accord with international good
practice.

Scope of application: The concession management regulations should be
complied with by all public sector organisations in relation to the award and
management of all public sector concessions, including for:

1) the extraction of oil, gas and minerals
2) the operation of telephone and internet networks

3) the provision of services to the public, such as railways, airports, ports,
roads, power, water, gas, schools and hospitals.

References below in this Benchmark to ‘organisation’ are to the relevant
public sector organisation managing a concession.

Concession management personnel: All personnel who have any
involvement with a concession management process on behalf of the
organisation should be employed, trained, disciplined and comply with a
code of conduct, in accordance with Benchmark 11 (Public officials).

Decisions: All decisions made by the organisation in relation to concession
management should be made in accordance with Benchmark 10.14 (Public
sector organisations).

Managing the award of concessions:

1) The organisation should not award rights to operate a concession unless
such award:

a) is for a legitimate purpose which is in accordance with the
organisation’s objectives

b) is permitted by the organisation’s budgetary requirements
c) will provide value for money for the organisation

d) isto alegitimate concession operator who:
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16.6

2)

3)

i) has the necessary technical, commercial, financial and
management skills and resources to be able to operate the
concession effectively in accordance with the contractual
requirements

ii) will comply with all safety, environmental, quality and human
rights requirements

e) isatarms length and on market terms and conditions

f) is by way of contract awarded pursuant to a procurement process
carried out in accordance with Benchmark 13 (Procurement). In
such case, as far as applicable, the references in Benchmark 13 to
‘suppliers’ and ‘procurement process’ should be read as referring
respectively to the prospective concession operators and to the
process to select a concession operator

g) is approved in accordance with the decision-making procedures in
Benchmark 10.14 (Public sector organisations)

h) requires the concession operator to publish to the public (i) details
of all revenue received in relation to the concession, and (ii) all
payments made by the operator in connection with the concession to
the government, to any public sector organisation or public official,
or to any organisation or individual connected with a public official.

Public official(s) should have no direct or indirect personal interest in
the concession and should not receive directly or indirectly any income
in relation to the concession.

A legal entity should not be interposed between the organisation
awarding the concession and the actual concession operator unless such
entity is necessary to ensure the successful and legitimate financing or
operation of the concession.

Managing the concession contract:

1)

2)

The management of concession contracts should be carried out in
accordance with the relevant provisions of Benchmark 14 (Contract
management).

The organisation should ensure that the performance of concession
obligations is effectively managed on an ongoing basis by an appropriate
number of managers of the organisation of appropriate skill and
seniority, who should ensure that the activities under the concession
agreement are being carried out by the concession operator in
compliance with:

a) applicable laws

b) the conditions of the concession contract.
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16.7 Managing the revenue and payments in relation to concessions:

1) The organisation should ensure that all revenue due to the organisation
or other public sector body under a concession contract is paid in

accordance with Benchmark 15.13 (Financial management) and is
appropriately recorded in the relevant organisation’s accounts.

2) 'The organisation should ensure that any payment by the organisation
in relation to a concession contract should be made in accordance with
Benchmarks 15.11 and 15.12 (Financial management).

3) The organisation should measure the extent to which aggregate actual
revenue from concessions reflects the equivalent amount originally
approved in the budget and should identify and record the reasons for
any differences.

16.8 Records: Comprehensive and accurate records of the concession
management process should be prepared and retained in accordance with
Benchmark 10.21 (Public sector organisations).

16.9 Monitoring and audit: Performance and management of the organisation’s
concession contracts should be:
1) monitored in accordance with Benchmark 18 (Independent monitoring)
2) audited in accordance with Benchmark 19 (Independent auditing)
so as to assess whether the contracts are being performed and managed in
accordance with the contracts, regulations and law, and without corruption.
Full monitoring and audit reports should be disclosed to the public.

16.10 Complaints and reporting systems: The organisation should ensure that the
complaints and reporting systems which it implements under Benchmark
10.19 allow for complaints and reports of suspected corruption in relation to

the organisation’s concession contracts.

16.11 Transparency to the public: Save to the extent contrary to the public interest,
the following information should be promptly provided to the public:
1) Information to be provided by the organisation: Up-to-date information
should be published on the organisation’ freely accessible public website
a) to enable the public to have a good understanding and knowledge of:
i) the laws and regulations governing public sector concession
management

ii) the award, management, performance and outcomes of each
of the organisation’s concession contracts above a prescribed
value threshold

b) to assist the public to monitor and assess whether such contracts
are being awarded, managed and performed in accordance with the
contracts, regulations and the law, and without corruption.
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2) Such information should include the following in respect of each
contract in (1)(a)(ii) above:

a) (links to) all laws and regulations governing the concession
contract and public sector concessions

b) identities and legal and beneficial ownership of all parties to the
concession contract and of their sub-suppliers whose contracts are
above a prescribed value threshold (Benchmarks 13.17(2)(b) and
13.17(4))

c) information in relation to the procurement process for the
concession contract (which should already have been disclosed in
accordance with the transparency requirements of Benchmark 13.34)

d) the full concession contract document (and, if different, the full
concession award document) (Benchmark 13.27)

e) ongoing information, on at least an annual basis, as to the
concession contract, contract progress, expenditure by the
organisation in relation to the concession, revenue received by the
organisation in relation to the concession, and material contract
modifications and their time and cost implications

f) asummary of the outcomes of the concession contract

g) the organisation’s accounts showing all revenue and expenditure in
relation to the concession (Benchmark 16.7)

h) the accounts of any other public sector body showing all revenue
and expenditure in relation to the concession

i)  the full independent monitoring report (Benchmark 16.9(1))

j)  the full audit reports (Benchmark 16.9(2))

k) an explanation of the complaints and reporting systems
(Benchmark 16.10)

1) an explanation of the publics entitlement to disclosure of
information under this Benchmark.

3) Information to be provided by the concession operator: The
concession operator should promptly publish, on a freely accessible
public website, up-to-date details of:

a) all revenue received by the concession operator in relation to the
concession

b) all payments made by the concession operator to each of the
government, any public sector organisation or public official, or
any organisation or individual connected with a public official.
(Benchmark 16.5(1)(h))
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c) accounts showing all revenue and expenditure in relation to the
concession.

Such information should be provided on at least an annual basis.

Responses to requests for information: Information or documents

reasonably requested by the public regarding any matter in (1) to (3)

above should be provided, by the organisation or concession operator as

appropriate, within a reasonable period as prescribed by the regulations.
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Asset management

Principle: Implement regulations which are designed to combat corruption in
public sector asset management.

17.1

17.2

17.3

17.4

17.5

Regulations: Regulations should be implemented which are designed to
combat corruption in public sector asset management. Such regulations
should: be based on principles of honesty, impartiality, competition,
transparency and accountability; provide for the matters in this Benchmark;
be documented in writing; and accord with international good practice.

Scope of application: The asset management regulations should be complied
with by all public sector organisations in relation to all public sector asset
management. References below in this Benchmark to ‘organisation’ are to the
relevant public sector organisation managing an asset.

Asset management personnel: All personnel who have any involvement

with an asset management process on behalf of the organisation should

be employed, trained, disciplined and comply with a code of conduct, in

accordance with Benchmark 11 (Public officials).

Decisions: All decisions made by the organisation in relation to asset

management should be made in accordance with Benchmark 10.14 (Public

sector organisations).

Purchase of an asset: The purchase of an asset by the organisation should be

permitted only when such purchase:

1) is for a legitimate purpose which is in accordance with the organisation’s
objectives

2) isnecessary for the organisation to be able to achieve that purpose

3) is permitted by the organisation’s budgetary requirements

4) will provide value for money for the organisation

5) isat arm’s length and on market terms and conditions

6) is by way of contract awarded pursuant to a procurement process in
accordance with Benchmark 13 (Procurement). In such case, as far
as applicable, the references in Benchmark 13 to ‘suppliers’ and to
‘procurement process should be read as referring respectively to the
prospective sellers of the asset and to the process to select the seller

7) in the case of the purchase of an asset requiring expenditure over a
prescribed value threshold, the purchase has been justified by a written
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17.8

17.9

8)
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and objective needs assessment, technical assessment, and value for
money assessment provided by a suitably skilled and independent third
party

is approved in accordance with the decision-making procedures in
Benchmark 10.14 (Public sector organisations).

Management of an asset: The assets owned by an organisation, or which it
has responsibility for managing, should be managed, safeguarded, operated,
maintained, repaired and insured in accordance with good asset management
practices. All contracts placed by the organisation for such purposes

should be:

1) placed in accordance with the organisation’s procurement procedures
(Benchmark 13 (Procurement))

2) managed in accordance with the organisation’s contract management
procedures (Benchmark 14 (Contract management))

3) paid for in accordance with the organisation’s financial management

procedures (Benchmarks 15.11 and 15.12 (Financial management)).

Sale of an asset: The sale of an asset by the organisation should be permitted
only when such sale:

1)
2)
3)
4)

5)

has a legitimate reason
will provide value for money for the organisation
is at arm’s length and on market terms and conditions

is by way of a contract awarded, as far as appropriate, in accordance with
Benchmark 13 (Procurement) and which maximises as far as reasonable
the number of potential buyers. In such case, as far as appropriate, the
references in Benchmark 13 to ‘suppliers’ and ‘procurement process’
should be read as referring respectively to the prospective buyers of the
asset and to the process to select the buyer

is approved in accordance with the decision-making procedures in
Benchmark 10.14 (Public sector organisations).

Payment on purchase or sale of an asset:

1)

2)

The organisation should ensure that all sums due to the organisation
in respect of the sale of an asset are paid to the organisation in
accordance with Benchmark 15.13 and are appropriately recorded in the
organisation’s accounts.

The organisation should ensure that any payment by the organisation in

relation to any asset purchase or sale should be made in accordance with
Benchmarks 15.11 and 15.12 (Financial management).

Register of assets: A register of assets should be maintained by the
organisation which shows sufficient details in relation to the purchase,
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17.10

17.11

17.12

17.13

management and sale of all public sector assets over a reasonable prescribed
value threshold to facilitate the management, monitoring and audit of such
assets. Such register should be disclosed to the public.

Records: Comprehensive and accurate records of the asset management
process should be prepared and retained by the organisation in accordance
with Benchmark 10.21 (Public sector organisations).

Monitoring and audit: Asset purchase, sale and management contracts
should be:

1) monitored in accordance with Benchmark 18 (Independent monitoring)
2) audited in accordance with Benchmark 19 (Independent auditing)
so as to assess whether the performance and management of the contracts are
being carried out in accordance with the contracts, regulations and law, and
without corruption. Full monitoring and audit reports should be disclosed to
the public.
Complaints and reporting systems: The organisation should ensure that the
complaints and reporting systems which it implements under Benchmark
10.19 allow for complaints and reports of suspected corruption in relation to
the sale, purchase and management of the organisation’s assets.
Transparency to the public: Save to the extent contrary to the public interest,
the organisation should promptly provide the following information to the
public:
1) Website: Up-to-date information should be published on the
organisation’s freely accessible public website:
a) to enable the public to have a good understanding and knowledge of:

i) the laws and regulations governing public sector asset
management
ii) the organisations contracts for the purchase, management and
sale of assets above a prescribed value threshold
b) to assist the public to monitor and assess whether such assets
are being purchased, managed and sold in accordance with the
contracts, regulations and the law, and without corruption.

2) Such information should include the following in respect of each
contract in (1)(a)(ii) above:

a) (links to) all laws and regulations governing the sale, purchase and
management of public sector assets

b) identities and legal and beneficial ownership of all parties to the
contract (Benchmark 13.17(2)(b))
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information in relation to the procurement process relating to the
contract (which should already have been disclosed in accordance
with the transparency requirements of Benchmark 13.34)

the full contract document (Benchmark 13.27)

a statement of the legitimate purpose for the purchase or sale of the
asset (Benchmark 17.5(1) and 17.7(1))

needs assessment, technical assessment, and value for money
assessment (Benchmark 17.5(7))

a summary of the outcomes of the contract (including material
contract modifications and their time and cost implications, total
payments made and received by the organisation, and date of
completion)

the asset register (Benchmark 17.9)

the full independent monitoring reports (Benchmark 17.11(1))

the full audit reports (Benchmark 17.11(2))

an explanation of the complaints and reporting systems
(Benchmark 17.12)

an explanation of the publics entitlement to disclosure of
information under this Benchmark.

Responses to requests for information: Information or documents
reasonably requested by the public regarding any matter in (1) or (2)
above should be provided by the organisation within a reasonable period
as prescribed by the regulations.
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Independent monitoring

Principle: Implement regulations which require the independent monitoring of
public sector contracts, with the purpose of combating corruption.

18.1

18.2

18.3

18.4

Regulations: Regulations should be implemented which require the
independent monitoring of public sector contracts, with the purpose of
combating corruption. Such regulations should: be based on principles
of honesty, impartiality, transparency and accountability; provide for the
matters in this Benchmark; be documented in writing; and accord with
international good practice.

Requirement for monitoring: All contracts between a public sector
organisation and a business associate and which are above a reasonable
prescribed minimum value threshold (‘qualifying contracts’) should
be independently monitored in accordance with the provisions of this
Benchmark. References below in this Benchmark to ‘organisation’ are to the
relevant public sector organisation which has qualifying contracts.

Responsibility of organisation: It should be the responsibility of the
organisation to:

1) ensure that independent monitors are selected and appointed in
accordance with Benchmark 18.4 to monitor each of its qualifying
contracts in accordance with Benchmarks 18.5 to 18.10

2) provide disclosure to the public in accordance with Benchmark 18.11.
Selection, appointment, qualification and termination:

1) The independent monitor should be selected by an independent body
which should vet the monitor to ensure that the monitor is:

a) anindividual of integrity or a reputable organisation

b) independent of government, the contract and the contract parties
c) without any conflict of interest in relation to the contract

d) appropriately qualified and experienced.

2) 'The independent monitor should be appointed either by the
organisation or by an independent body.

3) The organisation should ensure that the independent monitor is able to
undertake her/his responsibilities free from any interference or influence
from the organisation or its personnel.
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The independent monitor may be an individual or may be a public or
private sector organisation which undertakes monitoring.

The appointment of the independent monitor should be terminated only
in the event of any corruption, gross negligence or wilful misconduct on
the part of the independent monitor, in which case a replacement should
be promptly appointed in accordance with (1) to (4) above.

Scope of monitoring: The independent monitor should monitor the
procurement, management and performance of the qualifying contracts
for indications of corruption and breach of regulations. This should include
monitoring of the following:

1)
2)

3)

4)

5)

6)

that there is a legitimate need for the contract

that the contract terms and conditions are at arm’s length and on market
terms and conditions

that there is no conflict of interest in respect of the business associate
with whom the contract is to be made

where the contract is for the supply of works, products, services, loans,
assets, or the operation of a concession, that the procurement process is
being carried out in accordance with Benchmark 13

that contract management is being carried out in accordance with
Benchmarks 14, 16 or 17 (as appropriate to the type of contract)

that contract performance is being carried out in accordance with the
contract.

Timing of monitoring:

1)

2)

Monitoring should be carried out throughout the procurement and
contract duration on major contracts, and on a sample basis on smaller
contracts.

The monitoring appointment on a contract may be full time or part

time, depending on the value of the contract, the complexity of the
contract and the corruption risk.

Access: In relation to the performance of her/his duties under this
Benchmark, the independent monitor should be allowed to have, without
requiring advance notice, unrestricted access to any of the following
in relation to the organisation, the business associate and its major
sub-suppliers:

1)
2)
3)
4)

office and project premises
personnel
contract sites

contract works, products, services
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18.8

18.9

18.10

18.11

5)
6)

equipment and materials

records and correspondence.

Resources: The independent monitor should be provided with sufficient
funding and resources to be able to undertake the monitoring function
effectively.

Investigating and reporting corruption:

1)

2)

3)

The independent monitor should investigate matters of concern which
may suggest corrupt activity.

Where the independent monitor identifies reasonable grounds to
suspect corruption, the monitor should report such suspicions to
the audit committee of the organisation (Benchmark 19.11), to the
appointing body of the monitor (if different to the organisation) and to
the law enforcement authorities.

In cases where the independent monitor believes that her/his report is
not being, or will not be, appropriately addressed by the organisation
or law enforcement authorities, then the monitor should submit her/his
report to parliament.

Record-keeping and reports: The independent monitor should:

1)

2)

3)

record in writing all activities, findings and outcomes of the monitoring
process

submit a detailed written report of these activities, findings and
outcomes to the audit committee of the organisation (Benchmark
19.11), and to the appointing body of the independent monitor (if
different to the organisation), at reasonable intervals as prescribed
by the regulations, together with copies of, or reference to, all relevant
documents

retain these records and reports for a sufficient time, as prescribed by
the regulations, to enable their use in any challenge to the procurement,
contract or monitoring processes, or to verify at a later stage whether
such processes have been properly conducted in a manner free from
corruption.

Transparency to the public: The full independent monitor’s reports
(Benchmark 18.10) should be published promptly, by the relevant public
sector organisation, on its freely accessible public website.
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Benchmark 19
Independent auditing

Principle: Implement regulations which require the independent financial,
performance and technical auditing of public sector organisations and contracts,
with the purpose of combating corruption.

19.1

19.2

19.3

19.4

19.5

Regulations: Regulations should be implemented which require the
independent financial, performance and technical auditing of public sector
organisations and contracts, with the purpose of combating corruption.
Such regulations should: be based on principles of honesty, impartiality,
transparency and accountability; provide for the matters in this Benchmark;
be documented in writing; and accord with international good practice.

Regulatory authority: In cases where the State has established a national

audit or other body responsible for undertaking or regulating the auditing

of public sector organisations and contracts, then this body should operate

independently of government, and should comply with Benchmark 6

(Regulatory authorities).

Requirement for auditing: The following independent audits should be

carried out in accordance with this Benchmark:

1) Financial and performance audits should be carried out on all public
sector organisations.

2) Financial, performance and technical audits should be carried out on all
contracts between a public sector organisation and a business associate
and which are above a reasonable prescribed minimum value threshold,
and otherwise on a sample basis.

References below in this Benchmark to ‘organisation’ are to the relevant
public sector organisation which is required, or whose contracts are required,
to be audited under the regulations.

Responsibility of organisation: It should be the responsibility of the
organisation to:

1) ensure that independent auditors are selected and appointed in
accordance with Benchmark 19.5 to audit the organisation and its
contracts in accordance with Benchmarks 19.6 to 19.13

2) provide disclosure to the public in accordance with Benchmark 19.14.

Selection, appointment and qualification:

1) The independent auditor should be selected by an independent body
which should vet the auditor to ensure that the auditor is:
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19.6

2)

3)

4)

5)

a) an individual of integrity or a reputable organisation
b) independent of:

i) government

ii) the organisation which is being audited

iii) (in the case of a contract audit) the contract and the contract
parties

c) without any conflict of interest
d) appropriately qualified and experienced.
The independent auditor should be appointed either by the organisation
or by an independent body.
The organisation should ensure that the independent auditor is able to
undertake her/his responsibilities free from any interference or influence
from the organisation or its personnel.
The independent auditor may be an individual or may be a public or
private sector organisation which undertakes audits.
The same independent auditor should not be entitled to audit the same
organisation or contract for longer than a period prescribed in the
regulations (except where the audit organisation is an independent
public sector body established for purposes of public sector auditing).

Scope of auditing: The following audits should be carried out by the
independent auditor in order to deter and detect corruption and breach of
regulations:

1)

Audits of the organisation:
a) Financial audits: These audits should assess inter alia whether:

i) all payments by the organisation have been properly made to
legitimate persons and for legitimate purposes

ii) all revenues due to the organisation have been received in full
and are from legitimate persons and for legitimate purposes

iii) the organisation is properly recording and accounting for its
revenue, expenditure, assets and liabilities

iv) the financial records of the organisation are accurate

v) the organisation is complying with the provisions of
Benchmark 15 (Financial management).

b) Performance audits: These audits should assess inter alia whether
the organisation is:

i) complying with its obligations, duties and procedures
(including those provided for in these Benchmarks)

ii) providing good value for money to the public.
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Audits of the organisation’s contracts: The following audits should
be carried out in respect of each of the organisations contracts above a
reasonable prescribed minimum value threshold and for other contracts
on a random sample basis:

a)

b)

c)

Financial audits: These audits should assess whether:

i)

all payments by the organisation in respect of the contract have
been properly made to legitimate persons and for legitimate
purposes

all revenues due to the organisation in respect of the contract
have been received in full, and are from legitimate persons and
for legitimate purposes.

Performance audits: These audits should assess whether:

i)
ii)

iif)

iv)

v)

vi)

there was a legitimate need for the contract

the contract terms and conditions were at arm’s length and on
market terms and conditions

there was any conflict of interest in respect of the business
associate with whom the contract was made

where the contract was for the supply of works, products,
services, loans, assets, or the operation of a concession, the
procurement of the contract was carried out in accordance
with Benchmark 13

the management of the contract was carried out in accordance
with Benchmarks 14, 16 and 17 (as appropriate to the type of
contract)
the contract was properly performed in accordance with the
contract

vii) the contract was properly monitored in accordance with

Benchmark 18.

Technical audits: These audits should assess whether:

i)

ii)

there was a genuine need for the product supplied under the
contract

the contract has been designed and specified in accordance with
good technical practice and provides good value for money

iii) the contract product has been properly built or provided in

accordance with the contract design and specification.

Identifying corruption: In carrying out the audits in (1) and (2)
above, the independent auditor should seek to identify any suspicion of

corruption and whether any issues or deficiencies found during these

audits may have been caused by corruption. If the auditor identifies
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any such issues, the auditor should investigate and report such issues in
accordance with Benchmark 19.12.

19.7 Standard of audit: The independent auditor should undertake the audit in
compliance with recognised international audit standards.

19.8 Timing of audits:

1) Audits of the organisation:

a)

b)

Financial audits: The audits in Benchmark 19.6(1)(a) should be
carried out at least annually.

Performance audits: The audits in Benchmark 19.6(1)(b) should
be carried out at reasonable routine intervals prescribed by the
regulations. The audit regulations may permit the independent
auditor to audit approximately one third of the organisation’s
functions, procedures, controls and systems every year, with the
intention that all of them are audited at least once every three years.

2) Audits of the organisation’s contracts:

a)

b)

Financial and performance audits: The audits in Benchmarks
19.6(2)(a) and (b) should be carried out:

i) annually for contracts of a duration in excess of a year
ii) upon completion of the project.

Technical audits: The audits in Benchmark 19.6(2)(c) should be
carried out upon completion of the contract.

19.9 Access: In relation to the performance of her/his duties, the independent
auditor should be allowed to have, without requiring advance notice,
unrestricted access to any of the following in relation to the organisation and
its procurements and contracts:

1) office and project premises

2) personnel

3) contract sites

4)  contract works, products and services

5) equipment and materials

6) records and correspondence.

19.10 Resources: The independent auditor should be provided with sufficient
funding and resources to be able to undertake the auditing function
effectively.

19.11 Audit committee:

1) The organisation should establish an audit committee, which should be a
committee of the board or equivalent top-level management body of the
organisation.
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The duties of the audit committee should be to:

a) ensure that the required audits are undertaken by appropriately
qualified and independent auditors in accordance with this
Benchmark

b) receive and consider the audit reports

c) ensure that any adverse findings in the audit reports are
appropriately followed up and dealt with by the organisation

d) ensure that, where there are reasonable grounds to suspect
corruption, the matter is reported to the law enforcement
authorities.

19.12 Investigating and reporting corruption:

1)

2)

3)

The independent auditor should investigate matters of concern which
may suggest corrupt activity.

Where the independent auditor identifies reasonable grounds to suspect
corruption, the independent auditor should report such suspicions to
the audit committee of the organisation, to the appointing body of the
independent auditor (if different to the organisation) and to the law
enforcement authorities.

In cases where the independent auditor believes that her/his report is
not being, or will not be, appropriately addressed by the organisation
or law enforcement authorities, then the auditor should submit her/his
report to parliament.

19.13 Record-keeping and reports: The independent auditor should:

1)

2)

3)

record in writing all activities, findings and outcomes of the auditing
process

upon completion of the audit, submit a detailed written audit report of
these activities, findings and outcomes to the audit committee of the
organisation, and to the appointing body of the independent auditor (if
different to the organisation), together with copies of, or reference to, all
relevant documents

retain these records and reports for a sufficient time, as prescribed by
the regulations, to enable their use in any challenge to, or investigation
arising out of, the audit process.

19.14 Transparency to the public: All audit reports required under this
Benchmark should be published promptly and in full, by the organisation, on
its freely accessible public website.
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Benchmark 20

Anti-corruption training

Principle: Implement regulations which require that appropriate anti-corruption
training is provided to all public officials and to the relevant personnel of all private
sector organisations which execute major public sector contracts.

20.1

20.2

20.3

204

Regulations: Regulations should be implemented which require that
appropriate anti-corruption training is provided to all public officials, and to
the relevant personnel of all private sector organisations which execute major
public sector contracts (which are contracts above a prescribed contract value
threshold(s)). Such regulations should: be based on principles of honesty,
impartiality, transparency and accountability; provide for the matters in this
Benchmark; be documented in writing; and accord with international good
practice.

Responsibility for providing training: Responsibility for providing
appropriate anti-corruption training should be as follows:

1) Public sector organisations should be responsible for providing training

to their personnel (Benchmark 10.8).

2) In relation to public officials who are not employed by a public sector
organisation, the relevant body responsible for their regulation should
be responsible for providing them with training.

3) Responsibility for training of the personnel of relevant private sector
organisations should be as provided for in Benchmark 20.11.

References below in this Benchmark to ‘organisation’ are to the relevant
organisation or body required to implement anti-corruption training in
accordance with this Benchmark.

Training requirements: The organisation should ensure that the following
individuals (‘trainees’) receive anti-corruption training appropriate to their
role:

1) the organisations personnel and any other public officials for which the
organisation is responsible for providing anti-corruption training

2) relevant personnel of all private sector organisations which execute
major public sector contracts for the organisation.

Training programme: The organisation should establish an anti-corruption

training programme which identifies and governs the organisation’s training

requirements, including in particular:
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1) the purpose of the training

2) the content of the training

3) to whom and by whom the training should be provided

4) when and where the training should be provided

5) how frequently the training should be repeated and updated.

Identifying the level of training: The training should be appropriate to the

skills and roles of the trainees and the corruption risks faced by them and by

the organisation in those roles:

1) Trainees who in their day-to-day functions face a low level of corruption
risk may receive a proportionately simple level of training as specified in
Benchmark 20.6.

2) Trainees who in their day-to-day functions face a more than low level
of corruption risk should receive a comprehensive level of training as
specified in Benchmark 20.7.

Simple anti-corruption training: The simple level of anti-corruption

training provided to trainees under this programme should include at

minimum the following elements:

1) the organisations anti-corruption policy

2) a simple explanation of the different types of corruption offences and
penalties

3) the reason why corruption is damaging to the public, the organisation
and the trainee

4) that the trainee must not get involved in any types of corruption

5) the trainee’s reporting obligations under Benchmark 11.17

6) an explanation of the reporting systems and protections that are in place
within the organisation for reporting corruption

7) the name of the person in the organisation to whom the trainee can
speak if they have questions or concerns.

Comprehensive anti-corruption training: The comprehensive level of

anti-corruption training provided to trainees under this programme should

include at minimum the following elements, to the extent applicable to the
trainees:

1) the organisation’s anti-corruption policy

2) the organisation’s anti-corruption procedures relevant to the trainee’s
role

3) the code of conduct relevant to the trainee’s role

4) the importance of compliance with the policy, procedures and code of
conduct
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5)

6)

7)

8)

9)

10)

11)

12)
13)
14)
15)
16)

17)

a simple explanation of the different types of corruption offences and
penalties

a more detailed explanation of the different corruption offences and
regulations relevant to the trainee’s role, and the penalties that apply

how these corruption offences might occur in the role or function in
which the trainee is employed, and how to identify them

what actions relevant to the trainee’s role would be corrupt, and what
actions would not be corrupt

the damage caused by corruption generally and the damage it may cause
specifically to the public, the organisation and the trainee, in relation to
the activities in which the trainee is engaged

the risk of criminal liability for the trainee personally and for the
organisation as a result of corrupt activity, and the consequent criminal
sanctions and loss of employment, reputation and business

the risk of civil and administrative sanctions for involvement in corrupt
activity

the steps that the trainee can take to prevent and avoid corruption

what the trainee should do if the trainee encounters corruption

that the trainee must not get involved in any types of corruption

the trainee’s reporting obligations under Benchmark 11.17

an explanation of the reporting systems and protections that are in place
within the organisation for reporting corruption

the name of the person in the organisation to whom the trainee can
speak if they have questions or concerns.

20.8 Trainer skills: The persons who write and/or provide the anti-corruption
training should be suitably skilled in the subject.

20.9 Training records: In respect of both simple and comprehensive
anti-corruption training, the organisation should make and retain records of:

1)
2)
3)
4)
5)

the trainees who received training

the date they received training

the content of the training

any scope for improvement in the training method or content

any weaknesses in the organisation’s anti-corruption policy, procedures
or relevant code of conduct which are identified during the training.

20.10 Follow up: The organisation should take appropriate follow-up action
consequent on the training provided. In particular:
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the organisation should improve the training to take account of any new
circumstances and identified areas of improvement in the method or
content of training

in the event that any weaknesses in the organisations anti-corruption
policy, procedures or relevant code of conduct are identified during the
training, the organisation should take appropriate steps to rectify these
weaknesses, such rectification where appropriate to be in accordance
with Benchmark 10.18 (Public sector organisations)

in the event that any suspicions of corruption in relation to the
organisations or trainees’ activities are identified during the training,
the organisation should take appropriate steps to investigate and, where
such investigation establishes reasonable grounds to suspect corruption,
it should refer the matter to the law enforcement authorities for
investigation and prosecution.

Training for personnel of private sector organisations: Where private

sector organisations are required to implement an anti-corruption
management system under Benchmark 10.13:

1)

2)

the organisation may accept third party certification that such private
sector organisations have provided appropriate training to their relevant
personnel in accordance with the Annex to the Guidance (paragraph
AN 8)

alternatively, the organisation may require all relevant personnel of
such private sector organisation to undertake the same training as the
organisation provides to its own personnel.
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Benchmark 21

Reporting corruption

Principle: Implement regulations which enable persons to report suspicions of
corruption in a safe and confidential manner to their employers or appropriate
authorities.

21.1

21.2

21.3

Regulations: Regulations should be implemented which enable persons to
report, in a safe and confidential or anonymous manner:

1) suspected or actual corruption

2) breach of an organisation’s anti-corruption policy, procedures or code of
conduct

3) failure by an organisation to implement regulations provided for in these
Benchmarks

4) breach by an individual or organisation of regulations provided for in
these Benchmarks.

Such regulations should: be based on principles of honesty, impartiality,
transparency and accountability; provide for the matters in this Benchmark;
be documented in writing; and accord with international good practice.

Responsibility for providing reporting systems: A safe and confidential
system for reporting the matters specified in Benchmark 21.1 should be
provided by each of the following organisations, in accordance with this
Benchmark:

1) the corruption prevention authority (Benchmark 2.9)
2) the law enforcement authorities (Benchmark 3.21)

3) regulatory authorities (Benchmark 6.10)

4) all public sector organisations (Benchmark 10.19)

5) the prescribed bodies in relation to reports concerning the court system
(Benchmark 4.12) and the parliamentary system (Benchmark 5.11)

6) professional institutions and business associations (Benchmark 23.4(2)).

References below in this Benchmark to ‘organisation’ are to the relevant
organisation or body required to provide a reporting system in accordance
with this Benchmark.

Scope of reporting systems: In relation to Benchmark 21.2:

1) The reporting system provided by each of the authorities in Benchmark
21.2 (1) and (2) should:
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3)

4)

5)
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a) enable reporting by any person of any matter in Benchmark 21.1

b) require reporting by its personnel in accordance with Benchmark
21.6(2).

The reporting system provided by each of the regulatory authorities in

Benchmark 21.2 (3) should:

a) enable reporting by any person of any matter in Benchmark 21.1
in relation to the activities of that authority, or in relation to the
activities or persons which that authority regulates

b) require reporting by its personnel in accordance with Benchmark
21.6(2).

The reporting system provided by each of the organisations in

Benchmark 21.2 (4) should:

a) enable reporting by any person of any matter in Benchmark 21.1 in
relation to the activities of that organisation

b) require reporting by its personnel in accordance with Benchmark
21.6(2).

The reporting system provided by each of the prescribed bodies in

Benchmark 21.2 (5) should:

a) enable reporting by any person of any matter in Benchmark
21.1 in relation to the prescribed body or the court system or
parliamentary system as appropriate

b) require reporting by the public officials in the court system

or parliamentary system, as appropriate, in accordance with
Benchmark 21.6(2).

The reporting system provided by each of the organisations in

Benchmark 21.2(6) should:

a) enable reporting by any person of any matter in Benchmark 21.1 in
relation to the activities of that organisation or its members

b) require reporting by its personnel and members in accordance with
Benchmark 21.6 (2) or (3), as appropriate.

Features of the reporting system: Such reporting system should include the
following features:

1)

2)
3)

It should enable reports to be made in a safe and confidential or, if
desired, anonymous manner.

It should provide the information set out in Benchmark 21.5.

Reports should be received, investigated and managed securely and
confidentially, by or on behalf of the organisation which receives the
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21.5

4)

5)

6)

report, by a person who is sufficiently independent of the persons or
activities which are the subject of the report.

All reports should be appropriately investigated by or on behalf of the
organisation receiving the report. If this investigation reveals reasonable
grounds to suspect corruption, the report should be forwarded promptly
by the organisation to the law enforcement authorities.

The reporting person should be informed, to the extent that this does
not prejudice any investigation, of the action that has been taken with
regard to the report and of the outcome of such action.

The reporting person should have the obligations, rights and protections
stated in Benchmark 21.6.

Publicising the reporting system:

1)

2)

The organisation providing the reporting system should take reasonable
steps to:
a) ensure that any persons who may wish to make a report are aware of:
i) the reporting system
ii) in what circumstances they have a legal duty to report
iii) how to report in a safe and confidential or anonymous manner
iv) who to report to
v) their obligations, rights and protections if they report
(Benchmark 21.6)

b) encourage all persons to report where they believe in good faith or
on reasonable grounds that any matter referred to in Benchmark
21.1(1) to (4) has occurred, even in circumstances where there is
no legal duty to report

¢) inform persons about how to seek advice from an appropriate
person on what to do if faced with a concern or situation which
could involve corruption

d) inform persons who intend to report that legal protections under
Benchmark 21.6(5) will be available only where reports are made in
good faith or on reasonable grounds.

Information as to the matters in (1) above should be made easily and
obviously available so that persons are aware of them prior to making
any report.

21.6 Obligations, rights and protections for those reporting corruption:

1)

All persons should be required to report suspected or actual corruption
where there is any specific duty imposed by law to report.
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2)

3)

4)
5)

6)
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A public official should be required to make a report where she/he
believes in good faith or on reasonable grounds that any of the matters
referred to in Benchmark 21.1 have occurred in relation to a public
official or public sector organisation or its activities.

An individual in the private sector should be required to make a report
where she/he believes in good faith or on reasonable grounds that there
has been corruption in relation to any activity with which she/he has an
involvement and which is wholly or partly funded by public funds.

Anonymous reporting of suspected corruption should be permitted.

Measures should be enacted to protect a person, in the public or private
sectors, who makes a report in good faith or on reasonable grounds (‘the
reporting person’) including as follows:

a) The identity of the reporting person should not be disclosed
without her/his prior consent.

b) Identities, information, records and documents delivered or
referred to by the reporting person should be kept confidential
except in so far as necessary to further an investigation or
prosecution.

c) The reporting person should be protected against civil or criminal
court action, or any other legal proceedings related to such report,
even if the facts presented by the reporting person were not
sufficient to support a decision to prosecute or to convict.

d) The reporting person should be protected against retaliation,
discriminatory treatment, disciplinary sanctions or other
unjustified treatment related to such report.

Reports in (1) to (3) above should be made to the appropriate body(ies)
in Benchmark 21.2 or other body as prescribed by the regulations.

Records: Comprehensive and accurate records of the reporting system, and
of all reports made under the system, and of all follow-up investigative and
enforcement action taken, should be prepared and retained in accordance
with Benchmark 10.21 (Public sector organisations).

Audit: The availability, operation and effectiveness of the reporting system
should be audited periodically as part of the organisations performance audit
in accordance with Benchmark 19 (Independent auditing).
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Benchmark 22

Standards and certification

Principle: Permit, promote and support the development and implementation of,
and certification to, national and international standards which are designed to
ensure better compliance by organisations and individuals with laws, regulations

and recognised good practice.

22.1 Government support: The government should permit, promote and support
the development and implementation of, and certification to, national and
international standards which are designed to ensure better compliance by
organisations and individuals with laws, regulations and recognised good
practice. It should do so by undertaking the following actions:

1)

2)

3)

4)

5)

6)

establish, or support the establishment of, a national standards body, or
affiliate with another State’s national standards body, which:

a) develops and publishes national standards

b) supports and participates in the development and publication of
international standards

raise the awareness of business and professional sectors of the existence
and benefits of relevant standards

promote compliance by individuals and organisations with relevant
standards

provide, or support the provision of, published materials which guide
individuals and organisations on how to implement and comply with
relevant standards

encourage third party certification of individuals’ and organisations’
compliance with such standards

where compliance by suppliers with a standard will help assure that the
provision of works, products and services to the public sector are legally,
honestly and properly provided, then all public sector organisations
should make compliance with such standard, certified by an appropriate
third party, a pre-condition to the award of public sector contracts over a
reasonable prescribed value threshold to any suppliers.
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Professional institutions and business
associations

Principle: Permit, promote and support the establishment and operation of

professional institutions and business associations.

23.1

23.2

23.3

234

Government support: The government should permit, promote and support
the establishment and operation of professional institutions and business
associations in accordance with the provisions of this Benchmark.

Independence: Professional institutions and business associations should be
permitted to be established and operated independently of government and
free from government disruption or interference with their lawful activities.

Government actions: The government should undertake, at no cost to the
professional institution or business association, the following actions:

1) provide reasonable advice and guidance to the persons establishing and
managing the professional institutions and business associations on:

a) the legal and taxation regulations which impact on the professional
institution or business association during its establishment or
operation

b) the anti-corruption laws and government anti-corruption actions
which are relevant to the professional institution or business
association, and its members

2) provide advice on the types of anti-corruption training which should
be provided or promoted by the professional institution and business
association

3) provide any available and relevant anti-corruption training materials for
use by the professional institutions and business associations

4) take account of the views of professional institutions and business
associations when developing and implementing laws, regulations and
government policies.

Professional institution and business association activities: Professional

institutions and business associations should be permitted and encouraged by

government to undertake inter alia the following activities:

1) to develop, promote and implement minimum professional, business
and ethical standards and/or codes of conduct which are in the public
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2)

3)

4)

5)

6)

interest and with which their members must comply, with the purpose of
ensuring that their members:

a) act with high standards of ethics, integrity and honesty
b) practise competently

c) report, in good faith or on reasonable grounds, suspicions of
corruption to one or more of:

i) their employer
ii) the professional institution or business association, or

iii) one or more of the organisations in Benchmark 21.2, as
appropriate to the nature of the suspected corruption
to set up a reporting system in accordance with Benchmark 21, so as to
enable reports to be made in accordance with (1)(c)(ii) above

to apply reasonable and proportionate sanctions to any member who

fails to report suspicions of corruption, who fails to comply with the

standards or codes in (1) above, or who is found to have participated in

corruption, which sanctions could include, as appropriate:

a) monitoring of the member’s business or professional activities

b) restrictions on the member’s ability to undertake a business or
profession

c) suspension or dismissal from membership

d) fines

to publish on the professional institution’s and business association’s

website the names and details of any offence and sanction imposed by

the professional institution or business association on their members

to decline to accept as a member any organisation or individual who has
been suspended or dismissed from membership by another professional
institution or business association for as long as the suspension period
applies, or until reasonably satisfied that the member has taken effective
steps to:

a) remedy as far as possible the consequences of their action which
led to the suspension or dismissal

b) avoid a repetition of the action which led to the suspension or
dismissal

to increase awareness among their members and relevant professions
and sectors of:

a) the existence of corruption and its consequences
b) the circumstances where corrupt practices may occur

¢) how corruption can be prevented and reported

155




7)

8)
9)
10)

11)
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13)

14)

15)
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to require (where the professional institution or business association
has the power to make such requirement) or encourage the inclusion of
anti-corruption training as an essential part of:

a) university and technical college courses

b) professional qualification

c) continuing professional development requirements

to publicly speak out against corruption

to report suspicions of corruption to the law enforcement authorities

to encourage effective anti-corruption law enforcement and the

implementation of anti-corruption measures by public and private sector
organisations

to collaborate with other relevant professional institutions and business
associations with a view to developing, improving and implementing
common standards and/or codes of conduct and uniform compliance
with these standards and/or codes of conduct

to promote and support the development and implementation of, and
certification to, national and international standards which are designed
to ensure better compliance by organisations and individuals with laws,
regulations and recognised good practice (Benchmark 22 (Standards
and certification))

to collaborate with law enforcement, regulatory and anti-corruption
authorities nationally and internationally to share intelligence and
information with the intention of combating corruption

to encourage the regulation by law of professional and business sectors
or activities where regulation would have a positive impact in requiring
and enforcing minimum standards so as to reduce the risk of corruption

to publicise their objectives and activities.

156



Benchmark 24

Participation of society

Principle: Implement regulations which require that the public is informed
about, and is freely able to participate in, report on, comment on and lawfully
protest against, the actions of the government, public officials and public sector
organisations.

24.1. Participation of society:

1)

2)

Regulations should be implemented which require that the public is
informed about, and is freely able to participate in, report on, comment
on and lawfully protest against, the actions of the government,
public officials and public sector organisations. Such regulations
should: be based on principles of honesty, impartiality, transparency
and accountability; provide for the matters in this Benchmark; be
documented in writing; and accord with international good practice.

The public referred to in (1) above and in this Benchmark should
include civil society, the press, non-governmental organisations, public
sector and private sector organisations, professional institutions,
business associations, community-based organisations, faith-based
organisations, public officials and individual members of the public.

24.2. Freedom of expression: The law should permit, and the government should
promote, and take adequate steps to ensure, the right to freedom of opinion
and expression. This should include:

1)

2)

3)

4)

5)

the freedom of all persons to hold and express opinions without
interference, and to seek, receive and impart information and ideas
through any media

ensuring that defamation (libel and slander) is a civil and not a criminal
action, and that defamation laws are not framed in a manner which
permits them to be used to restrict legitimate criticism

taking reasonable steps to ensure the safety of journalists who are
threatened as a result of their journalistic activities

ensuring that journalists are not required by any law or government
action to disclose their confidential sources of information

allowing restrictions on freedom of expression only when:

a) such expression is intended to incite hatred, violence or
discrimination on the basis of ones age, disability, gender
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re-assignment, marital status, pregnancy, race (including colour,
nationality, ethnic or national origin), religion, sex or sexual
orientation, or

b) a control on such freedom is necessary for national security, such
restrictions to be reasonably and objectively determined by law.

Public demonstrations and protests:

1) The law should permit and the government should promote, and
take adequate steps to ensure, the right of all persons to organise and
participate in non-violent public demonstrations and protests aimed at
highlighting issues of public concern (including issues of corruption and
integrity in public office).

2) No restrictions should be placed on the exercise of this right other
than those reasonably imposed in conformity with the law, and which
are necessary in a democratic society in the interests of national
security, public safety, public order, the protection of public health, or
the protection of the rights and freedoms of others (which should be
reasonably and objectively determined by law).

Participation in development of laws etc: The government should request
and adequately take account of the views of all persons in relation to the
development and implementation of strategies, laws, regulations, procedures
and decisions.

Inclusivity and non-discrimination: Recognising that exclusion and
discrimination can be due to or result in corruption or entrenched corrupt
power:

1) The law should guarantee equal opportunities and equal rights to all
persons

2) 'The government should promote, and take adequate steps to ensure,
that all persons can participate fully and equally in society without
distinction as to age, disability, gender re-assignment, marital status,
pregnancy, race (including colour, nationality, ethnic or national origin),
religion, sex or sexual orientation.

Raising awareness: The government should raise public awareness with
regard to the existence, causes, types and consequences of corruption, and
the steps which can be taken to combat corruption. Such steps which should
be taken by government to raise awareness include, without limitation:

1) the measures in Benchmark 2 (Authority responsible for preventing
corruption)

2) commissioning and publishing reports, surveys and brochures

3) broadcasting on the media
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4)

arranging or supporting public information activities and public
education programmes, including in school, university and professional
qualification curricula.

24.7. Public reporting of corruption: The law should permit, and the government
should promote, and take adequate steps to ensure, that all persons can
report suspicions of corruption, in good faith or on reasonable grounds, to

24.8.

the relevant organisation or authority. For such purpose, reporting systems
should be established in accordance with Benchmark 21 (Reporting
corruption).

Transparency and freedom of information:

1)

2)

3)

Save to the extent contrary to public interest, the law should require,
and the government should promote, and take adequate steps to ensure,
transparency and freedom of information to the public in relation to:
a) public affairs
b) the public’s right to participate in, report on, comment on and
lawfully protest against public affairs.
In relation to government: Up-to-date information should be published
on a freely accessible public website(s):
a) to enable the public to have a good understanding and knowledge of:
i) the structure, powers, duties, functions, decisions, activities
and financing of the government
ii) the employment, conduct and disciplining of government
public officials (Benchmark 11.22)
iii) the laws and regulations governing (i) and (ii) above
b) to assist the public in assessing whether the government and

government public officials are acting in accordance with their
duties and the law.
In relation to public sector organisations, public officials and public
sector functions: Disclosure to the public should be provided in respect
of public sector organisations, public officials and public sector functions
as provided for in Benchmarks 2-19 and 25.
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Benchmark 25

International co-operation

Principle: Implement regulations which require formal and informal
co-operation between States in relation to the prevention of corruption, public
education concerning corruption, the investigation and prosecution of corruption
offences, and the recovery and return of the proceeds of crime.

25.1. Regulations: Regulations should be implemented which require appropriate
formal and informal co-operation between States in relation to the
prevention of corruption, public education concerning corruption, the
investigation and prosecution of corruption offences, and the recovery
and return of the proceeds of crime. This co-operation should include the
following by each State:

1) Extradition: Where extradition arrangements agreed with another
territory are in place, assisting in relation to the extradition of a person
present in its territory to the other territory for a corruption offence
committed by that person.

2) Transfer of sentenced persons: Considering the transfer to their home
territory of persons sentenced to imprisonment for a corruption offence,
in order that they may complete their sentences in their home territory.

3) Informal co-operation: Using, where appropriate, informal
co-operation mechanisms before engaging with other States through the
formal mutual legal assistance process.

4) Mutual legal assistance: Affording other States the widest measure
of mutual legal assistance in investigations, prosecutions and judicial
proceedings in relation to corruption offences, including the sharing of
evidence.

5) Transfer of criminal proceedings: Considering transferring to
another State proceedings for the prosecution of a corruption offence,
where such transfer is considered to be in the interests of the proper
administration of justice.

6) Law enforcement co-operation: Co-operating closely with other States
consistent with their respective domestic legal and administrative
systems to enhance the effectiveness of law enforcement action to
combat corruption.

7) Joint investigations: Considering establishing joint investigations with
other States.
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25.2.

25.3.

25.4.

8) Special investigative techniques: Concluding appropriate international
agreements or arrangements for the use of special investigative techniques.

9) Asset recovery: Assisting in the recovery and return of assets to the
jurisdictions from which they were stolen.

10) Asset verification: Co-operating to verify asset disclosures made by
public officials and to provide information regarding assets not disclosed
by public officials.

11) Beneficial ownership: Co-operating to provide details of beneficial
ownership of assets in the requested jurisdiction.

12) Sharing information on corruption: Developing and sharing
information on corruption with other States and international and
regional organisations, with a view to enhancing best practices to
combat corruption and anti-corruption training and education.

13) Co-operation on civil and administrative matters: Where appropriate
and consistent with the domestic legal system, considering assisting
other States in investigations of and proceedings in civil and
administrative matters relating to corruption.

14) Co-operation on laws, regulations and standards: Co-operating closely
with other States consistent with their respective domestic legal and
administrative systems to adopt laws, regulations and standards which
are effective in combating corruption.

Central authority: The government should designate a central authority

which has responsibility and power (i) to receive requests for mutual legal

assistance related to corruption offences and (ii) to execute such requests or
to transmit them to the competent authorities for execution.

Spirit of co-operation: The government should co-operate with other

States and international and regional organisations in respect of the matters

specified in Benchmark 25.1:

1) in a spirit of positive co-operation

2) in atimely and efficient manner

3) with the intent of helping to combat corruption.

Transparency to the public: Save where contrary to the public interest, the

government should disclose on a freely accessible public website the following:

1) the international agreements relating to the matters specified in this
Benchmark

2) an outline of all international co-operation actions taken by it pursuant
to Benchmark 25.1

3) the States and other parties involved in such actions

4) the outcome of such actions.
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Guidance to Benchmark 1
Corruption offences, sanctions and remedies

BM1
A)

B)

0

D)

E)

Purpose of Benchmark:

The threat of criminal investigation, liability and sanctions is necessary
in order to deter criminal activity. Thus, corrupt conduct, whether in the
public or private sectors, should be criminalised and subject to sanctions
which are proportionate to the gravity of the offence and which are
sufficiently severe to constitute an adequate deterrent.

Both individuals and organisations should be able to incur liability for
corruption offences. Some of the most significant corruption, involving
huge sums of public sector funds and with significant public detriment, is
carried out by public officials who are currently, in some States, protected
by immunity, or by private sector organisations which currently, in some
States, cannot incur liability. This is inequitable and unjustified.

There should also be no limitation period in respect of prosecution of
corruption offences. Individuals and organisations who have deliberately
set out to bribe, embezzle, extort, defraud, or abuse their positions of
trust, knowing that their actions may or will result in significant physical
or financial harm to others, should not be allowed the protection of
the expiry of a limitation period. The balance of public interest lies in
favour of keeping open indefinitely the possibility of prosecuting such
individuals and organisations.

In consequence, Benchmark 1 provides for:

a) the criminalisation of 14 types of corrupt conduct (which include the
UNCAC offences in Chapter III of UNCAC)

b) liability and sanctions applying to all individuals and organisations

¢) no immunity on grounds that a person is a public official, a public
sector organisation or a political party

d) no limitation period.

The text of Benchmark 1 is based to a large extent on UNCAC, as

UNCAC is the only legally binding universal anti-corruption instrument

and the vast majority of United Nations Member States are parties to the

Convention.
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BM 1.1 Corruption offences:

General comparison with UNCAC:

A) The UNCAC corruption offences: There is no universal definition of

B)

corruption and thus no universal criteria as to what should constitute
a corruption offence. UNCAC does not prescribe any such criteria.
UNCAC Articles 15-25 and 27 provide for a spectrum of corruption
offences ranging from bribery to laundering the proceeds of any crime.
These offences are: bribery of national and foreign public officials and
officials of public international organisations (Articles 15 and 16);
embezzlement by public officials, trading in influence, abuse of functions
by public officials, and illicit enrichment of public officials (Articles 17
to 20); bribery and embezzlement in the private sector (Articles 21 and
22); laundering of the proceeds of crime (Article 23); concealment or
retention of the proceeds of crime (Article 24); obstruction of justice
(Article 25); and participation in, or attempt or preparation to commit, a
corruption offence (Article 27).

Reasons for including additional corruption offences in Benchmark
1.1: The Report of the Ad Hoc Committee for the Negotiation of a
Convention against Corruption recognises that States may criminalize
or have already criminalized conduct other than the offences listed in
this Chapter [i.e. Chapter III of UNCAC] as corrupt conduct’ (A/58/422/
Add.1, para 22, quoted in UNODC Legislative Guide to UNCAC (2006),
paragraph 179). Benchmark 1.1 includes all of the UNCAC offences but
also provides for five further offences: election bribery, extortion, fraud,
cartel activity and failure by an organisation to prevent a corruption
offence which was committed by an associated person. It was felt
necessary to include these additional offences in Benchmark 1.1 as they
have similar characteristics involving deception, breach of trust and
sometimes abuse of function, and are a serious threat to the proper and
fair functioning of society, in the following ways:

a) Election bribery threatens the integrity of the democratic process.

b) Extortion undermines public and private sector processes by
requiring an illicit benefit as a condition of performing a function.
This affects processes ranging from those, such as customs clearances
and driving licences, where only minor sums may be extorted,
to those, such as the issue of completion certificates for major
construction projects, where large sums may be extorted.

c) Fraud permeates and corrupts many processes of the public and
private sectors.

d) Cartels undermine and distort procurement outcomes.
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®)

D)

e) Corruption committed on behalf of organisations damages both
the public and private sectors, yet currently in many jurisdictions
there is difficulty in convicting organisations for such corruption
notwithstanding that their senior managers may have known of and
instigated the corruption and notwithstanding that the organisations
were one of the primary beneficiaries of the corruption.

The above offences thus warrant the same preventive, detective and
deterrent measures as other corrupt conduct.

Reasons for providing that all the corruption offences listed in
Benchmark 1.1 should be criminalised: UNCAC provides for
mandatory criminalisation only in respect of some of the UNCAC
offences (see UNODC Legislative Guide to UNCAC (2006), paragraphs
177-179). In contrast to this, Benchmark 1.1 provides that all corruption
offences listed in Benchmark 1.1 (which include all the UNCAC offences)
should be criminalised. This is because such offences are serious and thus
warrant criminalisation in order to allow for sufficiently severe penalties,
which in turn would provide for a greater deterrent effect. It would
also assist in the harmonisation of criminalisation across States. It is
acknowledged that such criminalisation may currently present difficulties
for certain States whose laws do not provide for corporate criminal
liability or do not allow a reverse burden of proof or do not allow strict
liability. In regard to this:

a) Re criminal liability for organisations: See the discussion in
Guidance BM 1.2(1), paragraph (B) below.

b) Re the reverse burden of proof: See the discussion in Guidance BM
1.1(9), paragraph (C) below in relation to illicit enrichment, which is
the only Benchmark offence involving a reverse burden of proof.

c) Re strict liability: See the discussion in Guidance BM 1.1(14),
paragraphs (E) and (F) below in relation to the offence in Benchmark
1.1(14) (failure by an organisation to prevent a corruption offence
which was committed by an associated person), which is the only
Benchmark offence involving strict liability.

Reasons for extending the offences in Benchmark 1.1 to foreign
officials and officials of public international organisations: UNCAC
includes liability for foreign officials and officials of public international
organisations only in relation to the bribery offences in UNCAC Article
16. In the other UNCAC offences relating specifically to public officials
(i.e. those in Articles 17, 19 and 20: embezzlement, abuse of functions
and illicit enrichment), UNCAC refers only to ‘public officials’, i.e. only
national public officials (see definition in UNCAC Article 2, paragraphs
(a), (b) and (c)) and therefore appears not to include foreign officials or
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officials of public international organisations. (It is not clear whether
Article 18 (Trading in influence) is intended to relate also to foreign
public officials and officials of public international organisations as it
refers to ‘public official or any other person’ committing the offence.)
In contrast to this, the Benchmark offences are intended to extend to
all public officials, whether national, foreign or of public international
organisations, subject to the State having jurisdiction. The rationale
for widening the offences in this way is that it would then enable, for
example, a foreign public official to be prosecuted in the State where she
or he committed the corruption offence. This would be of significant
benefit in the fight against corruption as it would cater for the risk that
the official would not be prosecuted for this offence in her or his home
State (if, for example, she or he wields significant power or if that State
has been captured by corrupt elements or if that State’s law does not
provide for the necessary jurisdiction) and so would escape justice.

Outline descriptions of the Benchmark offences and comparison
with UNCAC definitions: The Guidance notes below provide an
outline description of each Benchmark offence. These descriptions are
explanatory as to the type of conduct that should be criminalised and are
not intended to be a definition of the offence. These descriptions do not
follow exact UNCAC wording and sometimes go wider than the UNCAC
definition (as explained below in relation to the individual offences). It
is for each State to decide how to formulate a new offence or amend an
existing offence, so as to meet the Benchmark.

BM 1.1(1) Bribery:

A) Outline description of Benchmark offence: ‘Where an undue advantage

B)

is, directly or indirectly, promised, offered or given to, or solicited or
accepted by, any person, with the intention of inducing a person to exercise
a function improperly. (This is intended to be descriptive, not a definition.
See Guidance BM 1.1, paragraph (E) above.)

In relation to this offence:

a) Both active and passive bribery should be provided for (i.e.
promising, offering or giving a bribe, and soliciting or accepting a
bribe), as stated in Benchmark 1.1(15).

b) It should also be provided that such bribery may be committed by
any individual or organisation, including: public officials, whether
national, foreign or of a public international organisation; public
sector organisations; and individuals and organisations in the private
sector, as stated in Benchmark 1.2(1).

C) Examples of how organisations may commit this offence include:
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D)

a) Active bribery: A private sector contractor may decide, at senior
management level, to pay a bribe to a public official in order that the
contractor obtains a contract or a government permit.

b) Passive bribery: A private sector organisation which is responsible for
issuing permits or approvals may decide, at senior management level,
to accept bribes to issue permits improperly.

c) Public sector organisations (for example a state-owned construction
company), may bribe or be bribed in the same way as a private sector
organisation.

For discussion on criminal liability of organisations, see Guidance BM
1.2(1) below.

References

i)

ii)

iii)

UNCAC Articles 15, 16 and 21 provide for bribery offences. However,
UNCAC requires mandatory criminalisation only of active and passive
bribery of national public officials (Article 15) and active bribery of
foreign public officials and officials of public international organisations
(Article 16, paragraph 1). It does not require mandatory criminalisation
of passive bribery of foreign public officials or officials of public
international organisations (Article 16, paragraph 2), or of active or
passive bribery in the private sector (Article 21). Benchmark 1.1 provides
that all such offences should be criminalised for the reasons given in
Guidance BM 1.1, paragraphs (C) and (D) above.

UNODC Legislative Guide to UNCAC (2006), paragraphs 192-213,
271-279, 298-308

UK: Bribery Act 2010 and Ministry of Justice Guidance on the Bribery
Act 2010

BM 1.1(2) Election bribery:

A)

B)

Outline description of Benchmark offence: ‘“Where an undue advantage
is, directly or indirectly, promised, offered or given to, or solicited or
accepted by, any person, with the intention of inducing a voter to vote in a
particular manner or to refrain from voting, or inducing a person to stand
for election or refrain from standing’ (This is intended to be descriptive,
not a definition. See Guidance BM 1.1, paragraph (E) above.)

In relation to this offence:

a) Both active and passive bribery should be provided for (i.e.
promising, offering or giving a bribe, and soliciting or accepting a
bribe), as stated in Benchmark 1.1(15).

b) It should also be provided that both active and passive bribery may
be committed by any individual or organisation, including: public
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officials, whether national, foreign or of a public international
organisation; public sector organisations (e.g. state-owned
enterprises); and individuals and organisations in the private sector,
as stated in Benchmark 1.2(1).

For discussion on criminal liability of organisations, see Guidance BM
1.2(1) below.

References

i)

ii)

UNCAC: This offence is not provided for in UNCAC. UNCAC Article
15 provides for bribery of national public officials but election candidates
would not fall within this definition. (See definition of public official in
UNCAC Article 2, paragraph (a).) Similarly, the private sector bribery
offence in UNCAC Article 21 refers only to bribery of individuals
working for a private sector organisation and to their breaching their
duties. This would not cover bribery of voters or election candidates. This
offence is included in Benchmark 1 for the reasons given in Guidance
BM 1.1, paragraph (B) above.

For an example of formulation of this offence, see:
- Kenya: Election Offences Act, section 9 (No. 37 of 2016)

BM 1.1(3) Embezzlement:

A)

B)

C)

Outline description of Benchmark offence: “The embezzlement,
misappropriation or other diversion by any person of anything of value
which was entrusted to that person by virtue of her, his or its position or
employment.” (This is intended to be descriptive, not a definition. See
Guidance BM 1.1, paragraph (E) above.)

It should also be provided that this offence may be committed by any
individual or organisation. This would therefore include: public officials,
whether national, foreign or of a public international organisation; public
sector organisations (e.g. state-owned enterprises); and individuals and
organisations in the private sector, as stated in Benchmark 1.2(1).

For discussion on criminal liability of organisations, see Guidance BM
1.2(1) below.

References

i)

UNCAC Articles 17 and 22 provide for this offence. However, UNCAC
requires mandatory criminalisation only of embezzlement by national
public officials (the Article 17 offence). It does not require mandatory
criminalisation of embezzlement in the private sector (the Article 22
offence). It also does not apply the offence to foreign public officials or
officials of public international organisations. Benchmark 1 provides that
all such offences should be criminalised and should apply to any person
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ii)

(including any public official), for the reasons given in Guidance BM 1.1,
paragraphs (C) and (D) above.

UNODC Legislative Guide to UNCAC (2006), paragraphs 214-219 and
309-311

BM 1.1(4) Extortion:

A)

B)

C)

D)

Outline description of Benchmark offence: “The making of threats by a
person (person A) of adverse consequences (which may include physical,
financial or administrative harm) to person B or another person unless
person B meets the illicit demands of person A’ (This is intended to be
descriptive, not a definition. See Guidance BM 1.1, paragraph (E) above.)

It should also be provided that this offence may be committed by any
individual or organisation. This would therefore include public officials,
whether national, foreign or of a public international organisation; public
sector organisations (e.g. state-owned enterprises); and individuals and
organisations in the private sector, as stated in Benchmark 1.2(1).

The extortion may constitute, for example, refusal to provide customs
clearance for equipment or materials in circumstances where they should
have been cleared, or refusal to make payments or issue certificates
that are due, unless illicit payments are made. Demands for facilitation
payments may constitute this offence and may frequently be a problem
where private sector organisations or members of the public are dealing
with public officials.

For discussion on criminal liability of organisations, see Guidance BM
1.2(1) below.

References

i)

ii)

UNCAC: This offence is not provided for in UNCAC. It is included in
Benchmark 1 for the reasons given in Guidance BM 1.1, paragraph (B)
above.

For an example of formulation of this offence, see:
- Singapore: Penal Code, Chapter 224, sections 383-389

BM 1.1(5) Fraud:

A)

B)

Outline description of Benchmark offence: ‘Where a person acts
dishonestly, for example by false representation or by concealing
information, with intent to make a gain for herself, himself or another, or to
cause loss to another. (This is intended to be descriptive, not a definition.
See Guidance BM 1.1, paragraph (E) above.)

It should also be provided that this offence may be committed by any
individual or organisation. This would therefore include: public officials,
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whether national, foreign or of a public international organisation; public
sector organisations; and individuals and organisations in the private
sector, as stated in Benchmark 1.2(1).

For discussion on criminal liability of organisations, see Guidance BM
1.2(1) below.

References

i)

UNCAC: This offence is not provided for in UNCAC. It is included in
Benchmark 1 for the reasons given in Guidance BM 1.1, paragraph (B)
above.

For examples of formulation of this offence, see:

— Australia: Criminal Code Act 1995, Volume 1, Schedule, Ch 7, Part
7.3 (Fraudulent Conduct)

- Canada: Criminal Code (RSC, 1985, c. C-46), section 380 (Fraud)

- New Zealand: Crimes Act 1961, section 240 (Obtaining by deception
or causing loss by deception)

- Singapore: Penal Code, sections 415-424A (Cheating and Fraudulent
Deeds and Disposition of Property)

—  UK: Fraud Act 2006

BM 1.1(6) Cartel activity:

A)

B)

Outline description of Benchmark offence: An agreement, by two or
more persons, to prevent, restrict or distort competition, including by way of
price fixing, market sharing, bid-rigging, or limiting output in relation to the
supply of works, products or services. (‘This is intended to be descriptive, not
a definition. See Guidance BM 1.1, paragraph (E) above.) For purposes of
this description, the meaning of relevant terms is as follows:

a) ‘price fixing: to fix or control the price for the supply of works,
products or services

b) ‘market sharing’ to allocate sales, territories, customers or markets for
the production or supply of works, products or services

c) ‘bid-rigging: to agree with competitors to not submit a bid, or to
withdraw a bid, or to submit a bid whose terms have been agreed
with competitors, and where such agreement is not known to the
party calling for the bid

d) Timiting output’ to fix, maintain, control, prevent, reduce or eliminate
the production or supply of works, products or services.

In relation to this offence:

a) All persons who are party to such agreement should be guilty of the
offence.
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C)

D)

b) It should also be provided that this offence may be committed by
any individual or organisation. This would therefore include public
officials, whether national, foreign or of a public international
organisation; public sector organisations; and individuals and
organisations in the private sector, as stated in Benchmark 1.2(1).

Examples of cartel activity by a public sector organisation or public

official:

a) a bidding state-owned contractor may be involved in cartel activity
with other bidding private sector contractors.

b) a public official managing a procurement may collude with bidding
contractors who are in a cartel so as to allow the contractor chosen by
the cartel to win the contract at an inflated price.

For discussion on criminal liability of organisations, see Guidance BM
1.2(1) below.

References

i)

iii)

iv)

UNCAC: This offence is not provided for in UNCAC. It is included in
Benchmark 1 for the reasons given in Guidance BM 1.1, paragraph (B)
above.

UNODC Guidebook on Anti-Corruption in Public Procurement (2013),
page 9: ‘Competition is a key factor for governments (and their citizens) to
achieve best value-for-money. ... Importantly, real competition only ensues
in the absence of collusive tendering, which represents one of the most
prominent examples of corruption in public procurement.’

In proposing a bill to criminalise cartel conduct in February 2018, the
New Zealand Minister of Commerce and Consumer Affairs stated:
‘I do not believe New Zealand’s existing civil regime provides sufficient
disincentives for cartel conduct so we are acting to stop it ... My hope is
that the risk of imprisonment acts as a strong deterrent and reflects the
seriousness of the harm that can be caused ... this Government wants to
take a strong stance against businesspeople who collude against the interests
of consumers.’(Beehive.govt.nz: 15 February 2018)

For examples of formulation of this offence, see:

- Australia: Competition and Consumer Act 2010, Part IV, Division 1
(Cartel conduct)

- Canada: Competition Act, RSC 1985, c. C-34, Part VI, sections 45-47
(Conspiracies, agreements or arrangements between competitors and
Bid-rigging)

— New Zealand: Commerce (Criminalisation of Cartels) Amendment
Act 2019, sections 82B to 82E (Criminalisation of cartels)
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- Singapore: Competition Act (Cap. 50B), section 34 (Agreements etc.
preventing, restricting or distorting competition)

- UK: Enterprise Act 2002, sections 188-191 (Cartel offence)

BM 1.1(7) Trading in influence:

A)

B)

C)

Outline description of Benchmark offence: ‘Where an undue advantage
is, directly or indirectly, promised, offered or given to, or solicited or
accepted by, a person, with the intention of inducing that person to exercise
her or his influence improperly in order to obtain an undue advantage from
a public sector organisation or public official for the benefit of any person.
(This is intended to be descriptive, not a definition. See Guidance BM 1.1,
paragraph (E) above.)

In relation to this offence:

a) Both active and passive trading in influence should be provided for
(i.e. promising, offering or giving an undue advantage, and soliciting
or accepting an undue advantage), as stated in Benchmark 1.1(15).

b) It should also be provided that both active and passive trading in
influence may be committed by any individual or organisation,
including: public officials, whether national, foreign or of a public
international organisation; public sector organisations (e.g.
state-owned enterprises); and individuals and organisations in the
private sector, as stated in Benchmark 1.2(1).

For discussion on criminal liability of organisations, see Guidance BM
1.2(1) below.

References

i)

ii)

UNCAC Article 18 provides for this offence but does not require its
mandatory criminalisation. It also appears not to apply the offence to
foreign public officials or officials of public international organisations
(although this is not clear, as it refers to ‘public official or any other person’).
Benchmark 1 provides that all such offences should be criminalised and
should apply to any person (including any public official), for the reasons
given in Guidance BM 1.1, paragraphs (C) and (D) above.

UNODC Legislative Guide to UNCAC (2006), paragraphs 280-290

BM 1.1(8) Abuse of functions by a public official:

A)

Outline description of Benchmark offence: ‘Where a public official, in
the exercise of her or his functions and so as to obtain an undue advantage
for herself, himself or another person, fails to act honestly, impartially,
transparently, free from improper influence, and in accordance with the
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law. (This is intended to be descriptive, not a definition. See Guidance
BM 1.1, paragraph (E) above.)

B) This abuse of functions would include, for example, where a public
official:
a) commits another corruption offence (e.g. bribery or fraud) in the
exercise of her or his public functions, or
b) uses her or his power to appoint a relative or an associate to a position
without following the proper impartial appointment process and in
order to provide a benefit to that relative or associate.
References

i)

ii)

UNCAC Article 19 provides for this offence but does not require
its mandatory criminalisation. It also does not apply the offence to
foreign public officials or officials of public international organisations.
Benchmark 1 provides that all such offences should be criminalised and
should apply to any public official, for the reasons given in Guidance BM
1.1, paragraphs (C) and (D) above.

UNODC Legislative Guide to UNCAC (2006), paragraphs 291-293

BM 1.1(9) Illicit enrichment of a public official:

A)

B)

C)

Outline description of Benchmark offence: ‘Where a public official has a
standard of living or has or is in control of significant wealth or assets that
he or she cannot reasonably explain in relation to her or his lawful income.
(This is intended to be descriptive, not a definition. See Guidance BM 1.1,
paragraph (E) above.)

In establishing this offence, States may choose to allow the unexplained
wealth of a public official’s family members, close relatives and close
associates to be attributed to the public official where there is evidence to
support this, as corrupt public officials may choose to have corrupt funds
paid to such persons in an attempt to conceal such funds.

Reverse burden of proof: In this offence, the burden of proving that the
person’s wealth is not lawfully acquired lies on the public official (rather
than the prosecution). This is a reverse burden of proof which may not be
provided for in some jurisdictions. However, where there are reasonable
grounds to suspect that illicit wealth is held by a public official or person
connected with that official and thus likely to have come from public
funds, the public interest would lie in favour of allowing a reverse burden
of proof in such scenario rather than in protecting the suspect. Such an
offence would be a valuable tool in combating corruption. The World
Bank states as follows in relation to this offence:
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“The latest publication of the World Bank’s Stolen Asset Recovery
Initiative (StAR) takes a long hard look at illicit enrichment, along
with the potential benefits and difficulties of criminalizing the offense.
The guide - “On the Take: Criminalizing Illicit Enrichment to Fight
Corruption,” is based upon the experiences of the forty four countries
around the world that have undertaken this move, highlighting both
its benefits and difficulties. These countries are among the one hundred
and forty signatories to the United Nations Convention against
Corruption.

The study by StAR sets out the importance that many of the countries
give to criminalization as a valuable complement to the traditional
toolkit in combating corruption, but it also highlights the challenges
they have in pursuing illicit enrichment through the courts. The
extensive resources and know-how needed to track detect and preserve
the evidence and proceeds of the crime, are often beyond the reach of
the authorities in developing states. The illicit enrichment offense is also
controversial in some jurisdictions as it can be understood as placing
the burden of proof upon the accused and not the prosecution - raising
important issues of presumption of innocence and human rights.
These are legal and practical challenges that need to be very carefully
considered and balanced and are not in this way unique to illicit
enrichment. In addition, some countries which are home to financial
centres do not recognize illicit enrichment as an offense, further
complicating the tracing and recovering assets through mutual legal
assistance.

Notwithstanding these challenges, “On the Take” reveals the potential
of the offense as a tool to fight corruption and help with asset recovery.
Easing the process by which the prosecution can convict corrupt officials
and confiscate stolen assets, can be a deterrent. Additionally the study
illustrates with examples from differing countries with varied legal
backgrounds, how - with effective safeguards to protect the rights
of the accused - prosecuting illicit enrichment can be done in a way
that is compatible with both strong constitutional protections, and
international human rights.

Developing countries lose an estimated US $20-40 billion in total each
year to corruption. Well designed and properly implemented, illicit
enrichment can be an important weapon in the battle to combat this
global blight. (https://blogs.worldbank.org/psd/illicit-enrichment-un-
covered-and-discovering-the-best-ways-to-fight-it (2012))
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References

i)

ii)

UNCAC Article 20 provides for this offence but relates it only to ‘a
significant increase in the assets of a public official that he or she cannot
reasonably explain in relation to his or her lawful income’. It also does not
require the mandatory criminalisation of the offence and does not apply
the offence to foreign public officials or officials of public international
organisations. In contrast, Benchmark 1 relates the offence to where the
public official ‘has a standard of living or has or is in control of significant
wealth or assets that he or she cannot reasonably explain in relation to her
or his lawful income’ (similar to the Hong Kong law - see (iii) below) and
provides that such offence should be criminalised and should apply to
any public official, for the reasons given in Guidance BM 1.1, paragraphs
(C) and (D) above.

UNODC Legislative Guide to UNCAC (2006), paragraphs 294-297:
296. The establishment of illicit enrichment as an offence has been found
helpful in a number of jurisdictions. It addresses the difficulty faced by the
prosecution when it must prove that a public official solicited or accepted
bribes in cases where his or her enrichment is so disproportionate to his or
her lawful income that a prima facie case of corruption can be made. The
creation of the offence of illicit enrichment has also been found useful as a
deterrent to corruption among public officials.’

iii) For example of formulation of such offence, see:

- Hong Kong: Cap. 201, Prevention of Bribery Ordinance, section 10
(Possession of unexplained property)

BM 1.1(10) Laundering of the proceeds of crime:

A)

B)

C)

Outline description of Benchmark offence: Acquiring, possessing, using,
converting, transferring, concealing, or otherwise dealing with property,
or disguising its origin, nature or other aspect, while knowing it is the
proceeds of crime.’ (This is intended to be descriptive, not a definition. See
Guidance BM 1.1, paragraph (E) above.)

It should also be provided that this offence may be committed by any
individual or organisation. This would therefore include: public officials,
whether national, foreign or of a public international organisation; public
sector organisations (e.g. state-owned enterprises); and individuals and
organisations in the private sector, as stated in Benchmark 1.2(1)).

States may also consider criminalising the following:

a) the ‘failure to disclose” offence: which is where persons fail to make

disclosures, required by law, to the law enforcement authorities when
they know, suspect or have reasonable grounds to suspect that money
laundering activity is taking place.
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b) the ‘tipping-off” offence: which is where persons disclose information
(e.g. to the person who is the subject of a money laundering
investigation) that is likely to prejudice a money laundering
investigation that is taking place.

For examples of the formulation of the above two offences, see the UK
Proceeds of Crime Act 2002, sections 330-333 (Failure to disclose and
Tipping oft offences).

For discussion on criminal liability of organisations, see Guidance BM
1.2(1) below.

References

i)

ii)

iii)

iv)

UNCAC Article 23 provides for the laundering of proceeds of crime
offence and requires its mandatory criminalisation. In cases of
converting or transferring proceeds of crime, the UNCAC definition
of the offence requires both knowledge that these are proceeds of
crime and an intention to disguise the origin or nature of the property
or to help the person who committed the predicate offence to evade
justice. The Benchmark description of the offence does not require this
latter intention. UNCAC does not provide for the failure to disclose or
tipping-off offences (referred to in paragraph (C) above).

UNODC Legislative Guide to UNCAC (2006), paragraphs 220-251
FATF Recommendations: Recommendation 3 (Money laundering
offence) and Interpretive Note to Recommendation 3 (pages 32-33)

UNODC/IMF/Commonwealth Model Provisions (2016), Part IV, section
36 (Money Laundering Offences)

BM 1.1(11) Concealment or retention of property that is the result of a
corruption offence:

A)

B)

®)

D)

Outline description of Benchmark offence: ‘Concealing or continuing to
retain property, knowing that it is the result of a corruption offence. (This
is intended to be descriptive, not a definition. See Guidance BM 1.1,
paragraph (E) above.)

It should also be provided that this offence may be committed by any
individual or organisation. This would therefore include: public officials,
whether national, foreign or of a public international organisation; public
sector organisations (e.g. state-owned enterprises); and individuals and
organisations in the private sector, as stated in Benchmark 1.2(1).

For discussion on criminal liability of organisations, see Guidance BM
1.2(1) below.

Both this offence and the money laundering offence(s) (in Benchmark
1.1(10)) are provided for as separate offences in UNCAC Articles 23 and
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24. They are therefore treated as separate offences in Benchmark 1 so
as to be consistent with UNCAC. It should be noted that there may be
some overlap between these offences where they relate to concealment of
proceeds of a corruption offence.

References

i)

ii)

UNCAC Article 24 provides for this offence but does not require its
mandatory criminalisation. Benchmark 1 provides that this offence
should be criminalised, for the reasons given in Guidance BMI.1,
paragraph (C) above.

UNODC Legislative Guide to UNCAC (2006), paragraphs 312-314

BM 1.1(12) Obstruction of justice:

A)

B)

C)

D)

Outline description of Benchmark offence: ‘Using force or intimidation,
or promising, offering or giving an undue advantage, in order to interfere
in or influence investigations, evidence, or proceedings concerning a
corruption offence.’ (This is intended to be descriptive, not a definition.
See Guidance BM 1.1, paragraph (E) above.)

It should also be provided that this offence may be committed by any
individual or organisation. This would therefore include: public officials,
whether national, foreign or of a public international organisation; public
sector organisations (e.g. state-owned enterprises); and individuals and
organisations in the private sector, as stated in Benchmark 1.2(1).

Such interference may include bribing or intimidating: (i) witnesses so
as to influence or prevent their testimony or production of evidence, or
(ii) law enforcement officers so as to discourage proper investigation,
prosecution and asset recovery.

For discussion on criminal liability of organisations, see Guidance BM
1.2(1) below.

References

i)

ii)

UNCAC Article 25 provides for this offence and requires its mandatory
criminalisation.

UNODC Legislative Guide to UNCAC (2006), paragraphs 252-261

BM 1.1(13) Participating etc. in a corruption offence:

A)

B)

Outline description of Benchmark offence: ‘Participating in, assisting
or facilitating, the commission of a corruption offence, or attempting
or preparing to commit a corruption offence. (This is intended to be
descriptive, not a definition. See Guidance BM 1.1, paragraph (E) above.)

It should also be provided that this offence may be committed by any
individual or organisation. This would therefore include: public officials,
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whether national, foreign or of a public international organisation; public
sector organisations (e.g. state-owned enterprises); and individuals and
organisations in the private sector, as stated in Benchmark 1.2(1).

For discussion on criminal liability of organisations, see Guidance BM
1.2(1) below.

References

i)

ii)

UNCAC Article 27 provides for this offence but requires mandatory
criminalisation only of participation in a corruption offence (Article
27(1)), and not of attempt or preparation to commit a corruption offence
(Article 27(2) and (3)). Benchmark 1 provides that all such offences
should be criminalised, for the reasons given in Guidance BM 1.1,
paragraph (C) above.

UNODC Legislative Guide to UNCAC (2006), paragraphs 341-346

BM 1.1(14) Failure by an organisation to prevent a corruption offence which was
committed by an associated person:

A)

B)

C)

D)

E)

Outline description of Benchmark offence: An organisation commits
an offence where an associated person of the organisation commits a
corruption offence in order to obtain business or an advantage for that
organisation’ (This is intended to be descriptive, not a definition. See
Guidance BM 1.1, paragraph (E) above.)

‘associated person’ is defined in the Benchmark Definitions as a person
who performs services for or on behalf of an organisation in any capacity
including, for example, as a joint venture partner, supplier, subsidiary or
personnel of the organisation’.

Rationale for this corporate offence: This offence is included so as to
address the difficulty, in some jurisdictions, in convicting organisations
for corruption offences with the result that organisations may avoid
conviction notwithstanding that they were one of the primary
beneficiaries of a corruption offence.

Gravity of offence: This offence by the organisation should be treated
as being at least of equal gravity to the underlying offence committed by
the associated person, as the organisation is intended and is likely to be a
primary beneficiary of the offence.

Strict liability: In order to establish the organisation’s liability for this
offence, it is not required to prove that the underlying corruption offence
(e.g. a subcontractor of the organisation bribes a public official to award
a contract to the organisation) was committed by the organisation. The
only proof required is that the underlying offence was committed by an
associated person in order to obtain business or an advantage for the
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F)

G)

H)

organisation. Thus, this offence by the organisation is a strict liability
offence (subject to the adequate procedures defence — see paragraph (G)
below).

Where jurisdictions do not allow strict liability offences: Jurisdictions
which do not allow strict liability offences may instead formulate the
offence, for example, as follows: ‘Where a corruption offence is committed
by an associated person of an organisation in order to obtain business or
an advantage for that organisation and where the organisation did not
have in place adequate procedures to prevent such a corruption offence,
then the organisation will be guilty of an offence! This then would put
the burden on the prosecution of proving both that the associated
person committed an underlying corruption offence in order to obtain
business or an advantage for the organisation and that the organisation
did not have adequate procedures in place. In such cases, in formulating
the relevant law, States may also consider: (a) whether lack of adequate
procedures can be inferred in certain circumstances; and (b) whether the
prosecution could be given power to require the organisation to hand
over its procedures (if any) to assist the prosecution in proving whether or
not they are adequate.

Adequate procedures defence: It is for States to formulate their own
defence(s) to the offence in Benchmark 1.1(14). However, the Benchmark
provides that it may be a defence or mitigatory factor for the organisation
to show that it had in place adequate procedures designed to prevent
associated persons from committing such an offence. It is for States to
determine the nature of the adequate procedures which would constitute
such a defence and States should also provide clarity by publishing
guidance on this issue to organisations and to the public. However,
such adequate procedures should at minimum meet the requirements
of Benchmark 10 (Public sector organisations) and the Annex to the
Guidance (Private sector organisations) which respectively provide
for anti-corruption management systems to be implemented by public
and private sector organisations. Where the corruption offence was
committed by, or with the knowledge, consent or connivance of a senior
manager of the organisation (see definition in paragraph (H) below),
then any procedures in place should be treated as not being adequate.
This would in any case be a separate ground for liability, as provided for
in Benchmark 1.2(2)(a).

The following terms referred to in paragraph (G) above are defined in the
Benchmark Definitions as follows:

a) ‘senior manager’: a director, officer or employee of an organisation
who has a senior role in the establishment of the policies of the
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organisation or who manages at high level an important aspect of
the organisation’s activities. This would include, for example, anyone
in top management (as defined in the Benchmark Definitions), a
chief financial officer, or functional head of procurement, sales or
projects’

b) ‘top management: ‘the body or person(s) who control(s) the
organisation at the highest level (for example, the board of directors,
supervisory council, chief executive, or other top leadership
individual(s) or body)’.

I) For discussion on criminal liability of organisations, see Guidance BM

1.2(1) below.

References

i) UNCAC: This offence is not provided for in UNCAC. It is included in
Benchmark 1 for the reasons given in Guidance BM 1.1, paragraph (B)
above.

ii) Example: UK: Bribery Act 2010, section 7, has a similar offence to the
offence in Benchmark 1.1(14). However, the UK Section 7 offence applies
only to bribery. Section 7(2) of the Bribery Act provides for an adequate
procedures defence.

BM 1.2 Criminalliability for corruption offences:

BM 1.2(1) ‘In relation to the corruption offences in Benchmark 1.1, criminal
liability should be provided for as follows ...:

A) This Benchmark provision provides that there should be criminal liability
for individuals and organisations in relation to corruption offences. This
differs from UNCAC which, in Article 26, paragraph 1, requires liability
of legal persons for corruption offences to be established but only to the
extent that this is consistent with a State’s legal principles, and, in Article
26, paragraph 2, provides that liability of legal persons may be civil,
administrative or criminal. (See discussion in UNODC Legislative Guide
to UNCAC (2006), paragraphs 315-329.)

B) Reasons for including criminal liability for organisations in
Benchmark: Some jurisdictions may not provide for criminal liability for
organisations. However, organisations are frequently the instigators and
primary beneficiaries of corrupt activity and, given the extent of corrupt
activity carried out through or under cover of organisations, the view has
been gaining ground that the only way to remove this instrument and shield
of serious crime is to introduce legal liability for legal entities (UNODC
Legislative Guide to UNCAC (2006), paragraph 315). In order, therefore,
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to combat corruption effectively, the law should provide for criminal
liability and sufficient penalty for organisations so as to constitute a
sufficient deterrent. There should also be a degree of consistency across
States in relation to such liability and penalty so that organisations are
not able to choose more lenient jurisdictions in which to incorporate or
operate from. The UNODC Legislative Guide to UNCAC (2006) states:

315. Serious and sophisticated crime is frequently committed by,
through or under the cover of legal entities, such as companies,
corporations or charitable organizations. Complex corporate structures
can effectively hide the true ownership, clients or specific transactions
related to serious crimes, including the corrupt acts criminalised in
accordance with the Convention against Corruption ... Thus, the view
has been gaining ground that the only way to remove this instrument
and shield of serious crime is to introduce legal liability for legal entities.

316. Criminal liability of a legal entity may also have a deterrent effect,
partly because reputational damage and monetary sanctions can be
very costly and partly because it may act as a catalyst for more effective
management and supervisory structures to ensure compliance with the
law...

327. The concern is not theoretical or simply about potential risks.
Legal persons have been found repeatedly to commit business and
high-level corruption. Normative standards regarding their liability
are indispensable. The Organized Crime Convention and the Criminal
Law Convention on Corruption of the Council of Europe provide for
criminal or other liability of legal persons relative to the offences of
active and passive corruption and money-laundering.’

‘335 ... When an individual commits a crime on behalf of a legal entity,
it must be possible to prosecute and sanction them both.’

References

i) UNCAC Article 26, paragraphs 1 and 2 require States to adopt measures
to provide for the criminal, civil or administrative liability of legal
persons to be established in relation to the UNCAC offences to the extent
consistent with States’ legal principles. Thus, in providing that there
should be criminal liability, the Benchmark goes further than UNCAC.

ii) UNODC Legislative Guide to UNCAC (2006), paragraphs 315-340

iii) UNODC Oslo Statement on Corruption involving Vast Quantities of
Assets (14 June 2019), Recommendation 61:

“The legal sanctions for legal entities engaged in corruption involving
vast quantities of assets should be effective, proportionate and
dissuasive, and established by law.
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BM 1.2(2) ‘Organisations should be criminally liable for a corruption offence
where ...:

This Benchmark provision provides for two bases of criminal liability for
organisations. This is consistent with the UNODC Legislative Guide to
UNCAC (2006) paragraph 326 which cites a green paper issued by the
Commission of the European Communities that provides for two bases of
criminal liability for organisations in relation to corruption offences, namely,
where the offences are:

- ‘committed on their [the organisations’] behalf by any person who
exercises managerial authority within them’ or

- ‘where defective supervision or management by such a person made
it possible for a person under his authority to commit the offences on
behalf of the legal person’

States may choose to establish a wider basis of liability for organisations than that
set out in this Benchmark.

BM 1.2(2)(a) ‘the offence was committed by, or with the knowledge, consent
or connivance of, a senior manager of the organisation who acted with the
intention of obtaining business or an advantage for the organisation’

The following Benchmark Definitions apply to this Benchmark provision:

a) ‘senior manager’: a director, officer or employee of an organisation who
has a senior role in the establishment of the policies of the organisation
or who manages at high level an important aspect of the organisation’s
activities. This would include, for example, anyone in top management
(as defined in the Benchmark Definitions), a chief financial officer, or
functional head of procurement, sales or projects’.

b) ‘top management’: ‘the body or person(s) who control(s) the organisation
at the highest level (for example, the board of directors, supervisory council,
a chief executive officer, or other top leadership individual(s) or body)’.

References
i) UNCAC Article 26
ii) UNODC Legislative Guide to UNCAC (2006), paragraphs 315-329

iii) UK: Crown Prosecution Service, Legal Guidance, Corporate
Prosecutions, paragraph 18: This discusses the case of Tesco
Supermarkets Ltd v Nattrass [1972] AC 153 which holds that the mind
and will of the company should be identified with ‘the actions of the
Board of Directors, the Managing Director and perhaps other superior
officers who carry out functions of management and speak and act as the
company’.
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BM 1.2(3) ‘Criminal liability of organisations should be without prejudice to the
criminal liability of the individuals who committed the corruption offences’

References

i) UNCAC Article 26, paragraph 3: The Benchmark provision follows
UNCAC.

ii) UNODC Legislative Guide to UNCAC (2006), paragraph 335: “The
liability of natural persons who perpetrated the acts, therefore, is in
addition to any corporate liability and must not be affected in any way by
the latter”

BM 1.2(4) “Where knowledge, intent or purpose are elements of a corruption
offence, these should, where reasonable, be inferred from objective factual
circumstances’:

References

i) UNCAC Article 28 provides that knowledge, intent or purpose may be
inferred from objective factual circumstances. The Benchmark goes
wider than this by providing that they should, where reasonable, be

inferred. The rationale for this wider provision is that knowledge, intent
or purpose can be difficult to prove in corruption offences and so these
should be able to be inferred, where reasonable to do so.

ii) UNODC Legislative Guide to UNCAC (2006), paragraph 368

iii) Singapore: Prevention of Corruption Act (Chapter 241), section 8
(Presumption of corruption in certain cases)

BM 1.2(5) “There should be no statute of limitations period for corruption
offences’:

In committing corruption offences, offenders have set out deliberately to bribe,
embezzle, extort, defraud, abuse their positions of trust, or illicitly enrich
themselves knowing that their actions may or will result in significant physical or
financial harm to others. Such offenders should not be able to escape justice and
enjoy the illicit profits they have gained, at the expense of the taxpayer or others,
simply due to the expiry of a limitation period. The balance of public interest lies in
favour of keeping open indefinitely the possibility of prosecuting such individuals
and organisations. The Benchmark therefore provides that there should be no
statute of limitations for these offences.

References

i) UNCAC Article 29 provides that there shall be a long statute of
limitations period in respect of the UNCAC offences and a longer period,
or suspension of the period, where the alleged offender has evaded
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the administration of justice. This differs from the Benchmark, which
provides for no limitation period in respect of corruption offences.

UNODC Legislative Guide to UNCAC (2006), paragraphs 369-374

BM 1.3 Jurisdiction for corruption offences:

BM 1.3(1) Corruption offences committed in the State territory:

References

i)

ii)

UNCAC Article 42, paragraph 1: The Benchmark provision follows
UNCAC.

UNODC Legislative Guide to UNCAC (2006), paragraphs 491-519.

BM 1.3(2) Acts or omissions in other territories:

A) This Benchmark provision provides that jurisdiction should be

B)

established for individuals who are State nationals or habitually resident
in the State territory, and for organisations incorporated or otherwise
constituted in, or carrying on business or part of a business in, the State
territory.

States may also wish to provide for a further ground of jurisdiction
in respect of persons (individuals or organisations) who otherwise
have a close connection with the State in terms of types of citizenship
or residency (in the case of individuals) or constitution (in the case
of entities). In such cases, it is for States to determine the criteria to
establish that there is a close connection. See, for example, the categories
of close connection in the UK Bribery Act 2010, section 12(4).

References

i)

UNCAC Article 42, paragraphs 2(a)-(d) provide for circumstances
where a State may establish jurisdiction over acts or omissions in other
territories. The Benchmark provision differs from UNCAC Article 42 as
follows:

- The Benchmark provision caters for Article 42, paragraph 2(b), but
goes further than UNCAC in providing that, in such cases, a State
should establish jurisdiction. Also the UNCAC habitual residence
provision applies only to stateless persons, while the Benchmark
applies to any person who is habitually resident in the State.

- The Benchmark provision does not cater for UNCAC Article 42,
paragraphs 2(a), (c) and (d) (which are not mandatory under UNCAC).

- The Benchmark provision in paragraph 1.3(2)(b) is not included in
UNCAC.
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BM1.4

Immunity from prosecution, and defences

and mitigation in relation to corruption offences:

BM 1.4(1) No immunity for public officials et al:

A)

B)

®)

In order for public functions to be properly performed, it is important
to ensure that they are carried out without corruption. There should,
therefore, be sufficient deterrent, by way of a real threat of investigation
and prosecution of corruption. There is no legitimate justification to
allow immunity. To do so would merely provide unwarranted protection
for criminal acts, thereby creating a sense of impunity and undermining
the public function and public trust and confidence. It is the public
function that should be protected from corruption by the public official,
not the corrupt public official from liability for such corruption.

This Benchmark thus provides that there should be no immunity from
investigation or prosecution, and no jurisdictional privilege, reduction of
civil or criminal liability, or reduction of or exemption from sanctions for
a corruption offence, on the basis that the person in question is a head of
State, a minister, a member of parliament, other public official, a public
sector organisation or a political party, or has any political affiliation.

The UNODC Legislative Guide for UNCAC (2006) states in paragraph 387:
‘It would be highly damaging to the legitimacy of the overall anti-corruption
strategy ... if corrupt public officials were able to shield themselves from
accountability and investigation or prosecution for serious offences.’

References

i)

ii)

iii)

UNCAC: Article 30, paragraph 2 provides that each State ‘shall take
such measures as may be necessary to establish or maintain, in accordance
with its legal system and constitutional principles, an appropriate balance
between any immunities or jurisdictional privileges accorded to its public
officials for the performance of their functions and the possibility, when
necessary, of effectively investigating, prosecuting and adjudicating offences
established in accordance with this Convention’ In contrast to this, the
Benchmark provides for no immunity and so is wider than UNCAC.

UNODC Legislative Guide for UNCAC (2006), paragraphs 104-106 and
387

UNODC Technical Guide to UNCAC (2009), pages 85-87: °..
immunities can create difficulties as they can appear to render public
officials effectively above and beyond the reach of the law. It is not unusual
for immunity from prosecution to be perceived as the main cause for
increased corruption levels as investigations into high-level corruption may
be significantly impeded by claims of political immunity. In view of such
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implications, several States around the world have amended and are to
amend their immunity rules.” (page 85, second paragraph)

iv) UNODC Implementation guide and evaluative framework for Article 11,
paragraphs 78 and 79 (in relation to the judiciary):

‘78. ...While the principle that a judge should be free to act upon his or
her convictions without fear of personal consequence is of the highest
importance for the proper administration of justice, this principle is, of
course, without prejudice to the right which an individual should have to
compensation from the State for injury incurred by reason of negligence or
fraudulent or malicious abuse of authority by a court. Effective remedies
should also be provided where such injury is proved to have been caused.

79. A key principle in this regard is that a judge should be criminally liable
under the general law for an offence of general application committed by
him or her and should not be permitted to claim immunity from ordinary
criminal process. This principle must apply to corruption offences for which
no form of immunity should be granted. Where reasonable cause exists
to warrant investigation by police and other public bodies of suspected
criminal offences on the part of a judge, such investigations should take
their ordinary course, according to law.” (pages 35 and 36)

v) UNODC Oslo Statement on Corruption involving Vast Quantities of
Assets (14 June 2019), Recommendation 43:

‘No functional immunity from prosecution should be granted to public
officials engaged in corruption involving VQA (Vast Quantities of Assets).’

BM 1.4(2) Genuine fear as defence or mitigatory factor:

States may wish to provide for this defence or mitigatory factor. There will be a
need to balance between protecting those persons who participated in a corrupt act
because they were genuinely in fear and ensuring that guilty persons do not escape
justice by falsely claiming that they were in fear. For an illustration of the various
factors to be considered when formulating such a defence or mitigation, see https://
www.cps.gov.uk/legal-guidance/defences-duress-and-necessity ~where the UK
defence of duress is discussed by the UK Crown Prosecution Service.

BM 1.5 Criminaland administrative
sanctions for corruption offences:

BM 1.5(1) Criminal sanctions for all corruption offences:

This Benchmark provision provides that sanctions for corruption offences should be:
a) criminal: This is so as to enable sufficiently severe sanctions to be
applied.
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b)

effective and dissuasive: Such sanctions should be sufficiently severe so
as to be an effective deterrent. This means that sanctions should outweigh
the benefits of the crime, thus avoiding ‘the perception that certain types
of crime “pay”, even if the offenders are convicted. (UNODC Legislative
Guide to UNCAC (2006), paragraph 376)

proportionate to the gravity of the offence and to sanctions for
other offences of equal gravity: This is to help ensure fair treatment
of offenders across all offences and to guard against the risk that more
lenient sanctions may be applied so as to protect certain categories of
offender.

References

i)

ii)

iii)

UNCAC Article 30, paragraph 1 provides that sanctions should take
into account the gravity of the offence. In relation to legal persons,
UNCAC Article 26, paragraph 4 allows for sanctions to be non-criminal
or criminal and provides that they should be effective, proportionate
and dissuasive. The Benchmark provision differs from these UNCAC
provisions in that it provides (for the reasons given in (a) to (c) above)
that, for individuals and organisations, there should be effective,
proportionate and dissuasive criminal sanctions which are proportionate
to the gravity of the offence and proportionate to sanctions for other
offences of equal gravity.

UNODC Legislative Guide to UNCAC (2006), paragraphs 375, 376 and
382-385

UNODC Technical Guide to UNCAC (2009), page 51 (first complete
paragraph)

BM 1.5(2) Criminal sanctions for individuals convicted of corruption offences:

References

i)

UNCAC Article 30, paragraph 7 provides, in relation to sanctions for
individuals convicted of a corruption offence, that States shall consider
establishing provisions for disqualification from holding public office
or office in an enterprise owned wholly or in part by the State. The
Benchmark goes further than UNCAC in that it provides for the
following sanctions to be established:

- Disqualification from holding any position as a public official
(which, as defined in the Benchmark Definitions, would include
an officer in an enterprise owned in whole or in part by the State):
This sanction is provided for in UNCAC Article 30, paragraphs 7
(a) and (b) save that these UNCAC provisions are not mandatory.
The Benchmark provides for mandatory disqualification, in order
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to protect the public function, as well as this being a penalty and
deterrent.

- Disqualification from holding any executive, senior managerial or
financial role in any private sector organisation: This disqualification
is not provided for in UNCAC. The Benchmark provides for these
sanctions because proper performance of executive, senior managerial
and financial roles rely heavily on the integrity of the individual and
these roles also help to determine the ethical culture of the organisation.
Thus, individuals convicted of corruption should be disqualified
from holding such office so as to provide protection for private sector
organisations and for the public using the services of private sector
organisations, as well as this being a penalty and deterrent.

— Confiscation, restitution, fines and custodial sentences: These
sanctions are not provided for in UNCAC. The Benchmark provides
for confiscation in order to prevent an offender benefiting from the
corruption offence and for restitution to give redress to the victim.
Fines and custodial sentences should be applied where these are
appropriate to the gravity of the offence so as to constitute a sufficient
deterrent.

ii) UNODC Legislative Guide to UNCAC (2006), paragraphs 382-384
iii) Singapore: Prevention of Corruption Act (Chapter 241), sections 5-14
(Offences and penalties)

iv) UK: Company Directors Disqualification Act 1986, sections 2(1) and 2(2)
(b) (Disqualification on conviction of indictable offence)

BM 1.5(3) Criminal sanctions for organisations convicted of corruption offences:

BM 1.5(3)(b) ‘debarment from participating in public sector contracts or from
receiving public sector funds’:

This could, for example, include conditional non-debarment, debarment with
conditional release, debarment for a specified period, or permanent debarment. See,
for example: World Bank Sanctioning Guidelines:

https://www.worldbank.org/content/dam/documents/sanctions/
other-documents/osd/World%20Bank%20Group%20Sanctioning%20
Guidelines%20January%202011.pdf

BM 1.5(3)(e) ‘a deferred prosecution agreement’:

This is an agreement under which an organisation may, in lieu of being prosecuted
for a criminal offence, agree to a fine and/or implementing an anti-corruption
programme, with criminal prosecution being reinstated if the organisation
reoffends or breaches the sanctions.

190



Guidance

References

i)

ii)

iii)

V)

UNCAC Article 26, paragraph 4 requires States to ensure that there are
criminal or non-criminal sanctions for legal persons. Thus, it gives an
option only for non-criminal sanctions. The Benchmark provision differs
from this in that it provides that there should be criminal sanctions for
organisations.

UNODC Legislative Guide to UNCAC (2006), paragraph 336-339
Canada: Criminal Code (RSC 1985, c. C-46), Part XXII.1 (Remediation
agreements)

UK: Bribery Act 2010, section 11(2) and (3) (Penalties for bribery)

UK: Serious Fraud Office: https://www.sfo.gov.uk/publications/
guidance-policy-and-protocols/deferred-prosecution-agreements/
(Deferred prosecution agreements)

BM 1.5(5) Reduced sanctions or immunity for self-reporting or co-operation:

In order to assist in the detection, investigation and prosecution of corruption, it

is important to encourage persons who have committed a corruption offence to

self-report and to co-operate with the investigation or prosecution of that offence

and any other corruption offences. This can be done by providing for immunity or

reduced sanctions for such persons. However, such immunity or reduced sanctions
should be allowed only where it has been assessed that this would be in the best
interests of justice, taking into account the gravity of the offence (as provided for in
the final paragraph of Benchmark 1.5(5)).

References

i)

ii)

iif)

UNCAC Article 37, paragraphs 2-4 provides that States ‘shall consider
providing’ for mitigation or immunity where a person provides
substantial co-operation in relation to the investigation or prosecution of
an UNCAC offence. The Benchmark provision differs from this in that it
also includes self-reporting as grounds for reduction of sanctions.

UNODC Legislative Guide to UNCAC (2006), paragraphs 466-477

UK: Crown Prosecution Service, Legal Guidance, Queen’s Evidence —
Immunities, Undertakings and Agreements

BM 1.6 Civilremedies for corruption:

References

i)

ii)

UNCAC Articles 34 and 35 provide for these requirements.
UNODC Legislative Guide to UNCAC (2006), paragraphs 455-461
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Authority responsible for preventing corruption

BM 2
A)

B)

C)

Purpose of Benchmark:

The existence of a body or bodies with overall responsibility for
preventing corruption in the public and private sectors greatly assists the
combating of corruption.

UNCAC Article 6 provides that a State shall ‘in accordance with the
fundamental principles of its legal system, ensure the existence of a body
or bodies, as appropriate, that prevent corruption by such means as (a)
implementing the policies referred to in article 5 of this Convention and,
where appropriate, overseeing and coordinating the implementation of
those policies; (b) increasing and disseminating knowledge about the
prevention of corruption’.

Benchmark 2 provides for measures in relation to this body.

BM2.2 The authority:

States may choose how to allocate the corruption prevention functions. The
Benchmark uses the term ‘authority’ for convenience to mean the authority that
exercises these functions. This does not mean that there should necessarily be one
separate authority with these functions alone. The functions may be exercised
by one or more new or existing authorities, either alone or alongside other
responsibilities. Federal States may have such an authority(ies) in each constituent
state, in which case there should be provision to ensure common standards and
co-operation between those different authorities.

References

i)

ii)

UNCAC provides that ‘States shall ... ensure the existence of a body or
bodies, as appropriate, that prevent corruption ...” (Article 6)

UNODC Legislative Guide to UNCAC (2006), paragraphs 52-57

iii) UNODC Technical Guide to UNCAC (2009), pages 7-12
iv) UNODC State of Implementation of UNCAC (2017), pages

163-166: ‘Most countries have opted for a single or central specialized
anti-corruption agency ... either as an independent structure or within
the institutional framework of the national ministry of justice, prosecutor
general’s office or national police service. In federal States, however, there
may be central authorities in each of the constituent states...” (page 163)
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V)

“...Moreover, some anti-corruption bodies with investigative and law
enforcement powers also fulfil preventive functions, such as education,
awareness-raising and coordination ... It is up to the national authorities
to decide whether law enforcement and prevention both come under the
mandate of a single body or whether preventive functions will be assigned
to one or more separate entities! (page 164)

Jakarta Statement on Principles for Anti-Corruption Agencies (2012),
paragraph 1: Mandate: ‘ACAs should have clear mandates to tackle
corruption through prevention, education, awareness raising, investigation
and prosecution, either through one agency or multiple coordinated
agencies!

BM 2.3 Responsibilities of the corruption
prevention authority in preventing corruption:

BM 2.3(1) “The corruption prevention authority should ... develop and establish
anti-corruption policies and practices’

Policy development should include:

a)

b)

c)

identifying how corruption may take place in all areas of the public and
private sectors

assessing the likely frequency and impact of such corruption and the
areas particularly vulnerable to corruption

determining policies and practices which are appropriate and
proportionate to the corruption risks identified.

References

i)

ii)

UNCAC: Article 5 requires a State to ‘1. Develop and implement or
maintain effective, coordinated anti-corruption policies ...; 2. ... endeavour
to establish and promote effective practices aimed at the prevention of
corruption...’

UNODC Technical Guide to UNCAC (2009), page 10

BM 2.3(2) ‘The corruption prevention authority should ... evaluate the
effectiveness of anti-corruption laws and recommend new laws’:

This function should include:

a)

b)
c)

assessing whether all significant corrupt activity has been or should be
criminalised

assessing the sanctions that should apply

assessing whether existing laws appear to be effective
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d) making representations to the legislature for appropriate amendments or
additions to the law.

References

i) UNCAC: Article 5 requires a State to 3. ... endeavour to periodically
evaluate ... legal instruments and administrative measures with a view to
determining their adequacy to prevent and fight corruption’.

ii) UNODC Technical Guide to UNCAC (2009), page 10

iii) UNODC Oslo Statement on Corruption involving Vast Quantities of

Assets (14 June 2019), Recommendation 12:

‘EFFECTIVENESS AND  MONITORING: The evaluation  of
anti-corruption and anti-money-laundering systems should continue to
go beyond formal compliance with international standards and also assess
their effectiveness, including by collecting relevant data and encouraging
its publication. Synergies among anti-corruption mechanisms should
be further pursued to strengthen the impact of these mechanisms on
evaluating and improving the effectiveness of States’ anti-corruption
measures.’

BM 2.3(3) ‘The corruption prevention authority should ... raise public
awareness as to the laws relating to corruption offences ...

Public awareness could be raised by:

a)
b)
c)
d)
e)
f)

information on the authority’s public website (see Benchmark 2.10)
advertising campaigns on television, radio and printed media
brochures and reports

public posters

training seminars

modules in schools, colleges and universities.

BM 2.3(4) ‘The corruption prevention authority should ... raise public
awareness as to the risks of and damage caused by corruption and the measures
being taken to prevent it’:

These functions should include raising public awareness, including by the means
listed in Guidance BM 2.3(3), as to:

a)

b)
c)

the functions and activities of the corruption prevention authority and
the law enforcement authorities

how corruption may occur in the public or private sectors

the damage that can be caused to society by corruption
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d) the anti-corruption laws, policies and practices that are in place or being
promoted in the public and private sectors (this is covered specifically in
Benchmark 2.3(3))

e) how individuals or organisations, in the public or private sectors, may
incur liability for corruption offences

f) the sanctions that may apply to individuals and organisations who are
convicted of corruption offences

g) judgments and convictions in relation to corruption offences and
sanctions imposed (see disclosures under Benchmark 4.13(3)(c)(vii), (ix)
and (x))

h) how individuals and organisations can engage in the fight against
corruption

i) the adoption and implementation of these Benchmarks and other
an